


 

 

“This book provides expert insights and thoughtful perspectives that are 
immensely useful for policymakers and stakeholders in understanding 
innovation and digital opportunities for Africa–Europe cooperation. This 
is a must for your reading list”. 

Rob Floyd, Director for Innovation and 
Digital Policy at the African Center for Economic 

Transformation (ACET), Ghana 

“It is encouraging to see that the authors of this book have made an 
important contribution to guide the discourse on digital development and 
North–South collaboration towards a much-needed holistic awareness of 
digital challenges and opportunities, while addressing many of the SDGs”. 

Dimo Calovski, Economic Afairs Ofcer at the 
UNCTAD, Switzerland 



  

AFRICA–EUROPE COOPERATION 
AND DIGITAL TRANSFORMATION 

Africa–Europe Cooperation and Digital Transformation explores the opportunities 
and challenges for cooperation between Africa and Europe in the digital sphere. 

Digitalisation and digital technologies are not only essential for building 
competitive and dynamic economies; they transform societies, pose immense 
challenges for policymakers, and increasingly play a pivotal role in global power 
relations. Digital transformations have had catalytic efects on African and 
European governance, economies, and societies, and will continue to do so. The 
COVID-19 pandemic has already accelerated the penetration of digital tools all 
over the globe and is likely to be perceived as a critical juncture in how and to 
what purpose the world accepts and uses new and emerging technologies. This 
book ofers a holistic analysis of how Africa and Europe can manage and harness 
digital transformation as partners in a globalised world. The authors shed light 
on issues ranging from economic growth, youth employment, and gender, to 
regulatory frameworks, business environments, entrepreneurship, and interest-
driven power politics. They add much-needed perspectives to the debates that 
shape the two continents’ digital transformation and innovation environments. 

This book will interest practitioners working in the areas of innovation, 
digital technologies, and digital entrepreneurship, as well as students and scholars 
of international relations. It will also be relevant for policymakers, regulators, 
decision-makers, and leaders in Africa and Europe. 
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FOREWORD 

This book is extraordinarily timely given the multiplicity of challenges and 
opportunities facing the African continent as it deepens its transition to a digital 
society and economy. As Executive Secretary of the United Nations Economic 
Commission for Africa (UNECA) I am in constant dialogue with African poli-
cymakers on the importance of leveraging innovation and digital technologies 
to create prosperity, accelerate job growth, ensure access to fnance, and position 
their countries to beneft from the Fourth Industrial Revolution. The book’s 
authors have brought together an important array of voices and perspectives on 
new frontiers for digital transformation – and particularly for the Africa–Europe 
collaboration. 

The book usefully organises around politics, policies, and people. These are, 
of course, building blocks for our economies and society. But politics, policies, 
and people are complex. Navigating politics in the global political economy can 
be a difcult terrain to navigate, especially in the current context of global polar-
isation. Africa must stake its unique claim. Policies and regulatory frameworks 
are challenging to implement, while citizens need to see the benefts of digitali-
sation before they will embrace new technologies. This trust building element of 
the social contract is critical. 

Ultimately, politics and policies should serve the people to help improve live-
lihoods, ensure sustainable development, and create equitable opportunities, but 
as the book points out in numerous chapters, that is easier said than done. I 
appreciate that Chux Daniels from the University of Sussex, Benedikt Erforth 
from the German Institute of Development and Sustainability (IDOS) and 
Chloe Teevan from the European Centre for Development Policy Management 
(ECDPM) have drawn upon authors from Africa, Asia, North America, and 
Europe to inform an agenda that is critical to Africa’s future. 



   Foreword xix 

The UNECA, along with the African Union, the African Development 
Bank, the Regional Economic Communities (RECs), and other development 
partners, is seeking to address many of the issues raised in the book. For exam-
ple, Chapter 4 looks at artifcial intelligence (AI) and how Europe is well placed 
to support a growing bio-economy potential in Africa. Last year the UNECA 
supported the establishment of the continent’s frst AI centre in Congo. AI will 
contribute more than USD 15 trillion to the global economy by 2030 and is 
expected to double the incomes of smallholder farmers; hence, its importance 
cannot be underestimated. 

Much of the book is focused on policies and regulatory issues. While these 
topics may not always be the most exciting, they are hugely important to the 
future of a digital single market (DSM) for Africa, as well as creating robust 
frameworks that will incentivise investment on the continent. Authors in the 
book, particularly from Africa, address the trade-ofs that policymakers face, 
as well as opportunities that can be created from well-informed policy deci-
sions. For example, Chapter 5 addresses potential benefts to micro, small, and 
medium-sized enterprises (MSMEs) from the African Continental Free Trade 
Area (AfCFTA) agreement and particularly the importance for companies 
of this size to digitise their businesses, and for governments to support them. 
Chapter 6 looks at the linkages between digital policy and industrialisation, par-
ticularly deepening value chains and increasing competitiveness. 

Likewise, Chapter 7 addresses how countries are seeking to expand manufac-
turing sectors and deepen regional value chains. Leveraging the positive impact 
of digitalisation is ever more important in this era of strained global value chains. 
Conversations of on-shoring and friend-shoring, which mask the emergence of 
a new era of uncompetitive behaviour, mean Africa must contend with and use 
technology to compete and dominate. Chapter 12 addresses the many risks that 
can emerge from digitalisation, including threats to privacy, data protection, and 
cybercrimes. The chapter looks at how policymakers engage with key stakehold-
ers on technology policy to ensure better informed laws and regulations. 

The fnal chapters of the book are highly recommended for anyone interested 
in the future of international development. They touch upon feminist digital 
development, the importance of digital skills development, green digital transi-
tions, and entrepreneurship. Interestingly the book notes that in many cases these 
are areas where there is, in principle, strong alignment between Europe and 
Africa, but yet there is not always consensus on approaches and how collabora-
tion can lead to the greatest outcomes. A common future on this must build on 
shared interests and objectives. 

It is clear that innovation and digital policy, if well designed and implemented, 
can support Africa’s economic transformation. Cooperation between Africa 
and Europe can help accelerate that transformation. There are many examples 
of engagement such as the AU–EU Digital for Development (D4D) Hub, the 
Africa–EU summits, and private sector investment by European companies, but 
more must be done. 



   xx Foreword 

The book points to the need for deeper AU–EU digital cooperation, includ-
ing a stronger collective voice from African leaders. At the same time it high-
lights prospects for mutual benefts, ranging from shorter-term improvements in 
learning or commerce, to long-term structural change in economies. For Africa 
to beneft fully, this collaboration must also include innovations happening in 
other geographies that are leading on aspects of the digital agenda. 

And the book highlights frontiers where cooperation can lead to greater 
competitiveness and economic growth for both continents. These will, in many 
cases, also lead to greater development outcomes for Africa and address socio-
economic hurdles as well as the demographic transition. 

I commend the authors for expanding our understanding of key challenges 
and opportunities for digital cooperation between Africa and Europe, but I 
believe the book actually provides an insight into the global digital agenda more 
broadly. Africa must ensure its digital cooperation spans the globe, learning from 
best practices and avoiding pitfalls. For those interested in the future of develop-
ment, which will be based on a digital transformation, I highly recommend they 
read this book. Upon completion, they will have a greater appreciation for the 
possible. 

Vera Songwe 
Executive Secretary, United Nations Economic Commission for Africa (UNECA), 

Addis Ababa, Ethiopia 



 

FOREWORD 

This book will be an important resource. It provides a timely and focused contri-
bution around the nexus of digitalisation and international partnerships, specif-
cally capturing the challenges and opportunities of digital cooperation between 
Africa and Europe. 

Digitalisation is a huge societal transformation shaping our future, in parallel 
with the green transition stemming from the challenge of climate change and 
biodiversity loss. The digital space has proven to be one of strategic competition. 
It has brought the need for more multilateral governance and ambitious global 
standards into sharper focus. The COVID-19 pandemic has also played a part in 
accelerating the global digital transition by several years. It exposed the digital 
divide, as societies with stronger digital infrastructure, skills, and services coped 
consistently better with challenges brought on by the pandemic. 

We can capitalise on the digital transition and promote accessible, inclusive, 
and secure digital connectivity that puts people frst, in coherence with our dec-
laration of digital principles adopted by the European Commission on May 2022. 
In Africa, digital technologies have enormous potential for economic growth, 
improved governance and service delivery, as well as human development. 
Digitalisation has already been driving the continent’s post-pandemic recovery, 
and digital trade is growing rapidly. However, challenges, such as internet aford-
ability and access, cybersecurity, and lack of e-IDs or access to e-Governance 
services, remain. 

Under the Global Gateway strategy, the EU is actively seeking to build strong 
international digital partnerships and promote a human-centred digital agenda 
around the world. The strategy, launched in December 2021, is the EU’s bid to 
narrow the global infrastructure investment gap, boost post-pandemic recovery, 
and make the green and digital transitions a reality. 
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With Global Gateway, we aim to mobilise investments worth up to €300 bil-
lion in physical infrastructure in the areas of digital, climate, energy, and trans-
port but also promote enabling environments, including regulatory frameworks 
and investments in areas such as education, research, and health. Global Gateway 
is a positive, values-driven ofer to our partners worldwide, including in Africa. 
Its key objective is to replace unsustainable dependencies with sustainable links 
between continents, regions, and people. 

Our vision for the digital economy and society is human-centric and upholds 
fundamental values. We champion an open, secure, and global internet and foster 
global cooperation and multi-stakeholder alliances on research and innovation. 
We envision a cyberspace where citizens can navigate with trust and security, 
where young entrepreneurs can access pools of open data for driving innovation, 
and where governments can ensure sovereignty over their country’s data. 

In fair and inclusive digital economy, digital technologies can be great ena-
blers of sustainable development in Africa. Digitalisation can lower greenhouse 
gas emissions by boosting efciency across sectors, virtualising services, and 
moving to more circular economies. Digital and earth observation services can 
be leveraged for climate action and disaster risk management. 

Digital businesses can create new business models and employment opportu-
nities driven by the power of data, while the digital transformation of traditional 
businesses promises to increase productivity across African economies. 

The digital transformation promises to enhance human development in 
Africa, for example, by ofering improved education opportunities, also for peo-
ple living in remote and rural areas. It opens up a plethora of opportunities and 
can empower women and girls – economically, socially, politically, and cultur-
ally. However, to do so, we will have to close the digital gender gap, which is 
wider in Africa than anywhere else in the world. We are working to that end 
by mainstreaming digital transformation in key areas of regional and national 
programming for sub-Saharan Africa, including gender, the green transition, 
transport, education, and employment. 

At the EU–AU Summit in February 2022, leaders from both continents con-
frmed great ambitions to boost digital connectivity on the African continent, 
and between diferent continents, to help create open digital societies and econo-
mies. We afrmed our support to our African partners in advancing their vision 
of an African digital single market. The AU–EU Digital for Development (D4D) 
Hub supports African institutions to lay grounds for an inclusive and sustainable 
digital transformation that benefts everyone. 

Under our Global Gateway Africa-Europe Investment Package, we are roll-
ing out substantial digital infrastructure projects, with the aim of speeding up 
universal access to reliable, safe, and secure internet networks for all in Africa 
by 2030. We will invest in an international submarine fbre cable connecting 
the EU with Africa along the Atlantic Ocean coast, in constructing networks 
of fbre-optic cables across sub-Saharan Africa, and in space technologies both 
for Secure Satellite Communications and for Earth Observation. We will invest 
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in African data infrastructure and increase regulatory convergence to foster a 
more enabling and inclusive data economy. The EU has also set up an African 
European Digital Innovation Bridge to promote cooperation on digital innova-
tion, particularly in small and medium-sized enterprises and start-ups. Needless 
to say, this support will go hand-in-hand with support to the development of 
digital skills and literacy. 

Global Gateway will cement a strong digital partnership between Africa and 
Europe and help build a digitally connected world that upholds European val-
ues and leaves no one behind. Together, Africa and Europe can walk the path 
of digital transformation that puts people frst, grows economies, and improves 
governance and services. 

Jutta Urpilainen 
Commissioner for International Partnerships, European Commission, 

Brussels, Belgium 



  

 

 

1 
DIGITALISATION FOR 
TRANSFORMATION 

New Frontiers for Africa–Europe Cooperation 

Chux Daniels, Benedikt Erforth, and Chloe Teevan 

1.1 Digitalisation, Transformation, and Cooperation 

Digital technologies are transforming the lives of people in societies across the 
world, shaping and reshaping policies at continental, regional, and national levels, 
and impacting politics in ways that were not imagined in the past. Digital tech-
nologies, viewed as a public good, are key to fostering economic and human 
development globally. As a cross-cutting theme, digitalisation, if appropriately 
directed by public policies, can help achieve the United Nations Agenda 2030 and 
the Sustainable Development Goals (SDGs) (UN, 2015). By “transformation” 
we mean three-dimensional change in relation to (a) economic, (b) social, and 
(c) environmental challenges, as articulated in the SDGs. Such transformations 
are not linear, nor are their outcomes guaranteed. In Africa, for example, we 
know that at the frm level the adoption of technology does not necessarily lead 
to increased productivity (economic gains), and therefore may not be transforma-
tional, in that sense (ACET, 2021). Despite fundamental technological changes, 
economies have not become more diverse, nor has total factor productivity 
increased. In this context, therefore, achieving economic gains without exac-
erbating inequality, exclusion, and gender gaps (social challenges) or increasing 
biodiversity loss and climate change (environmental challenges) requires addi-
tional policy guidance – that is, frameworks – that help establish standards whilst 
refecting local contexts and needs. 

However, the perspectives and narratives on digital technologies and the 
motives behind the quest for high rates of digitalisation difer across the globe 
and between stakeholders. In some cases, state actors adopt digital technologies 
as surveillance tools to exercise control over people, maintain power structures, 
or quash opposition (see, for example, Jili, this volume). At the same time, a 
small number of private sector actors have gained outsized infuence through 
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2 Chux Daniels, Benedikt Erforth, and Chloe Teevan 

their control of vast amounts of personal data, which is used to predict and infu-
ence individual and societal behaviour with potentially grave implications for 
personal choice and political outcomes (The Great Hack, 2019; Zubof, 2019). 
These trends have serious implications for citizens’ digital rights and on eforts 
to achieve inclusive development. If not accompanied by corrective policy meas-
ures, digital technologies can increase economic exploitation and inequalities, or 
deepen digital divides globally and within societies. 

The transformations across societies, and the envisaged potential of such 
transformations, coupled with the introduction of new policies and regulations 
on digital technologies, have led to new geopolitical tensions and rivalries on 
the one hand, and partnerships and cooperation on the other hand. For many 
African actors, China’s ever-growing presence in Africa’s digital infrastruc-
ture is a welcome diversifcation of their international partnerships, but for the 
European Union (EU) this growing presence is considered a geopolitical threat. 
The EU fears China’s growing infuence on Africa’s development and govern-
ance models. Recent eforts, notably the announcement of the EU’s Global 
Gateway,1 are testimony to the EU’s concerns and eforts to engage with this 
new form of power politics (see Fritzsche and Spoiala, and Erforth and Shields, 
this volume). However, these policies and their potential to succeed need to be 
juxtaposed with the political realism of African leaders, who contrast propos-
als from the EU with Chinese technologies and interventions that are often 
considered to be more “lucrative”, cheaper, and, in some cases, better qual-
ity. The digital realm is no diferent from other policy realms insofar as we 
are in the middle of an era that can be best described with reference to the 
rise of a multipolar disorder, which in turn challenges long-established prin-
ciples of cooperation and the functioning of the international system. These 
tendencies bring the status quo and emerging powers directly into opposition 
with one another. For Africa, global shifts have brought more options in terms 
of partners and more negotiating space and leverage vis-à-vis external actors, 
thereby potentially enhancing African agency, meaning the ability of African 
actors “to negotiate and bargain with external actors in a manner that benefts 
Africans themselves” (Chipaike and Knowledge, 2018). Yet, global shifts have 
also caused competition between democratic and autocratic systems that fuel 
distrust and open confict. 

The geopolitical tensions and rivalries, in turn, have implications on the ways 
that governance, structural arrangements, narratives, ideas, and interests held 
by actors (as agents) and institutions infuence and shape digital technologies at 
regional and national levels (Chataway et al., 2019; Daniels et al., 2020a, 2021a). 
Russia’s invasion of Ukraine is an example of the fragility of the current global 
order. Partnerships, once taken for granted, are put into question and are ended 
altogether. The transatlantic alliance is experiencing new momentum that is 
likely to also afect future choices on digital partnerships, and by extension the 
global digital ecosystem. It is too early to tell what the outcome of these rapidly 
unfolding events will be. 
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To do justice to the diferent narratives, ideas, and interests held by actors, we 
discuss digital transformation as a so-called megatrend shaping large-scale devel-
opments in the world and in Africa in particular (Erforth and Gutheil, 2022) 
to which actors react and adapt. Futurologist John Naisbitt (1982), observing 
the change from an industrial to a knowledge society, characterised megatrends 
as “large social, economic, political, and technological changes [that are] slow 
to form, and once in place, infuence us for some time”. Subsequently, further 
attributes were added to the defnition leading to a list of characteristics that 
include longevity, ubiquity, global relevance, complexity, and irreversibility. 
While longevity is relative to the reference frame one assumes, it is fair to assume 
that digitalisation’s ubiquity and irreversibility will make it a lasting social struc-
ture. Structures, according to Anthony Giddens (1984), are not only the basis 
for but also the result of human practices. Building on the mutually constituting 
nature of structure and agency, as identifed by Giddens, we understand digi-
talisation as a social force that reproduces our world order whilst simultaneously 
being shaped by human action (Erforth and Gutheil, 2022). 

Put diferently, digitalisation constitutes an enabling frame (in both the posi-
tive and the negative sense) that reproduces social action and is equally infuenced 
by it. To fathom the complexity of this interaction, we advance a multi-level ana-
lytical approach, using people, policies, and politics as diferent layers and guid-
ing threads to orient the reader on this agency-structure spectrum. The book 
covers discussions that cut across various sectors bringing human (individual 
and societal) development into conversation with macro-level policy discussion 
at the national, regional, continental, and bi-continental levels. The ongoing 
geopolitical rivalries around digital technologies coupled with debates on digital 
governance, privacy and protections, and citizens’ rights continue to infuence 
international cooperation and, therefore, need to be brought into conversation 
with the literature on digital for development. 

The conversation we propose here extends beyond academia and involves 
practitioners in the discussion – both as contributors and as readers we seek to 
reach. Contributions are thus arranged in a way that they allow for refexivity 
and simultaneously ofer concrete recommendations. The insights in the book 
are expected to help build an academic community around the nexus of digi-
talisation and international cooperation. By unpacking potential areas for digital 
cooperation between Africa and Europe, and covering academic and practition-
ers’ views, the book improves the prospects of a multidisciplinary conversation 
between communities that hitherto rarely speak to one another. 

1.2 Two Regions, One Megatrend, Different Priorities 

Digital transformation is causing major changes in both Africa and Europe, lead-
ing to new challenges. The two continents certainly share some of the chal-
lenges and opportunities, but their distinct levels of development mean that they 
each have diferent priorities. For example, in the EU and the Global North, 
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“corrective policies” may be what is needed to address digital rights or strengthen 
data and consumer protection. In Africa, however, it might not be primarily cor-
rection that matters most, but rather establishing minimum standards, policies, 
and regulatory frameworks that refect local conditions and that are implementa-
ble. Therefore, understanding and responding to the distinct levels of develop-
ments, contexts, and local conditions is vital to realising the aspirations of digital 
transformation in the AU–EU digital cooperation. 

In Africa, digitalisation is transforming productive sectors, creating solu-
tions to social problems, and driving political mobilisation, for example, by 
infuencing political participation in novel ways. In 2019, 25% of the African 
population had internet access. This fgure is expected to rise (ITU, 2020; 
World Bank, 2019). Even at today’s much lower penetration rate, mobile tech-
nologies alone “have already generated 1.7 million jobs and contribute $144 
billion to the continent’s economy, or roughly 8.5% of GDP” (Allen, 2021; 
GSMA, 2021). African countries have also become host to many innovation 
hubs, demonstrating the continent’s entrepreneurial potential, and funding 
to start-ups is on the rise (Azzioui and Sandri, 2021; Daniels et al., 2021b; 
Dosso et al., 2021; Martins et al., 2021). In a comprehensive mapping exer-
cise, Afrilabs and Briter Bridges identifed 643 tech hubs in Africa in 2019. 
The underlying trend becomes visible when comparing this number to the 
442 tech hubs identifed in 2018 and 324 in 2016 (Giuliani et al., 2019; see also 
AfricArena, 2021). Technologies such as mobile money have shown the poten-
tial for Africa to “leapfrog” (that is, skip technological steps in development 
processes), while COVID-19 demonstrated the essential role that electronic 
payments, e-commerce, and e-services (such as online banking and telemedi-
cine) could play. 

Despite the progress and the expectations regarding the positive impacts of 
digital technologies on Africa’s economic and social development, major invest-
ments in data, infrastructure, capabilities, and skills are needed for Africa to 
harness the benefts ofered by the Fourth Industrial Revolution (4IR) – charac-
terised by its scale, speed, and complexity and the fusion of a group of technolo-
gies that include Artifcial Intelligence (AI), gene editing, and advanced robotics 
(UK Government, 2019). 

The African Union’s (AU) Digital Transformation Strategy (DTS) for Africa 
(2020–2030) articulates Africa’s vision, objectives, and priority areas of digital 
policy (African Union Commission (AUC), 2020). The DTS points to the ways 
that digitalisation can contribute to the achievement of the AU’s Agenda 2063, 
while emphasising alignment with the Science, Technology and Innovation 
Strategy for Africa 2024 (STISA-2024) (AUC, 2014). The approach adopted by 
the AU emphasises the vital linkage between digital technologies, science, and 
innovation, and their potential to play a role in the continent’s industrialisation 
and in the roll-out of the African Continental Free Trade Area (AfCFTA). In 
addition, the AU approach recognises the potential for digital technologies, if 
efectively deployed, to contribute to addressing pressing development challenges 
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such as poverty and unemployment, reducing inequality, enhancing inclusion, 
and boosting the production of goods and services (AUC, 2020). 

Inadequate governance of digital technologies and lack of harmonised regu-
latory regimes across borders pose barriers to businesses and leave citizens’ data 
open to exploitation and abuse by a variety of actors. Further, there is the risk 
of Africa becoming a battleground in the growing US–China rivalry. Adding 
to this is the fear of so-called “algorithmic colonialism” or “digital colonial-
ism”, signifying that Africa might become dependent on Western-developed AI, 
unsuited to the needs of local markets, while local tech ecosystems are impov-
erished (Birhane, 2020). Similar fears persist around algorithms embedded in 
Chinese digital infrastructure and systems installed in Africa, for example, along 
the digital Silk Road (see Chapter 2, this book). Schelenz and Schopp (2018) 
describe such parallel trends as the duality of digitalisation, where technological 
innovation constitutes both an opportunity and a challenge – a line of reasoning 
that this book subscribes to as well. 

The European Union (EU) is engaged in a race to catch up with the leaders 
of the digital revolution – namely, China and the United States – and hopes to 
strengthen its own digital economy with an increasingly active industrial policy, 
including a growing number of planned projects and investments focused on dig-
ital technologies. Several nascent EU projects and programmes aim to advance 
the EU’s digital economy and improve its competitiveness by pooling resources 
and investments, in areas such as cloud computing (Gaia-X) and semiconductor 
manufacturing (Gaia-X, n.d., EC, 2022a). The EU also hopes to become a global 
leader in digital governance by fat of developing the world’s most advanced regu-
latory frameworks, with a model centred on data protection and democratic val-
ues. The recent adoption of the Digital Markets Act by the European Parliament 
and the Council is the latest example of the EU’s twofold strategy that consists 
of strengthening the consumer’s choice and focussing on individual rights whilst 
ensuring more competition (European Commission (EC), 2022b). Given that the 
EU regulation mainly targets the Big Five (Google, Amazon, Meta, Apple, and 
Microsoft), it not only improves consumers’ choice and safeguards competition 
but also constitutes by extension a means of tackling US digital hegemony. The 
new post-Ukraine invasion realignment and the strengthening of the transatlan-
tic alliance might shift this discourse again and put a stronger emphasis on shared 
interests in the area of technology, data, and governance. 

Just like the AU, the EU too is aware of, and wishes to harness, the huge 
transformative potential that digital technology ofers. To this end, the EU’s 
Digital Strategy lays out four goals: a digitally skilled population and highly 
skilled digital professionals; secure and sustainable digital infrastructures; digital 
transformation of businesses; digitisation of public services (EC, 2021a). The 
European Commission has put a strong focus on digital rights also, proposing a 
Declaration on Digital Rights in January 2022 (EC, 2022c). The EU’s goal is to 
ensure that digital transformation works for European society at large, balancing 
the needs of citizens (people), businesses, and governments. 
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In line with the above vision, in its foreign and development policy the EU 
hopes to promote a European model of digital governance, to support sustainable 
development and to develop new markets outside of the EU for what is hoped 
will be a growing European digital sector. The EU seeks to establish itself as a 
major player in the digital economy in Africa, taking advantage of the pace and 
scope of Africa’s digital transformation. As Africa works towards creating its own 
Digital Single Market (DSM), the EU hopes to proactively share its experiences 
and expertise in building a DSM and to infuence Africa’s digital governance 
model in the process (Daniels et al., 2020b, Teevan, 2021). The EU seeks to 
secure its commercial interests – including easy access for its own companies to 
the African market, to further its development agenda, and to promote values 
such as freedom of expression and data protection. These aspirations are refected 
in the EU Digital For Development (D4D) Hub, which was launched by the 
European Commission and fve EU member states (Belgium, Estonia, France, 
Germany, and Luxembourg) in December 2020. The majority of the D4D Hub’s 
initial fagship projects focus on Africa (AU–EU D4D Hub) and seek to build on 
the work of the AU–EU Digital Economy Task Force (DETF) (DETF, 2020). 
These goals also fed into the EU’s Global Gateway, a strategy focused on devel-
oping a global vision for infrastructure development, which has been framed as a 
counterofer to China’s Belt and Road Initiative (EC, 2021b). Much of the suc-
cess or failure of the EU’s new digital global policy will depend on how well the 
Union can translate strategic promises into tangible policies producing visible 
results. Coherence across policy areas is at least as important as thorough impact 
monitoring, both of which should be at the heart of European eforts during the 
current budget cycle (2021-2027). 

In Africa and Europe, countries and continental institutions seek to harness 
the potential of digital transformation whilst dealing with its challenges. For 
Africa, digitalisation and its transformative potential ofer huge opportunities 
as the continent seeks to achieve its development agenda as laid out in Agenda 
2063. Yet, the continent is also uniquely vulnerable to the growing inequalities 
of the digital age, and the exploitative practices, such as digital and data extrac-
tion, and commercialisation, that have accompanied digital technologies (Iyer 
et al., 2021). The EU, despite its much stronger economy and industrial fabric, 
has ultimately fallen behind other global powers in some aspects of digital devel-
opment. And as mentioned in the previous section, the EU is making eforts to 
catch up in the development of key digital technologies, cloud computing, for 
example whilst also protecting and promoting its vision of digital governance 
and regulatory frameworks that is human- and citizen-centric. It sees coopera-
tion with Africa as a development imperative, but also as an economic oppor-
tunity and an avenue to greater global infuence through the promotion of its 
human-centric governance model. 

On both continents, we see a strong emphasis being put on advancing the 
potential of digital technologies to achieve development goals and foster stra-
tegic interests. For closer cooperation between Africa and Europe to become 
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fruitful and add mutual value in a highly competitive feld, both complementary 
goals and diverging objectives need to be identifed and addressed. In this book, 
we examine the potential for cooperation on three levels: politics, policies, and 
people. 

1.3 AU–EU Digital Cooperation: A New Frontier 

In ofcial declarations and public statements, the AU and EU have identifed 
digital cooperation as a new priority area between both continents. In the joint 
statement following the AU–EU Summit in February 2022, digital transforma-
tion was highlighted as a priority to “[support] trusted connectivity through 
investments in infrastructures and an afordable and enhanced access to the digi-
tal and data economy while boosting digital entrepreneurship and skills” (AU– 
EU, 2022). Although this joint statement remains a vague list of priorities, it 
encompasses and reinforces diferent focus areas of the digital partnership laid 
out in the 2019 AU–EU DETF Report, which highlighted four priority areas: 
broadband connectivity, skills, support to improving the business environment 
and e-services. The DETF brought together multiple actors from Africa and 
Europe, including private sector actors, international organisations, donors, and 
civil society organisations (CSOs), and provided an avenue for the development 
of a shared vision based on mutually agreed principles. This growing interest 
from the AU and EU in working together to advance digital development also 
makes us examine cooperation between the AU, EU, and their Member States 
in this book. 

There is undoubtedly ample room for digital cooperation between the AU, 
the EU, and their Member States, but there remain key diferences in the ways 
that they approach the politics of the current geopolitical climate. It has become 
increasingly clear that the choice of digital governance models and even of part-
ners for digital infrastructure investments has wider political connotations that 
are not entirely neutral (see Fritzsche & Spoiala, Chapter 2, this book). While the 
EU takes a less hard line than the United States vis-à-vis Huawei and Chinese 
technologies more widely, it is still focused on building a stronger and more 
sovereign digital economy at home and ofering an alternative to Chinese (and 
American) technologies abroad that strongly caters to individual rights and the 
right to privacy. This is evident in the focus on trusted connectivity in the EU’s 
announcements to date related to the digital element of the Global Gateway 
Initiative (EC, 2022d). 

On their part, African countries have tried to steer clear of these geopo-
litical struggles or even to leverage them where possible to support their own 
development agendas. Gagliardone (2019) examines how Chinese digital actors 
have gained ground in this sector by working closely with governments to roll 
out major expansions in internet and mobile phone access. He contrasts this 
with what he considers a Western model that continues to struggle with the 
dilemma of providing basic services, whilst wishing to guarantee human rights 
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and freedom of expression. It is unclear how long it may be possible for African 
governments to adopt a “neutral” position in the face of growing divergences 
around the governance of digital and bilateral cooperation (see Jili, this volume). 

Success in this new frontier of AU–EU digital cooperation demands that these 
key diferences are resolved in ways that foster mutual benefts and transforma-
tive change for both partners. Both Africa and Europe are keen to harness digi-
talisation and innovation in addressing their strategic and development targets 
and achieving the Sustainable Development Goals (SDGs). Doing so will require 
the right policies. Given the EU’s own experience of building a Digital Single 
Market (DSM), there are clear opportunities for deepened cooperation around 
the roll-out of the AfCFTA and a future African DSM. These developments 
have the potential to transform Africa’s economy and speed up industrialisa-
tion, particularly if they fully integrate the transformative potential of digital 
technologies in line with the ambitions of the African Digital Transformation 
Strategy (see Fafunwa and Odufuwa, Banga, and El Aynaoui et al., this volume). 
Yet attaining these goals will require huge steps forward in terms of regulatory 
harmonisation across Africa, together with associated investments. The EU, with 
its long-standing expertise on regulatory harmonisation and its own evolving 
approach to digital governance, has potentially important experiences to share 
with African partners. Beyond ofering new forms of cooperation, the EU also 
follows an interest-driven strategy in digital governance. By this we mean that in 
fashioning out its digital partnerships in Africa (and elsewhere), the EU primarily 
seeks to advance its interests. 

Studies that examine the EU’s regulatory power highlight digital regula-
tion as one of the areas where the EU has shown leadership, and this is an area 
where EU actors express the hope of having an infuence on African partners. 
In “The Brussels Efect”, Bradford (2020) notes the important global implica-
tions of the EU’s 2016 General Data Protection Regulation (GDPR), and that 
legislation in South Africa and Senegal was infuenced by (earlier) European data 
protection standards. Bradford encourages future research to include Africa, a 
hitherto under-researched region. However, this body of literature is still sparse 
and requires more research to understand the scope for regulatory alignment 
between Africa and Europe, but also the challenges. The question of regula-
tory alignment, norms externalisation, and the impact of new data protection 
frameworks are examined in this book drawing on case studies from Kenya and 
South Africa (see Erforth and Shields, and Gastrow and Adams, this volume). 
The undeniable linkage between digital technologies and the norms and values 
that are inherent to their algorithmic design brings to the fore a long-standing 
debate on the EU as a normative power (Manners, 2002). We engage with this 
debate in this book. 

Ultimately, the main goal of digital development should be to lead to real 
improvements in the lives of people, acting as a lever allowing greater access to 
education, training, employment, and health. The AU’s Digital Transformation 
Strategy outlines a clear vision for the roles that digital technologies can play 
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in human development in Africa. COVID-19 led to important technological 
innovations in e-healthcare, e-learning, and social protection using digital pay-
ments in Africa, but huge gaps remain in terms of the ability of citizens across 
countries and even within counties to access these technologies. Achieving the 
full potential of digital transformation will require major investments in digital 
skills to allow all citizens to access digital technologies and make use of the 
emerging services, but even doing this will require a shared understanding of 
digital skills (see Bashir & Daniels, this volume). Similarly, ensuring that women 
and girls are not left behind will require that the specifc needs of women and 
girls are integrated into the design and roll-out of digital technologies and digital 
for development projects (see Sladkova & Bashir, this volume). 

1.4 Organisation of the Book 

To do justice to the complexity and multiple layers of the digital transforma-
tion and its impact on societies and economies in Africa and Europe, the book 
adopts multiple perspectives on the topic of digital cooperation. Chapters 2–4 
in the frst part of the book deal with power politics in the broader sense with a 
consideration of the geopolitics of digital cooperation. They elaborate on what 
politics and geopolitics may mean for diferent models of digital development 
and governance. Following an introduction to the topic, we engage with one 
dominant actor and one new frontier in the digital feld in order to showcase the 
underlying power dynamics. 

In Chapter 2, Kerstin Fritzsche and Daniel Spoiala examine digital develop-
ment cooperation between the EU and the AU and argue that the EU employs 
both its Digital4Development policy and its recent infrastructure strategy, Global 
Gateway, to strengthen the bloc’s strategic autonomy. The authors continue to 
assess the impact of such an interest-driven approach on Africa’s digital sover-
eignty and advance a set of conditions that are necessary for the partnership to 
become benefcial to both the EU and the AU. The discussion is particularly 
relevant considering the EU’s Global Gateway strategy, which was published in 
late 2021, at least in part as a response to the Chinese Belt and Road Initiative. 

The latter is also the subject of Chapter 3. In his contribution, Bulelani Jili 
examines the introduction of Chinese surveillance technologies in Kenya and 
Ethiopia. Unlike most studies that focus on supply factors, the chapter explores 
the quality of local and global features in the spread of Chinese surveillance 
tools. It analyses surveillance technologies as a dynamic social process. Drawing 
attention to the often-neglected Chinese operations in Kenya and Ethiopia helps 
to deepen our understanding of how China’s growing geopolitical footprint in 
Africa is mediated by local conditions and actors. The discussion also reveals the 
potential of an alternative form of cooperation that takes a human- and citizen-
centric approach with potentials for enhancing local ownership. 

One potential area of forward-looking EU-Africa cooperation is discussed 
in Chapter 4. Eleonore Pauwels and Klaus Tilmes examine the nexus between 
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AI, bioinformatics, and genomics as a feld of increased geopolitical competi-
tion. In the authors’ view, the main point is the need to align long-term support 
(fnancial, knowledge) in key strategic areas with the gradual build-up of an 
Africa-wide strategy and network that can now stand on its own and is open 
for partnering on equal terms. According to the authors, Africa’s vibrant bio-
ecosystem can provide new impulses for innovation that Europe would be well 
advised to support and draw on. With normative leadership, strategic funding 
commitments, and capacity-building partnerships with the private sector, the 
EU is well positioned to connect its genomic strategy with the growing bio-
economy potential across Africa. 

Following the classifcation of the digital realm as a part of global geopoli-
tics and the assessment of the implications, the book then moves on to consider 
the potential for Africa–Europe digital cooperation in diferent policy areas – 
Chapters 5–12. The frst of these areas focusses on economic development and 
explores the potential of digital technologies to transform African economies. 
In Chapter 5 Tunde Fafunwa and Fola Odufuwa examine the potential benefts 
African micro, small, and medium-sized enterprises (MSMEs) can expect from 
the AfCFTA. The chapter explores why digitalising their businesses is necessary 
for MSMEs to participate and beneft from the reduced trade barriers that the 
AfCFTA will ofer. 

Looking beyond MSMEs as an aggregate, it is useful to consider specifc sec-
tors individually. In Chapter 6, Karishma Banga examines the scope of AU–EU 
digital cooperation for productive job creation in agriculture, manufacturing, 
and the service sector. The author argues that although digital agricultural plat-
forms can boost productivity and access to formal work, the uptake is low in 
African countries with large-scale employment gains limited. As for manu-
facturing and the service sector, the chapter’s fndings suggest that increasing 
cross-sector productivity is possible by shifting labour towards more productive 
sectors of manufacturing and services. One way to address the diverse chal-
lenges, according to Banga, is for the AU–EU digital cooperation to focus on 
facilitating digital infrastructure development in rural areas, coordinate and scale 
up capacity and awareness building programmes, and foster women’s access to 
technology. 

The sector-related focus is further narrowed down in Chapter 7. Karim El 
Aynaoui, Larabi Jaïdi, and Akram Zaoui focus on how Egypt, Morocco, and 
Tunisia are trying to safeguard and expand their manufacturing sectors. The 
authors observe how decision-makers in the three countries seek to strengthen 
their country’s respective position in global and regional value chains. The three 
case studies also provide evidence for a net positive impact of digitalisation on 
manufacturing and highlight the fnancial and technological benefts of closer 
cooperation with the EU. 

With Chapters 6 and 7 unveiling sector-specifc challenges and opportu-
nities of digitalisation and digital cooperation, the next chapter turns to the 
topic of Water that is sometimes referred to either as a common good, a human 
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right, or a commodity. In Chapter 8, Tamanna Ashraf takes a closer look at 
water and the infrastructure and policies that govern it. Digital water – or the 
digitalisation of water – is considered a means to improve climate resilience 
and human development in the world’s most water stressed regions. Making 
the case for the efectiveness of digital water, the author then discusses how 
the European Union Water Initiative (EUWI) is aiming to coordinate EU 
and member states’ funding in the feld of water development to elaborate on 
the benefts of additional EU support to deploy digital technologies that help 
improve water quality. 

EU cooperation and support is needed beyond sectors such as water. 
Digitalisation, similar to the related felds of science and innovation, requires 
fnance, which is often scarce in the African context as governments strive to 
address competing development priorities with available and sometimes mea-
gre resources. Andrew Agyei-Holmes, Bernardin Senadza, and Felix Ankomah 
Asante, in Chapter 9, focus on tax and resource mobilisation. The authors 
show how the introduction of digital tools in tax collection systems is driv-
ing improvements in revenue collection, helping to address existing challenges, 
and the importance of stakeholder engagement. These and other challenges that 
remain in the fnance, tax and resource mobilisation systems provide opportuni-
ties for AU–EU digital cooperation. 

Addressing development challenges, by harnessing opportunities that digitali-
sation presents, requires attention to rights and local ownership. Human-centric 
regulatory frameworks and trust in existing digital ecosystems are quintessential 
to this objective. In Chapter 10, Benedikt Erforth and Charles-Martin Shields 
analyse the EU’s promotion of interests through the so-called “human cen-
tric” model of digital governance. Using Kenya as an illustrative case study, the 
authors argue that the EU’s desire to use regulatory externalisation to achieve 
the concept of human-centric digitalisation assumes that African partners’ social 
and political notions of privacy align with the EU’s. The authors conclude that 
the EU’s externalisation of regulatory frameworks on digital transformation cre-
ates new opportunities for commercial cooperation with Africa. However, these 
prospects must be balanced with the political and social aspects of regulation to 
achieve the wider governance and human rights goals of EU cooperation. 

The EU’s regulatory cooperation, infuence, and power in Africa goes beyond 
Kenya; it includes countries such as Senegal, Nigeria, and South Africa. In 
Chapter 11, Michael Gastrow and Rachel Adams, deepen the discussions on this 
theme. Central to the discussions in this chapter is an investigation of how South 
Africa has engaged with the EU in its pursuit of strengthened local capabilities, 
and alignment with international changes in the regulation of data and digital 
technologies. In this context, Michael Gastrow and Rachel Adams juxtapose the 
emergence of data privacy and data protection regulation in both jurisdictions. A 
clear lesson from the discussion in this chapter is that the regulation of the digital 
environment needs to be rapid and responsive – or risks falling behind changes 
in the technological and political spheres. 
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In continuing the discussions on privacy, policy, and people, Joe Abah, Krista 
Baptista, Connor MacKenzie, and Anand Varghese, in Chapter 12, examine the 
development process for national-level digital policies, regulations, and bills that 
seek to maximise the benefts of digital technology and mitigate its risks, such as 
threats to privacy. With Nigeria as the focus, they present a detailed analysis of 
how policymakers engage with key stakeholders on technology-related policies, 
regulations, and bills. Their insights help deepen the readers’ understanding of 
how actors and institutions, including the recently formed AU–EU D4D Hub, 
can assist African countries in developing citizen-centric and inclusive digital 
policymaking processes. 

As the entirety of this book has argued, digital transformations have a signif-
cant impact on human development. To this end, Chapters 13–16 examine the 
impact of digital governance on people by assessing its implications for economic 
development and social progress. 

In Chapter 13, Sajitha Bashir and Chux Daniels analyse the EU’s 
Comprehensive Strategy with Africa, which prioritises digital skills in three 
of its fve thematic areas. Despite the existence of such formal declarations, the 
analysis indicate that the conditions do not yet exist for a meaningful coopera-
tion between the AU and EU in the area of digital skills due to lack of concep-
tual clarity and agreed consensus on what is meant by digital skills. Further, the 
authors stress the need to develop the entire ecosystem for digital skills train-
ing, including infrastructure, connectivity, training of teachers, and local digital 
content, in the education and training sectors. Progressive AU–EU collabora-
tion in building digital skills must focus on these areas. 

Learning is an essential aspect of capacity building and inclusion, as Niyanta 
Shetye et al., discuss in Chapter 14. By focusing on new and emerging trends 
in the cooperation between the AU and the EU, this chapter highlights low-
cost and efective digital learning solutions and argues that in addition to digital 
technology transfer, innovation and investments are needed in building a learn-
ing-centred support for green transitioning and digital cooperation. In response 
to ICTs becoming a catalyst for transformative learning, the authors provide 
insights on how constructive AU–EU cooperation and co-learning can pave 
ways for societal transformations, particularly in rural communities. 

Despite many eforts, education systems, especially in STEM, continue to 
leave some segments of the society behind – especially women and marginal-
ised communities. In Chapter 15, Zuzana Sladkova and Sumbal Bashir explore 
ideas around Feminist Digital Development. The authors echo the point made in 
various chapters of this book that Africa and Europe are embracing a new era of 
development cooperation that is digital. However, questions remain about the 
ability of the EU to efectively deliver on the promise of a value-based digital 
partnership, as well as the willingness of African partners to overcome the trust 
defcit from the past and to work with the EU towards a common vision for 
digital transformation. Still on the concept of female inclusion, Francine Beleyi, 
in Chapter 16, focusses on the importance of African female entrepreneurs, 
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showing that dedicated digital networks are vital for supporting thriving busi-
nesses and job creation. According to the author, digital networks can facilitate 
access to peer support, mentorship, and business training, which help to boost 
women’s confdence and capabilities to run more successful businesses. 

In summary, the book opens with ideas on global politics and the impli-
cations on digital transformation, shifts to policies and regulations on digi-
talisation as they relate to economic development, and ends with discussion 
on the important roles that digitalisation plays in human development, that 
is, the impact of digital revolution on people. Overall, the rich insights pre-
sented in the book point to three key messages: (1) the necessity for a deeper 
AU–EU digital cooperation, (2) the prospects for mutual benefts that could 
result from the strategic partnership between the two regions, and (3) new 
frontiers for AU–EU cooperation in digitalisation that can open further oppor-
tunities for increased competitiveness and development outcomes for both 
continents. Increased digital cooperation between the AU and EU can lead 
to transformative change in Africa and Europe – jobs, better health and well-
being, reduced inequality and environmental degradation, greater inclusion, 
and social progress. 

Note 

1 Global Gateway is an EU initiative that seeks to foster a sustainable connectivity, 
with the aim to invest EUR 300 billion between 2021 and 2027 in both physical and 
digital infrastructure. 
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2 
THE EU–AU DIGITAL PARTNERSHIP 

Between Digital Geopolitics 
and Digital Sovereignty 

Kerstin Fritzsche and Daniel Spoiala 

2.1 Introduction 

Given the dominance of the United States and China in the global digital econ-
omy (UNCTAD 2019) and the rivalry between these two countries for global 
technological leadership, two dynamics can be observed. 

First, countries in both the Global North and South are increasingly con-
cerned about their dependence on foreign, especially US and Chinese, digital 
technologies and services, and are making greater eforts to take better control 
of their own digital development. This dynamic is often associated with the 
concept of digital sovereignty or related notions such as cyber sovereignty or 
technological sovereignty. The European Union’s (EU) eforts to strengthen its 
digital sovereignty and India’s quest for data sovereignty (Basu 2021) are just two 
examples of this dynamic. 

Second, international partnerships and collaborations for digital connectiv-
ity and development are forged and become important instruments for digital 
geopolitics.1 Digital geopolitics play a central role in the economic and techno-
logical rivalry between the United States and China (Bendiek et al. 2019). It is 
evident, for example, in the G7 infrastructure initiative Build Back Better World 
(B3W) announced by US president Joe Biden in June 2021, which aims to meet 
the infrastructure needs of developing countries, including digital technologies 
as one focal area (The White House 2021). The B3W is explicitly intended as a 
measure to counterbalance China’s growing global infuence through the Belt 
and Road Initiative (BRI), which was launched in 2013. With a similar moti-
vation, and in an efort to strengthen its role as a geopolitical actor, the EU 
announced a global connectivity initiative called Global Gateway in September 
2021 (Kuo 2021). 
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The African continent is an important focus area for these initiatives. Strong 
economic growth rates in the years leading up to the COVID-19-pandemic, 
young populations, a growing middle class as well as rising internet penetration 
rates and the need to further improve internet connectivity have attracted the 
interest of foreign investors and technology companies in many African coun-
tries, such as Ghana, Kenya, Nigeria, and Rwanda. African countries, being 
highly dependent on foreign, especially Chinese, digital technologies and ser-
vices are bound to be afected by the geopolitical struggle over shaping the global 
digital transformation (Aggad 2021). This chapter, therefore, focuses on initia-
tives for connectivity and digital development cooperation, particularly from the 
perspective of digital sovereignty of African states. It takes a closer look at the 
EU’s Digital for Development (D4D) approach and discusses its potentials as well 
as challenges regarding digital sovereignty of African countries and how it could 
be tailored to their digital development priorities. 

The chapter is organised as follows: First, we provide an overview of the vari-
ous meanings of the concept of digital sovereignty and related terms, including 
the notion of data colonialism. We conclude this section by outlining how digital 
sovereignty is understood for the analysis in this chapter. Second, we examine 
the digital policies and development priorities of the African Union (AU) and its 
member states and explore African agency in shaping the digital transformation. 
We argue that African countries should use their potential to act as a collective 
actor to shape the digital transformation according to their development priorities 
and needs. Third, we discuss the EU’s approach to digital development coopera-
tion with Africa and the opportunities and challenges of EU–AU digital develop-
ment cooperation in relation to African digital sovereignty. Finally, we conclude 
with some refections on how EU–AU digital development cooperation could be 
used to strengthen self-determined digital development paths of African countries. 

2.2 Grasping the Notion of Digital Sovereignty 

There is no universally accepted defnition of the term “digital sovereignty”, 
with sovereignty itself being a highly criticised concept (Couture and Toupin 
2019, pp. 4–5). The meaning of digital sovereignty is manifold. It was reframed 
and shifted over time and depends highly on the context it is used in. Moreover, 
the meaning of digital sovereignty depends on who is formulating its claim for 
digital self-determination and which aspects are emphasised in this claim (Pohle 
2020). Couture and Toupin identify fve diferent perspectives on digital sover-
eignty, namely “Cyberspace Sovereignty”, “Digital Sovereignty, Governments 
and States”, “Indigenous Digital Sovereignty”, “Social Movements and Digital 
Sovereignty”, and “Personal Digital Sovereignty” (Couture and Toupin 2019, 
p. 6). Pohle and Thiel structure the meanings of digital sovereignty along the 
three levels of autonomy addressed in claims for digital sovereignty, namely state 
autonomy, economic autonomy, and the autonomy of the individual in the digi-
tal sphere (Pohle and Thiel 2020). 
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Digital sovereignty as state autonomy refers to “the idea that a nation or 
region should be able to take autonomous actions and decisions regarding its 
digital infrastructures and technology deployment” (Pohle and Thiel 2020, p. 
8). With the global digital transformation that transcends borders and asym-
metric power relations in the digital economy, the state’s autonomy to shape its 
digital transformation in a self-determined way is increasingly challenged. State-
centred notions of digital sovereignty stand for this challenge and for the quest 
to reconfgure the meaning of sovereignty of states in a networked world. Pohle 
and Thiel (2020) identify two strands of the debate: while authoritarian and 
semi-authoritarian states view the internet as a threat to their existing political 
systems, liberal countries underscore the need for independence and control over 
their digital infrastructures and policy issues (Pohle and Thiel 2020). Creemers 
(2020) argues that the diferent approaches to digital sovereignty of China, the 
United States, and Europe are due to diferences in the underlying concepts of 
security. He explains that China views security through the lens of information 
security, therefore putting a particular focus on the control of fows of data – 
while the United States and Europe share more technical approaches to security, 
therefore emphasising the security and integrity of telecommunication infra-
structures (Creemers 2020). Consequently, the policy choices and actions for 
digital sovereignty of China, the United States, and Europe difer. For example, 
while China favours strict data localisation rules (Liu 2020), the United States 
and Europe promote a more open fow of data. 

This example also shows that state autonomy and economic autonomy as 
elements of digital sovereignty are closely interlinked (Pohle and Thiel 2020). 
Economic competition and the aspiration to reduce dependency from foreign 
technology imports are important drivers for digital sovereignty policies that tar-
get the development of domestic digital sectors and structural change. Increasing 
competitiveness in key digital sectors such as artifcial intelligence (AI) and semi-
conductors is, for example, a key element of the EU’s striving for greater digital 
sovereignty (EC 2021a). The heavy dependence on leading platform companies, 
particularly from the United States, and the notion of surveillance capitalism 
(Zubof 2019) have driven the discourse on data sovereignty. Data sovereignty 
can be understood as the “self-determination of individuals and organisations 
with regard to the use of their data” ( Jarke et al. 2019, p. 550). Moreover, this 
concept can be understood in terms of data security and raises the issue of to 
what extent states can have sovereignty with regard to storing and making data 
available (Kaloudis 2021, pp. 6–7). It can therefore be understood as one specifc 
facet of digital sovereignty. 

The increasing penetration of societies by data-generating and data-using 
technologies, often referred to as datafcation, has given rise to the notion of 
data colonialism (Couldry and Mejias 2019). First and foremost, Couldy and 
Mejias (2019) understand data colonialism as a new form of capitalism based on 
the “reconfguration of human life around the maximisation of data collection 
for proft” (Couldry and Mejias 2019, p. 3). They argue that the struggle against 
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data colonialism is bifold and includes “struggles over particular practices of 
technology and struggles over knowledge and rationality” (Couldry and Mejias 
2021, p. 12), meaning the narratives and imaginaries that frame the use of tech-
nologies and data. The terms “data colonialism” or “digital colonialism” are also 
used to describe the use of citizens’ data in the Global South by large-platform 
companies without a corresponding creation of value for developing countries 
(Ávila Pinto 2018). Data or digital colonialism therefore also stands for a new 
form of extractivism of resources from the Global South by (mainly) Western 
actors (Iyer et al. 2021). 

Finally, the third dimension of digital sovereignty is that of individual auton-
omy. It highlights individuals as autonomous actors in the digital sphere, whether 
as consumers, employees, or users of digital services and technologies and is an 
element of the digital sovereignty discourse, especially in democratic countries 
(Pohle and Thiel 2020). For example, with its people-centric approach, the EU 
explicitly underpins its digital transformation policies with the aim of safeguard-
ing individual rights and privacy (EC 2021a) and therefore gives special weight 
to individual digital sovereignty. The strand of the digital sovereignty discourse 
related to individual autonomy in the digital realm, again, is closely interlinked 
with the autonomy of the state and the economy. 

In summary, digital sovereignty is a multifaceted and contested concept, given 
its vast range of meanings and its instrumental use for diferent – often contrast-
ing policy agendas. Against this backdrop, we take a broad perspective on digital 
sovereignty, acknowledging the diferent, yet closely interrelated dimensions of 
state, economic, and individual autonomy as key elements of a holistic under-
standing of digital sovereignty. However, autonomy is not to be confused with 
autarky, in particular when considering states. Indeed, strategic dependencies 
can strengthen the sovereignty of states if they are deliberately chosen and are 
not without alternatives. 

2.3 Digital Development and Digital Sovereignty in Africa 

Since the early to mid-2000s, most African countries have recognised the 
increasing importance of the internet and modern information and communica-
tion technologies (ICTs) in achieving their development goals and have made 
eforts to harness digital technologies in their interest. Only a few countries 
have no digital policies or strategies in place; however, the form and depth of 
such documents vary considerably (Korovkin 2019; Abimbola et al. 2021). While 
some countries such as Gambia, Namibia, and Gabon for example, have inte-
grated their digital agenda into their national development plans, others, such as 
Ethiopia, Botswana, Nigeria, and South Africa, have stand-alone digital policy 
documents, some of them dealing with specifc issues such as data and privacy, 
cybersecurity or e-commerce (Abimbola et al. 2021). Nonetheless, most African 
states lack a comprehensive framework for regulating and shaping the digital 
transformation. 
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Many African countries heavily rely on Chinese tech companies throughout 
the whole digital technology stack (Bratton 2015), ranging from submarine 
cables, data centres, and mobile networks to mobile devices and apps (Adegoke 
2021). This is not a new development, but rather the outcome of well-estab-
lished economic relations between African countries and China (Agbebi and 
Virtanen 2017). The business activities of Chinese technology companies such as 
Huawei and ZTE in African countries have only subsequently been integrated 
into China’s Digital Silk Road in Africa (Adegoke 2021). The role of African 
countries themselves in global ICT production remains marginal (UNCTAD 
2019). One of the few exceptions is Rwanda, which has built its own capacities 
for the production of a smartphone, called the Mara Phone (Mwai 2019). 

As for digital platforms, the African platform economy is on the rise, but still 
faces many constraints such as lack of sufcient infrastructure, lack of fnan-
cial inclusion and mobile payment systems, inadequate digital content, and low 
internet penetration as well as consumer distrust and lack of funding (David-
West and Evans 2015). Eighty-two per cent of platforms operating in Africa are 
home-grown. However, research suggests that foreign platform companies have 
a signifcantly larger user base, which could be due to a frst-mover advantage 
since foreign platforms launched on average fve years earlier ( Johnson et al. 
2020). Moreover, less than 1% of the total available global data centre capacity is 
located in Africa, despite approximately 17% of the world’s population living on 
the continent according to data by Xalam Analytics (Kimeu 2021). The develop-
ment of data centres has experienced a surge in recent years. For example, in June 
2021 the Diamniadio National Datacenter was launched. Senegal’s government 
plans to migrate all government data and digital platforms from servers located 
outside the country to the new data centre, aiming to strengthen the country’s 
digital sovereignty (Reuters 2021). However, commentators point to the fact 
that the data centre was fnanced with a loan from China and built by Huawei, 
highlighting China’s dominance over Senegal’s digital infrastructure (Tanchum 
2022). Besides, in academia, it is a controversial issue whether data localisation 
contributes to greater data sovereignty or does more harm than good to coun-
tries with a high dependence on foreign digital technologies and services that 
fear losing control over their citizens’ data (Wu 2021). 

In summary, African countries are highly dependent on digital infrastruc-
tures, digital services, and devices from non-African actors. Moreover, African 
governments take very diferent normative positions towards the digital trans-
formation, ranging from approaches that heavily restrict digital innovations and 
social media up to internet shutdowns to the active creation of more enabling 
environments for digital developers and businesses (Ndemo 2021). Finally, 
African states compete with each other in order to attract foreign investments 
(Okeke 2021). 

Against this backdrop, African agency in digital geopolitics mirrors the current 
debate on African agency in international relations: it is multifaceted and involves 
multiple actors, ranging from the AU and sub-national intergovernmental bodies 
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to nations states and their leaders and representatives as well as sub- and non-state 
actors (Brown 2012). Some authors argue that collective action such as imple-
menting joint strategies and pooling resources on key digital issues is important 
to strengthen the role of African states in digital geopolitics and to cope with 
asymmetries in the current political economy geography of digital transforma-
tion (Kathure 2021). As Chipaike and Knowledge (2018) show, Africa has acted 
as a collective actor in international relations on several occasions stemming from 
a sense of solidarity and sense of unity, which is deeply embedded in the princi-
ples guiding the African Union. Currently, however, the development of more 
suitable framework conditions for a digital economy and society in Africa is 
driven by a few front-runner countries and initiatives. 

For example, in 2013, the Smart Africa Manifesto was launched by seven 
African heads of state and endorsed by all heads of state and government of 
the African Union in 2014 (Smart Africa 2020). The Smart Africa Manifesto 
declares a “bold and innovative commitment to accelerate sustainable socio-
economic development on the continent and usher Africa into the knowledge 
economy through afordable access to Broadband and usage of Information and 
Communications Technologies” (Smart Africa 2013). Today, the Smart Africa 
Alliance also comprises a long list of multinational tech companies, such as 
Facebook, Microsoft, Intel, Orange, and Huawei, and is partnering with a broad 
range of international organisations such as the African Union (co-chair), the 
International Telecommunication Union (ITU), the World Bank, the African 
Development Bank (AfDB), the Deutsche Gesellschaft für Internationale 
Zusammenarbeit (GIZ), the Agence Française de Dévelopement (AFD), and 
others. Guided by its vision to transform Africa into a digital single market, 
Smart Africa has become one of the cornerstones of regional digital development 
eforts in Africa. 

The African Union has also recognised the need to step up joint eforts to 
develop the digital economy in Africa and has presented a Digital Transformation 
Strategy for Africa (AU 2020). It highlights the digital transformation as an 
opportunity for socio-economic development on the African content and under-
scores the strategic aim of building a digital single market in Africa by 2030, in 
particular in the context of the African Continental Free Trade Area (AfCFTA). 
The strategy stresses the relevance of a digital development process, “[l]ed and 
owned by Africa’s Institutions (…) embedded in Africa’s realities and unleashing 
the African spirit of enterprise and creativity, to generate home-grown digital 
content and solutions, while embracing what is good and relevant” (AU 2020, p. 
6). Moreover, the strategy explicitly mentions the need to develop data centres 
on African soil to enable the development of a local digital industry and to ensure 
the data sovereignty, arguing that “soon it will be necessary to ensure localiza-
tion of all personal data of Africa’s citizens” (AU 2020, p. 11). 

The debate on digital sovereignty is still nascent in African countries, and 
despite gaining momentum, it remains fragmented and rarely reaches the regional 
level (Teevan 2021). Still, there is increasing awareness that the continent can no 
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longer ignore the issue and needs to develop appropriate regulations to ensure 
state autonomy over the digital space, in particular with regard to data (Monyae 
2021). The AU Digital Strategy for Africa is one of the few ofcial documents 
mentioning African data sovereignty. Another one is South Africa’s Proposed 
National Data and Cloud Policy presented in April 2021, which, however, takes 
a national perspective. The policy “seeks to strengthen the capacity of the State 
to deliver services to its citizens, ensure informed policy development based on 
data analytics, as well as promote South Africa’s data sovereignty and the secu-
rity thereof” (Ministry of Communications and Digital Technologies 2021, p. 
11). Similar references to data or digital sovereignty are neither found in Kenya’s 
Data Protection Act (Republic of Kenya 2019) nor Rwanda’s Law Relating to 
the Protection of Personal Data and Privacy (Ministry of Justice 2021). In gen-
eral, data regulation schemes in many countries of the African Union are still 
in a developing stage (Adeniran and Osakwe 2021) and even if legislation is in 
place, it often lacks proper implementation (CSEA 2021). The AU Convention 
on Cyber Security and Personal Data Protection, in short “Malabo Convention”, 
has so far only been signed by twelve and ratifed by six countries – despite being 
adopted in 2014 (Velluet 2021). 

Data regulation furthermore needs to fnd a balance between data protection 
and the commercial use of data to allow African countries to reap the benefts 
of the digital economy. There are hopes that the negotiations of an e-com-
merce chapter for the AfCFTA will promote a harmonisation of data regula-
tion throughout the continent and also strengthen the African Groups’ position 
regarding the negotiation of binding rules for digital trade at the level of the 
World Trade Organization (WTO) (Kathure 2021). In 2017, the African Group 
refused to open negotiations on e-commerce rules on the grounds that already 
“multilateral rules as they are, are constraining our domestic policy space and 
ability to industrialize” and that “new rules would entrench existing imbal-
ances and further constrain the ability of [developing countries’] governments to 
implement industrial policy and catch-up” (African Group 2017, p. 2). However, 
meanwhile, several African states have expressed interest in the Joint Statement 
Initiative on e-commerce negotiations, showing cracks in the joint position of 
African countries (Kathure 2021). While this can be interpreted as a move by 
some countries to strengthen their national interests in the emerging data regula-
tory frameworks at the international level, the implications for Africa as a col-
lective actor in digital geopolitics remain uncertain and may well weaken its 
position. 

2.4 EU–AU Digital Development Cooperation 

The EU–AU partnership on digital development needs to be considered against 
the backdrop of the EU’s own quest for digital sovereignty. Digital or technol-
ogy sovereignty has become a major concern of the EU in particular under the 
Commission Presidency of Ursula von der Leyen. Past years have seen increasing 
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eforts to develop regulatory frameworks for AI, data governance, and the digital 
market in the EU and to strengthen key technology sectors such as the semi-
conductor industry. The overall objective of these eforts is to strengthen the 
EU’s global competitiveness (EC 2020). The EU’s notion of digital sovereignty 
is closely linked to the concept of “strategic autonomy”, which the EEAS out-
lined in the “Global Strategy for the EU’s Foreign and Security Policy” (EEAS 
2016). The strategy already highlighted the role of international partnerships in 
the EU’s security. With regard to digital sovereignty, the EU is aware that it can 
strengthen its position in digital geopolitics only if it succeeds in disseminating 
its standards and values for the digital transformation at the international level. 
Forging international partnerships is therefore an important element of the EU’s 
strategy to shaping its Digital Decade (EC 2021b). The European Commission 
(EC) made clear that in order to “truly infuence the way in which digital solu-
tions are developed and used on a global scale, [the European Union] needs to be 
a strong, independent and purposeful digital player in its own right” (EC 2020, 
p. 3). It “strives to foster a human-centric vision for the digital economy and 
society across the globe” and “aims to build strategic international partnerships 
and lead international negotiations on digital” (EC 2021c). 

With its human-centric, or sometimes also called regulatory, approach 
(Bastion and Mukku 2020), the EU ofers its African partner countries an alter-
native to the liberal, market-oriented approach of the US- and the Chinese 
state–led model of digital transformation. In recent years, digital development 
cooperation with the countries of the Global South has become an important 
instrument for putting this ofer into practice. In 2017, the EC Staf Working 
Paper on Digital4Development provided a frst draft for a joint digital develop-
ment approach of the EU and its member states aiming “to promote information 
and communication technologies in developing countries as powerful enablers 
of growth, and to better mainstream digital solutions in development” (EC 2017, 
p. 5). The document suggests four priority areas, namely improving connectiv-
ity in developing countries through the development of digital infrastructures 
and appropriate regulation, strengthening digital skills and competencies, lev-
eraging digital technologies for entrepreneurship and job creation, and digital 
technologies as an enabler for socio-economic development (EC 2017). The EC 
Staf Working Document furthermore recommended to focus EU digital devel-
opment cooperation on Africa arguing that a harmonisation of digital policies 
of the EU and the African countries would “contribute to developing business 
relationships in the fast-growing markets of the developing world, based on co-
development and co-innovation” (EC 2017, p. 15). 

In December 2018, the EU–AU Digital Economy Task Force (DETF) was 
launched and, in June 2019, presented a report outlining a shared vision and key 
principles for the digital transformation as well as priority areas for the coopera-
tion on digital policy issues between the EU and the AU (AU-EU DETF 2019). 
These included, amongst others, the continuous development of telecommuni-
cation infrastructure in Africa, support of digital entrepreneurship, and easier 
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access to funding for digital businesses. The task force also encouraged the 
development of e-government services and intra-African digital trade. In the 
light of the EU’s aspirations to strengthen its position as a geopolitical actor, 
the digital development cooperation with Africa was further developed. In 
December 2020, the D4D Hub was launched, which focuses particularly on 
the cooperation with African countries and the African Union (D4D Hub 
2021). 

The D4D Hub hosts three main projects. Aside from the African European 
Digital Innovation Bridge (AEDIB) and the Innovation Dialogue Europe Africa 
(IDEA), the EU–AU Data Flagship plays a key role in building common grounds 
between EU and African data policy frameworks. The EU–AU Data Flagship 
supports the “development of an EU/AU joint and non-binding data framework 
based on shared values and principles and with the objectives of protecting citi-
zens’ rights, assuring data sovereignty and supporting the creation of the African 
Single Digital Market” (D4D Hub 2021). Under the Flagship, the German 
development cooperation and the EC have started a project to develop a pan-
African data governance model and to develop two national data governance 
strategies, the frst one in Senegal. Keeping Senegal’s cooperation with China on 
data centres in mind, it shows that African countries can choose between difer-
ent partners for diferent purposes and digital development projects. 

Furthermore, the AU and EU foreign ministers concluded at their meeting 
in October 2021 to support “further EU-AU cooperation on data to foster the 
development and implementation of harmonised data regulations on the African 
continent” (Council of the EU and European Council 2021, p. 8). Moreover, 
the German development cooperation supported the AU Commission (AUC) 
in developing the Continental Data Policy Framework (DataCipation) that is 
creating the guidelines for harmonised data regulations across the continent. 
This provides evidence that cooperation on data regulation has become a central 
element of the EU’s D4D approach with African countries. 

Besides, the EU is stepping up its eforts to strengthen connectivity in coun-
tries of the Global South. As discussed earlier, one of the latest moves to advance 
digital international partnerships is the Global Gateway, a connectivity initia-
tive announced by the president of the EC at her State of the Union Address 
in September 2021. Just like the B3W initiative it is intended to counterbal-
ance China’s engagement in infrastructure and digital development in coun-
tries around the world (Farand 2021; Lau and Cokelaere 2021). The Global 
Gateway aims to build infrastructure and connectivity partnerships which will 
“create links and not dependencies” (EC 2021d) and plans to mobilise €300 
billion between 2021 and 2027 for that purpose (EC 2021e). However, criti-
cism has been raised that the Global Gateway merely repackages existing pro-
grammes (Kliem 2021). At the Sixth EU–AU Summit in February 2022, a €150 
billion Global Gateway Investment package was announced for Africa tackling, 
amongst others, a “digital transformation that supports trusted connectivity 
through investments in infrastructures and an afordable and enhanced access to 
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the digital and data economy while boosting digital entrepreneurship and skills” 
(EU and AU 2022, pp. 3-4). 

These examples show that, while strengthening its own digital sovereignty, 
the EU has also expanded its international digital development cooperation in 
recent years. In this context, the EU relies on its experience and competence 
as a regulatory power and ofers itself to African countries as a partner for the 
design of data regimes and markets. More and more, however, the perspective 
is gaining ground on the European side that this cannot be enough to counter 
China’s strong infuence in the African countries. Increasingly, large-scale infra-
structure investments are being sought – although it is doubtful whether the EU 
can compete with China or the United States in terms of both the scope and the 
conditions for such investments. Where quantity cannot win, qualitative aspects 
could be the deciding factor. So far, however, it remains to be seen how the EU 
will implement its human-centred approach for the beneft of African countries 
in its investments in digital infrastructure. 

2.5 Conclusion: Joint Action for Digital Sovereignty 

Digital development in African countries is not independent of the general 
dynamics of digital geopolitics and the competition between the United States, 
China, and the EU to shape the global digital transformation. Developing and 
maintaining a strong digital sovereignty will therefore be critical for African 
countries to safeguard their development interests. In this endeavour, African 
countries are not passive pawns of the more powerful players – state and non-
state – but can use their agency to develop things to their advantage. African 
countries, especially those with advanced digital ecosystems, can leverage bilat-
eral and multilateral digital partnerships to contribute to their national economic 
and development priorities. However, Africa’s capacity to act as a collective actor 
will be critical in shaping digital transformation at the regional level, as well as 
key digital policy issues, such as e-commerce regulation, at the global level. For 
Africa as a region, digital sovereignty is therefore not just the sum of individual 
countries’ digital sovereignty. Rather, it results from collective action and the 
deliberate choice of policies and partnerships that strengthen collective interests. 
For this to succeed, African countries must fnd common ground on key digital 
policy issues – even if this requires signifcant delegation of power and conces-
sions for the good of the region – and do so quickly, as the scope for shaping 
digital development is rapidly narrowing. Front-runner countries and initiatives 
can pave the way for stronger collective approaches. 

Connectivity and digital partnership initiatives must be interpreted in light 
of digital geopolitics and the sovereignty interests of donor countries and inves-
tors. In the case of the EU and its digital development cooperation with African 
countries, it is in the EU’s interest not only to promote the digital develop-
ment of African countries, but also to support an alignment of European and 
African digital – and in particular data – policies. Strengthening the digital 
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sovereignty of African countries – for example, by contributing to the develop-
ment of digital skills and competencies, developing digital infrastructure, and 
promoting enabling regulatory environments – is therefore not a stand-alone 
objective. To ensure that these measures do not only serve the interests of the 
donor, the interests and development priorities of the African partners must be 
given a more central role in digital cooperation, and the dialogue on this must 
be intensifed. 

Note 

1 The concept of digital geopolitics lacks a generally accepted defnition. In this chap-
ter it is understood as the “power politics of states to pursue their interests (…) and 
extend their infuence in a (…) world networked by digital infrastructures, technolo-
gies, platforms and data streams” (Fritzsche and Spoiala 2021, 5). 
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3 
THE SPREAD OF CHINESE 
SURVEILLANCE TOOLS IN AFRICA 

A Focus on Ethiopia and Kenya 

Bulelani Jili 

3.1 Introduction 

To date, 16 African countries are using Chinese digital surveillance technology 
(Feldstein, 2020). The digital surveillance technologies arrive predominantly 
under Huawei’s “smart city” banner, as a development infrastructure and supple-
mentary technology to the Belt and Road project. Chinese ofcials began pro-
moting the “Digital Silk Road” (DRS) initiative in 2015 (Kurlantzick, 2020), as 
part of the Belt and Road project, aiming to expand Chinese corporate engage-
ment globally by promoting internet connectivity, digital economies, so-called 
smart cities, and artifcial intelligence. Digital infrastructure, from this perspec-
tive, is how politicians plan and imagine the future of African cities. Research 
and media coverage disproportionally focus on Chinese reasons and incentives 
for the proliferation of surveillance technology (Biryabarema, 2019; Feldstein, 
2019; Parkison, Bariyo and Chin, 2019; Mozur, Kessel, and Chan, 2019). This 
chapter, however, examines Beijing’s growing geopolitical footprint on the con-
tinent. It investigates the part played by local demand factors that contribute to 
the growing use of digital surveillance technology. The work lends weight to an 
examination of the spread of surveillance technologies as a dynamic multilateral 
social process. 

Based on a review of literature, the chapter investigates the impact of Chinese 
surveillance tools in Africa, focusing on Kenya and Ethiopia’s capital cities: 
Nairobi and Addis Ababa, respectively. Both countries have received substantial 
fnancial and technical assistance from China to build their digital infrastructure. 
In Nairobi the digital infrastructure is Huawei-driven initiatives, consisting of 
fbre-optic cables, surveillance cameras, interconnected tracking devices, soft-
ware, and cloud storage systems. The aim is that these digital infrastructures 
will buttress law and order in an open society. By contrast, Addis Ababa has 
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sought to expand its digital infrastructure, which consist of fbre-optic cables and 
cloud storage systems, while maintaining a state monopoly. In both cases, the 
infrastructure is perceived to be responding to state inefciency, ambitions, and 
concerns around state security. The diference in local conditions and political 
arrangement raises important questions: What efects can be observed as digital 
infrastructure becomes enmeshed in local technology, discourses, and institu-
tions? What similarities are observable? What diferences in application of tech-
nology are partly contingent on diferences in sociopolitical environments? 

The chapter is divided into three parts. I begin with a brief review of the 
literature. Then, I discuss China’s engagement with Africa because of its domes-
tic circumstances and transnational systems of investment. By investigating 
both cases (Ethiopia and Kenya) and seeking to situate the emergence of digi-
tal surveillance technologies in a web of local relations, I aim to illustrate the 
factors that determine the distribution of technologies and the future of Africa– 
China relations. Finally, I examine the consequences of China’s engagement 
with Kenya and Ethiopia in digital technologies. I attempt to demonstrate that 
Chinese companies and government are locally engaged and have agreed to sup-
port the visions of the African host countries. This argument challenges the idea 
that China simply aims to export a model of digital governance and surveillance. 

The chapter examines instead how Beijing engages on the terms made avail-
able both in Kenya and in Ethiopia. Critically, however, I point out that China’s 
locally responsive engagements do not necessarily result in neutral outcomes. 
How China chooses to defne neutrality is contingent on the promotion of polit-
ical equality among nations, which aims to maintain economic activity between 
Africa and China. This posture systematically presents Beijing as an amiable 
development partner while also de-emphasising its preference for state-driven 
capital. In the absence of clear and robust privacy and data protection measures, 
this tendency to privilege state actors regardless of the political regime type 
leaves many people vulnerable to the misuse of surveillance technologies, even 
though the Chinese partners profess neutral intentions. Indeed, even in the con-
text of a democratic government, the bolstering of state power reinforces the 
ambitions of the state towards utilising digital technologies to conduct surveil-
lance for political and economic ends. 

3.2 Africa–China Relations 

The heightened scholarly attention being paid to Africa–China relations is 
chiefy inspired by the growing trade, investment, and aid relations. Current 
research has many threads of thought: one major line considers the contem-
porary challenges surrounding Africa–China relations. This is best represented 
by remarks on China’s assumed neocolonial motivations that seek to extract 
mineral resources, which exacerbate inequalities, environmental degradation, 
and political instability (Ado and Su, 2016; Klare and Volman, 2006; Rich and 
Recker, 2013; Rotberg, 2009). These authors argue that new aid and investments 



    

  

 
 

 
 
 

34 Bulelani Jili 

simply reproduce the same exploitative relations of dependence that characterised 
Africa’s relationship with Europe and the United States. In digital and telecom-
munication discourses, the discourse is about China’s export of an authoritarian 
version of digital surveillance practices (Biryabarema, 2019; Parkison, Bariyo, 
and Chin, 2019; Mozur, Kessel, and Chan, 2019). Most accounts presume a coor-
dinated efort between the Chinese Communist Party (CCP) and Huawei. From 
this vantage point, the adoption of digital surveillance technologies hinges on 
Beijing’s objective to promote its version of digital surveillance via corporate– 
public partnerships. Yet, critical studies illustrate that there is in fact little evi-
dence that demonstrates Beijing’s strict interest in exporting practices and models 
of development (Brautigam, 2011; Gagliardone, 2019; Mohan and Lampert, 
2013). 

Other work relates to the agency of African governments in shaping Chinese 
bilateral relations (Corkin, 2016; Gadzala, 2015; Kragelund, 2015; Mohan and 
Lampert, 2012; Phillips, 2019). By utilising the concept of agency, literature in 
this category examines the relationship between enduring geopolitical structures 
and local eforts in shaping development outcomes. While these studies draw 
attention to African agency and the asymmetric conditions of China–Africa rela-
tions, they tend to ignore non-state actors and unduly focus on Chinese “grand” 
strategy at the expense of local public and private actors (Mohan, 2015). 

Taylor (2006) rejects the idea that China has a grand strategy towards Africa. 
He asserts that a nuanced analysis of Africa–China relations transcends talk of such 
a grand “Chinese strategy”, which invokes fears among proponents of the lib-
eral order. Indeed, the asymmetric conditions between Africa and China should 
inspire some scepticism (Chipaike and Knowledge, 2018; Mthembu and Mabera, 
2021) – but not a scepticism that is simply contingent on assumed Chinese neo-
colonial behaviour. Rather, I attempt to explore the degree to which the interests 
of African digital ecosystem actors are shaping Africa–China relations and yet 
conditioned by enduring local and global structural arrangements. To presume 
agency without illuminating the obstacles to its expression romanticises African 
actors. On the other hand, some recognition of such agency is salient in dis-
courses on structural analyses and representations of Africa and its people. The 
chapter pays attention to both the broader context of Chinese corporate expan-
sion and the local conditions where multiple actors, discourses, and partnerships 
work towards establishing digital surveillance practices. 

3.3 China’s Expansion into Africa 

China’s expansion into Africa’s digital infrastructure sector has been rapid, but not 
necessarily linear or coordinated in its operations. The push consists of various 
actors in the public and private arena who have pursued distinct goals. For exam-
ple, the “Go Out” strategy in 1999, later incorporated into the tenth fve-year 
plan, urged Chinese enterprises to invest abroad as a way to strengthen China’s 
global business presence and to foster Beijing’s integration into the global economy 
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(Wang and Hu, 2017). Drawing on Harvey’s (2003) concept of the spatio-temporal 
“fx”, Taylor and Zajontz (2020) interpret China’s push abroad via private corpo-
rate entities as a necessary element to establish channels for investment as a way to 
address domestic economic challenges. Precisely, surplus capital was lent abroad to 
create new commercial and productive enterprises. The promise of higher rates of 
proft engendered an incentive to support capital fows to Africa. He Yafei, China’s 
Vice Minister of Foreign Afairs, echoed this sentiment in a carefully worded 2014 
op-ed piece, when arguing to “‘move out’ China’s economic overcapacity on the 
basis of its development strategy abroad and foreign policy” (He, 2014). 

He Yafei’s reading conceptualises the Go Out strategy and the Belt and Road 
Initiative (BRI) as a push for new markets, consumers, and proft. Beijing’s 
investments in Africa are directed towards infrastructure and extraction to facili-
tate the needs of its domestic economy. Taylor and Zajontz (2020), like He, see 
the move to novel geographies as a possible ameliorant to China’s own economic 
challenges. This approach draws attention to the current iteration of global 
capital and asks how the structural features of the economy motivate Beijing’s 
actions in Africa. This is a salient intervention because many studies decontex-
tualise China’s behaviour on the global state; they assume its exceptional quality, 
while not closely examining the political and economic features that condition 
its actions. 

President Xi Jinping announced the BRI during ofcial visits to Kazakhstan 
and Indonesia in 2013. Beijing’s most ambitious transnational infrastructure 
building project, according to Huang (2016), includes networks of railways, 
highways, and energy pipelines. The initiative mainly seeks to expand inter-
continental connectivity with China and the circulation of the renminbi, the 
Chinese currency (Yu, 2018). As a continuation of Beijing’s commercial inter-
ests abroad, the vast collection of development and investment initiatives stretch 
from Central Asia to Africa (Cox, 2018). At the same time, Beijing hopes that 
these global networks will link up with its own neglected Western regions, pro-
moting economic development in places like Xinjiang, which have historically 
provoked separatist violence (Chatzky and McBride, 2020). This push abroad is 
in part about ameliorating domestic concerns, while also establishing China’s 
global business presence. 

In 2015, Chinese ofcials began promoting the “Digital Silk Road” (DSR) 
initiative as a supplementary project to the BRI. The DSR aims to foster internet 
connectivity, digital economies, smart cities, and artifcial intelligence (Hillman, 
2021). Reports indicate that fve African countries (Angola, Ethiopia, Nigeria, 
Zambia, and Zimbabwe) have signed DSR agreements with China (Garcia, 
2019). Yet, it must be said that the exact number of agreements is hard to verify 
because many of these memoranda of understandings (MOUs) are unreported 
(Kurlantzick, 2020). Although BRI and DSR constitute key elements of China’s 
expanding geopolitical footprint, BRI and DSR have no central governing insti-
tutions. China has not published a master list of BRI and DRS projects, the 
terms of which are often negotiated behind closed doors. 
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Even though natural resources continue to be core interests of China’s engage-
ments in Africa, its interests in telecommunications have rapidly expanded. In 
2006, the third Forum on China–Africa Cooperation (FOCAC), held in Beijing, 
marked this diversifcation of investments. China announced that it would 
grow its investments in multiple African sectors, including ICT, medicine, and 
renewable energy (FOCAC, 2006). Alden and Large (2011) claim that China’s 
growing investments and strategic partnerships are not simply a means to secure 
natural resources and novel consumers, but also a strategy to win favour with 
African countries. Likewise, Lee (2019) investigates China’s diplomatic good-
will eforts in Zambia. Convincingly, she argues that Beijing’s ambitions are not 
always defned by corporate interests or immediate domestic needs. Challenging 
conventional assumptions about China’s strict economic interests in Africa, Lee 
maintains that the Chinese state capital is also concerned with promoting politi-
cal goodwill with African governments. Through ethnographic studies of the 
mining industries of Zambia, Lee (2019) demonstrates how Chinese investors 
made more compromises to accommodate Zambian state and labour demands 
than Western private corporations did. 

3.4 China’s ICT Investments in Africa 

Ethiopia and Kenya have limited raw materials bases. Both nations have enjoyed 
considerable Chinese investments in the ICT sector (Figure 3.1). Regarding dig-
ital infrastructure, the evidence suggests that both Chinese companies and gov-
ernment appear to have agreed to support the visions of host African countries. 
The cases of Kenya and Ethiopia challenge assertions that China seeks to export 
a model of digital governance and surveillance. It illustrates how China engages 
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FIGURE 3.1 Chinese ICT Loans to Africa 2000–2019 (USD Million). Source: China 
Africa Research Initiative: https://chinaafricaloandata.bu.edu/. 
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on the terms made available in local contexts, which result in both locally and 
globally determined digital infrastructure projects. 

For Chinese corporations that have expanded into Africa, proft margins 
remain relatively high, even in challenging political environments. Surveys 
conducted on Chinese enterprises in Africa indicate that proft margins are 
as high as 20%, leading companies like Huawei to expand their operations on 
the continent. Kirby (2020) contends that Huawei was not shy about pursu-
ing proft in politically challenging environments. Its success was partly con-
tingent on the absence of Western competition, which was averse to African 
political instabilities. As Ren Zhengfei, the founder of Huawei, put it: “many 
wars broke out in Africa in the 1990s. All the Western companies pulled out 
of the market, so we took that opportunity and sold some of our products” (as 
cited in Kirby, Chan, and Mchugh, 2020, p. 5). Huawei also sold their prod-
ucts 20–30% cheaper than Western companies remaining in Africa. By 2005, 
Huawei’s international sales exceeded its domestic sales. It is these achievements 
abroad that garnered Beijing’s attention (Huawei, 2020). As early as 2004, the 
China Development Bank opened a USD 10 billion credit line to customers of 
Huawei’s digital products (Hu, 2011). Mackinnon (2019) notes that Huawei has 
built 70% of Africa’s 4G networks, which vastly outpaces Western competitors. 
A 2016 World Bank report notes that, compared to Huawei, “other foreign 
frms with shorter time horizons and a higher proft requirement face a unique 
challenge when competing for contracts in Sub-Saharan Africa” (Sanghi and 
Johnson, 2016, p. 20). 

Chinese loans mostly ofered by the EXIM bank amount to USD 9.1 billion 
in the ICT sector in Africa (CARI, 2018). As shown in Figure 3.1, signifcant 
investments were made in 2006 and 2013. The remaining years between 2000 
and 2018 were marked by moderate investments. This fuctuating trend is in 
part a consequence of local interest in digital infrastructure; a conclusion that 
is antithetical to established presumptions about China’s steadily rising invest-
ments. Figure 3.2 shows the total number of loans made to Africa in the last two 
decades. According to SAIS-CARI, China has committed USD 153 billion to 
Africa between 2000 and 2019. Despite this large economic footprint, there is 
little data on the specifcs of China’s lending in the public domain. After rapid 
growth, annual lending commitments to Africa peaked in 2013, the year the 
BRI was launched. China’s lending to African governments fell by 30% in 2019. 
China has sharply curtailed lending to the continent partly due to debt sustain-
ability concerns (Song, 2021; Yun, 2020). This observation about the oscillating 
quantity of ICT loans is refected in the cases of Ethiopia and Kenya. Both cases 
show that loans are provided within contexts where Beijing is aiming to advance 
diplomatic relations with Africa, Chinese corporations are expanding their geo-
political footprint, and local Ethiopian and Kenyan actors are demanding digital 
infrastructural investments to support development ambitions. I discuss the two 
cases further in the next section. 
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FIGURE 3.2 Total Chinese Loans and U.S. & French Aid to Africa. Sources: China Africa 
Research Initiative, https://chinaafricaloandata.bu.edu/; OECD Statistics, 
total ofcial development fows by country and region, https://stats.oecd.org/ 
Index.aspx?DataSetCode=REF_TOTAL_ODF. 

3.5 Ethiopia’s Digital Infrastructure Projects 

The Bringing Internet to Ethiopia (BITE) initiative launched in 1995 by the 
Ethiopian government aimed to produce an actionable policy to engender 
the infrastructure conditions necessary to support connectivity (ITU, 2002). 
Initial discussions were favourable to a multi-stakeholder approach. However, 
the Ethiopian People’s Revolutionary Democratic Front (EPRDF) rejected the 
idea of a privately owned internet provider. As a result, a public network ser-
vice provider was proposed by BITE, which put forward the idea of a not-for-
proft service provider with the chief objective of supporting public interest and 
development goals. The Ethiopian government rejected the BITE initiative and 
instead decided to lead the development and management of the internet itself. 
This decision vexed private actors and civil society organisations seeking to 
import best practices and digital infrastructure (Gagliardone, 2019). Ultimately, 
the choice was predicated on the government’s desire to maintain a monopolistic 
grip on digital technologies. 

In 2006, the Ethiopian Telecommunication Corporation and Chinese tel-
ecom giant Zhongxing Telecommunication Equipment Corporation (ZTE) 
signed the largest agreement in African telecommunication history. Backed by 
the China Development Bank, ZTE (partially state-owned) ofered a loan of 
USD 1.5 billion to support the replacement and expansion of Ethiopia’s telecom-
munication infrastructure (Dalton, 2014). The loan was disbursed in three phases 
and expected to be repaid over a 13-year period. The frst phase was branded 
the “Millennium Plan”, which implied digital infrastructure with the capacity 

https://chinaafricaloandata.bu.edu
https://stats.oecd.org
https://stats.oecd.org
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to make development viable by 11 September 2007, the date marking a new 
millennium on the Ethiopian calendar (Gagliardone and Brhane, 2021). The frst 
phase was to install around 2,000 kilometres of fbre-optic cable, which aimed 
to connect Ethiopia’s 13 largest cities (Cotterill, 2021; Foster and Morella, 2010; 
Gagliardone, 2019). The second and third phases expanded coverage to include 
Ethiopia’s rural areas. New digital infrastructure capacity was now able to sup-
port a million internet broadband users and 20 million mobile users from an 
earlier 1.2 million. 

In 2011, Ethio-Telecom, the country’s sole telecom operator, issued a tender 
to further augment its network capacity to support around 50 million subscrib-
ers by 2015 (Human Rights Watch, 2014). Like ZTE, the tender was contin-
gent on vendor-fnancing. Unlike in 2006, this time a public tender process was 
launched. Ethiopia ended ZTE’s monopoly by inviting Huawei. The tender was 
jointly won by the Chinese frms, ZTE and Huawei. Together Huawei and ZTE 
pledged a total of USD 1.6 billion (Dalton, 2014). This deal was backed by con-
cessionary loans from the EXIM bank. ZTE and Huawei agreed to ofer USD 
800 million each. Interestingly, it was normal for ZTE and Huawei to compete, 
especially at home. The Ethiopian government invited Huawei because of its 
growing reputation on the continent, but also because of ZTE’s poor job in 2006 
(Dalton, 2014). 

The loans are partly provided to support Chinese corporate expansion abroad, 
but also to improve China’s diplomatic eforts in Africa. Beijing appears to pre-
sent itself as a peaceful rising power and impartial development partner will-
ing to meet the demands of African actors ( Jakobson, 2009). The loans are 
ofered without political conditions.1 This “no strings attached” approach has 
empowered African partners, like Ethiopia, to utilise Beijing’s fnance to pursue 
domestic ICT projects while simultaneously also ofering legitimacy to Beijing’s 
afable image. This image is developed in contrast to traditional Western part-
ners, which condition aid and loans, asking African actors to adopt particular 
market and democratic reforms (Taylor, 2009). The lack of political conditions 
attached to the loans obscures the impact of Chinese engagement. Chinese state-
led fnancial and technical help tends to beneft state actors over private enter-
prises. China’s seemingly neutral engagement means that it seeks to uphold a 
strict distinction between political conditions and funding. It does not decide 
how its technologies are put to commercial and political use. 

During this time, Ethiopia was also able to work with partners besides China 
in establishing its surveillance practices. The work by Citizen Lab, a Canadian 
information controls laboratory, illustrates Ethiopia’s aptitude to combine 
diversely sourced digital infrastructure and surveillance technology. The gov-
ernment has acquired monitoring tools through various channels, namely, the 
UK- and German-based Gamma International FinFishers company; Cyberbit, 
an Israel-based cybersecurity enterprise; and the Italian-based Hacking Team 
Remote-Control System (Citizen Lab, 2014; Horne, 2014). These systems – as 
much as any provided by China – boost Ethiopia’s governance and surveillance 
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capacities and enable access to fles on targeted laptops. They also log keystrokes 
and passwords to turn on webcams and microphones by stealth. These tools, crit-
ically, run on Chinese-funded ICT infrastructure (Human Rights Watch, 2014). 

Researchers have studied the Ethiopian government’s malware campaign, 
which targeted activists, lawyers, and political opponents (Citizen Lab, 2017). 
Reports describe how the state uses emails containing spyware posing as Adobe 
Flash updates and PDF plugins. Several ethnic Oromo activists like Jawar 
Mohammed, an Oromo activist and executive director of the US-based Oromia 
Media Network (OMN), were targeted by the Ethiopian government (Human 
Rights Watch, 2017). These new digital surveillance practices follow a history of 
surveillance practices aimed at undermining civil liberties (Hawaz and Xi, 2020; 
Human Rights Watch, 2014). 

Evidence leaked by Edward Snowden indicates that it was not China and 
Europe alone that supported Ethiopia’s surveillance practices. The U.S. National 
Security Agency (NSA) established the Deployed Signals Intelligence Operations 
Center in Addis Ababa (Turse, 2017). This began as a meagre counterterrorism 
undertaking that eventually grew into an operation involving eight U.S. military 
personnel and 103 Ethiopians surveilling Somalia, Sudan, and Yemen by 2005 
(Turse, 2017). In exchange for intelligence and an advantageous location that 
ofered unique access to targets, the NSA provided Ethiopia with training and 
technology to conduct digital surveillance. This shows Ethiopia’s hybridised sur-
veillance system, and its diversely sourced technology from China and the West. 

The brief progress made in attaining peace and democratising Ethiopian soci-
ety by current prime minister Abiy Ahmed is slipping in the face of the 2020 
Tigray crisis. Since Ahmed’s ascendance to power, Ethiopia has embarked on a 
series of liberalising reforms that have opened the market. This is exemplifed 
by a bid issued to privatise the state-owned Ethio-Telecom, appointing interna-
tional frms like KPMG to lead the transformation. This change hinges on the 
newly awarded operating licence, which was given to a consortium led by Kenya’s 
Safaricom, UK’s Vodafone Group, and Japan’s Sumitomo that included fnancing 
from the U.S. Development Finance Corporation (DFC). The winning bid was 
an USD 850 million ofer with a promise to invest USD 8 billion over the next 
ten years (Woo and Wexler, 2021). The losing bidder was South Africa’s MTN 
Group whose proposal was fnanced in part by the Silk Road Fund, a Chinese 
state investment group. Whether this is indeed an infection point is a pending 
matter. The Western-backed consortium marks a push to challenge Beijing’s 
economic infuence in Africa (Olander, 2021). It must be made clear that one 
more licence still needs to be announced. It is widely expected that bids, which 
include MTN, and Silk Road Fund will be more competitive in the next round. 
If successful, it is likely that Huawei’s digital infrastructure will be used to build 
the networks. 

China has indeed become the largest partner of Ethiopia’s ICT development 
ambitions. Without the EXIM bank’s concessionary loans, Ethiopia would 
not have had the fnancial means to realise its digital infrastructure monopoly 
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(Thakur, 2009). Elsewhere on the continent, including Kenya, a liberalisation 
strategy that relied on multiple private and public partners has driven the estab-
lishment of digital infrastructure. China’s fnancial support and Huawei’s tech-
nical provision have enabled the development of Ethiopia’s telecommunication 
infrastructure, and with it, the State’s means to surveil and retain control over 
the digital infrastructure. 

3.6 Kenya’s Digital Infrastructure Projects 

In the case of Kenya, the Kenya Communication Act of 1998 put an end to 
the Kenya Posts and Telecommunication Corporation (KPTC), a state-run 
monopoly (Waema, 2005). This liberalisation strategy allowed the Kenyan state 
to take a leading role in shaping Information and Communications Technology 
(ICT) policies that aimed at privatising state-owned enterprises (Waema, 2005). 
Through the docking of four fbre-optic submarine cables between 2009 and 
2011, the government was able to create a relatively competitive telecommu-
nication sector that improved internet connectivity and afordability: competi-
tion among local and international frms began driving down the cost of phone 
calls and made internet services afordable for a larger portion of the popula-
tion (Lancaster, 2017). Consequently, the sector’s regulator reduced intercon-
nection tarifs and instituted a range of regulations aimed at developing further 
competition. 

Despite these policy changes in the ICT sector, the Kenyan government in 
2006 did not have the infrastructural capacity to realise these development ambi-
tions. Before 2009, Kenya relied on satellite technology for connectivity, which 
resulted in limited connectivity and was available at prohibitive costs for most 
citizens. This necessitated the need to transition from narrowband, which oper-
ates on satellite technology, to fbre-optic-powered broadband. China’s chief 
entrance into the Kenyan ICT market came through the docking of fbre-optic 
cables. Led by Huawei and ZTE, the docking of four fbre-optic submarine 
cables between 2009 and 2011, enabled the government to create a relatively 
competitive telecommunication sector that improved internet connectivity and 
afordability: competition among local and international frms began driving 
down the cost of phone calls and made internet services afordable for a larger 
portion of the population (Lancaster, 2017). 

Huawei and ZTE were jointly contracted to build new digital infrastruc-
tures. The Chinese EXIM bank was instrumental in making this infrastructure 
fnancially feasible for Nairobi, as was the case in Ethiopia, where Huawei and 
ZTE worked to expand internet connectivity. Bidding and winning the con-
tract, the Chinese companies worked with the French corporation Sagem to 
create Kenya’s frst National Optic Fibre Backbone Infrastructure (NOFBI), 
which brought high-speed connectivity to the country’s largest cities. The 
government started by building the NOFBI, initially to interconnect the for-
mer provincial headquarters and later to the county headquarters. This novel 
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capacity allowed for e-government projects across the country (ICT Authority, 
2021). Each company was expected to manage a diferent region. Sagem laid 
the cables for the Coastal and Northeastern region, ZTE worked on the West, 
and Huawei handled Nairobi and the central parts of the country (Okuttah, 
2012; Wahito, 2012). The second phase of extending connectivity was directly 
funded by the EXIM bank. It ofered USD 71 million to cover 36 administrative 
districts that would provide high-speed internet in rural parts of the country. 
A condition to this loan was that Huawei had to be the company to build the 
digital infrastructure. 

China’s telecommunication companies entered Kenya’s ICT sector late and 
had to navigate a relatively crowded market. National and international compa-
nies like MTN from South Africa, Zain from Kuwait, Vodafone from the UK, 
and Bharti Airtel from India had already entered that market and won shares and 
customers (Hughes and Lonie, 2007). These corporations localised quickly by 
shifting from contract-based purchasing plans to prepaid data, calls, and messag-
ing. To go even further, the partly state-owned company Safaricom instigated 
an initiative intended to expand fnancial inclusion. Launched in 2007, M-PESA 
is Safaricom’s mobile money transfer and micro-fnancing service (Avgerou, 
Hayes, and Rovere, 2016; Morawczynski, 2009). By using funding from the 
UK’s Department for International Development (DFID), Safaricom was able 
to improve access to fnancial services for unbanked communities. The Chinese 
government and companies operating in Kenya adopted a receptive posture 
towards the wishes of Nairobi and the currents of the business environment. 
This strategy was similar to their labours in Ethiopia, where China supported the 
state’s ambition to introduce digital infrastructure. 

Huawei’s 2018 annual report maintained that its Safe Cities project (anquan 
chengshì) serves over 100 countries (Huawei, 2018). According to data collected 
by the Endowment for International Peace and the Center for Strategic and 
International Studies, 16 African states have contracted with Huawei to receive 
digital surveillance and governance technology. These surveillance and govern-
ance devices ofer multiple services which include smart metering, emergency 
assessments, and predictive policing. A popular example is the frst African safe 
city system built in Kenya. Huawei was able to connect 1,800 high-defnition 
cameras and 200 high-defnition trafc surveillance infrastructures across 
Nairobi. Additionally, a national police command centre was established to pro-
vide support to over 9,000 police ofcers and 195 police stations (Huawei, 2018). 
These technologies aim to support crime prevention, accelerated response, and 
recovery. Due to the dearth of data, the benefts of the Safe City project are 
hard to verify and appear exaggerated (Epoch Times, 2019; Hillman, 2019). 
According to Huawei, crime rates from 2014 to 2015 decreased by 46% in areas 
supported by their technologies in Kenya (Huawei, 2014). But Kenya’s National 
Police Service reports indicate smaller reductions in crime during those years in 
Nairobi. Nairobi and Mombasa, the two cities with surveillance technologies, 
have also seen increases in reported crimes in 2017 and 2018. 
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Equally important, Nairobi’s central business district is reliant on digital 
CCTV cameras purchased from Huawei, but also suppliers like Hikvision, a 
Chinese state-owned provider of video surveillance technology. The facial rec-
ognition technology used on its national borders is powered by Sensetime, a 
Hongkong-based company. This case, like the example of Ethiopia, also illus-
trates a hybridised surveillance system that is diversely sourced to establish state 
security ambitions to manage crime and terror. In particular, Kenya’s experience 
with terrorist attacks by Islamist militants in 2013 has led to the government 
utilising surveillance technologies and legal powers to manage the threat. Local 
civil society organisations point out the risks involved in digital surveillance and 
governance technologies and how the pretext of terror enables the atrophy of 
personal privacy and extended surveillance practices. 

Rather than asserting a Chinese-based vision of digital governance and sur-
veillance in Kenya, Chinese companies and the government have agreed to 
the propositions of their host. Digital surveillance tools are embedded within 
state processes that are a result of private–public ventures. Whether operating 
in Kenya’s open market or Ethiopia’s closed market, China and its companies 
have shown dexterity in adapting to local expectations and to sharing the unique 
vision of the host country. In Ethiopia, Beijing is the largest supporter of Addis 
Ababa’s digital infrastructure projects. Without the EXIM bank’s concessionary 
loans of USD 3.1 billion, the EPRDF would not have been able to realise its 
state capacity goals. Yet, it is also fair to say that Beijing is not aiming to export 
a strict normative basis of digital governance and surveillance in Africa. On the 
contrary, it seems to engage on the terms made available in the local context, 
which leads to context dependent outcomes. This raises questions about how we 
should interpret China’s adaptive diplomatic strategy and its willingness to meet 
African states on their terms. 

3.7 Conclusion: China’s Neutrality 

This chapter challenges the conception that China seeks to export a model of 
surveillance. Chinese companies operating in Africa tend to adapt to local busi-
ness practices, rather than follow Beijing’s supposed geopolitical strategy. Alves 
and Alden (2008) contend that China’s fnancial and technical support does not 
result categorically in the exportation of its normative values. The evidence sug-
gests that China helps fortify the political and social processes that were already 
in place in Ethiopia and Kenya. The lack of a digital governance and surveillance 
model to export does not negate the possibility of other strategies. Relevant 
questions, then, are: what kind of political, social, and legal environments are 
these digital surveillance tools embedding themselves in? How do we inter-
pret China’s adaptive diplomatic strategy? How are digital tools being utilised 
to meet public goals versus other ambitions? China’s tendency to privilege state 
actors over other agents is problematic in the context of authoritarian regimes 
such as Ethiopia, which has a track record of human rights violations, and the 
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government has shown a predilection towards conducting unwarranted surveil-
lance on citizens. The new technologies enhance the government’s capacity. 
This latter point is not exclusive to authoritarian governments: skewing power 
towards the state, even in a democracy like Kenya, can result in unwarranted 
surveillance practices that undermine civil liberties. 

China has incessantly repudiated the notion that it is exporting its values 
and surveillance practices abroad. During the 2018 Beijing Summit of FOCAC, 
President Xi spoke of the “fve no” strategy that shapes its Africa policy: “no 
interference in the development paths of individual countries; no interference 
in their internal afairs; no imposition of China’s will; no attachment of political 
strings regarding assistance; and no seeking of selfsh political gains in invest-
ment and fnancing cooperation” (Liangyu, 2018). Xi’s claims of neutrality do 
not eliminate concerns or negate the possibilities of recipients of Chinese aid 
conducting surveillance operations, especially after receiving support to establish 
digital surveillance capacities. It is clear, however, China’s strategy towards Africa 
has never been explicit, strict, or coercive, but always remunerative in orienta-
tion. It is predicated on providing fnancial support and incentives to promote 
diplomatic relations. China is not actively promoting surveillance practices and 
advocating for specifc models of development in the same way Western donors 
explicitly do, where compliance to specifc market and democratic reforms is 
expected. The fact that it fnancially supports African governments and their 
ambitions to build digital infrastructure, still, prompts doubts about its neutral 
impact – and gestures towards a general strategy towards African partners. For 
these reasons, we must engender more proportional accounts that accent the 
degree to which African volition is shaping these unfolding relations while also 
examining the interplay between Chinese tech providers and Beijing’s ambitions 
to promote its interests in Africa. 

As I have shown, Beijing’s remunerative engagements with Africa reinforce 
domestic political processes. Beijing’s willingness to do business with authori-
tarian states enables surveillance practices. The way in which China chooses to 
defne neutrality is simply contingent on the promotion of state sovereignty and 
the absence of political conditions. This framing allows for economic activities 
to persist while obfuscating the asymmetric conditions that structure relations. 
But this position also obscures the fact that, while ofering aid and loans, China, 
like others, enables state capacities for surveillance ( Jili, 2020). The “no strings 
attached” approach does not categorically result in neutral outcomes but is a 
beguiling posture that maintains China’s image as a generous development part-
ner, while also deemphasising its tangible impact on the ground. While China’s 
involvement does not actively promote surveillance practices, it does create the 
conditions for it. How long Beijing maintains this posture of “neutrality” is 
a paramount matter as it expands its geopolitical footprint. Unfortunately, the 
few publicly available Chinese state documents remain vague as they pertain to 
regulating African investments. They lack explicit direction, legally enforce-
able obligations, and efective accountability measures to mitigate the misuse of 
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digital governance and surveillance infrastructure. It is this lacuna that enables 
Chinese corporations to adapt to host country ambitions, even at the expense of 
civil liberties. 
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Note 

1 China draws a distinction between political and economic conditions. There are eco-
nomic conditions associated with Chinese loans. For instance, the resource-backed 
lending model allows for fnancing infrastructural projects, which requires borrow-
ing countries to commit future revenues to be earned from its natural resources to 
pay loans secured from Beijing. This method allows resource-rich and high-risk bor-
rowers to secure needed fnance, but it also makes nations more fnancially vulner-
able. With the collapse of volatile commodity prices, the borrower bears all the risk of 
debt default if the collateral is not enough. To participate in this program, the African 
countries need to be resource-rich, which obviously excludes Kenya and Ethiopia. 
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4 
THE ARTIFICIAL INTELLIGENCE – 
BIOTECH REVOLUTION IN AFRICA 

Eleonore Pauwels and Klaus Tilmes 

4.1 Introduction 

African nations increasingly recognise that the convergence of Artifcial 
Intelligence (AI) and modern biotechnologies is not only becoming a strategic 
societal and welfare asset, but also a powerful driver to preserve national security 
and exert sovereignty over Africa’s genomic wealth (African Union and African 
CDC, 2020, East African Community, 2021). 

The current COVID-19 pandemic serves as a wake-up call across the world 
of our shared vulnerability to biothreats and the crucial importance of bio-
medicine and biodefence programmes for threat mitigation. The combination 
of genomics surveillance, AI, and advanced bioinformatics has drastically bol-
stered the ability to track the spread of SARS-CoV-2 variants and decipher 
transmission dynamics in real time (Giandhari et al., 2020). Technological con-
vergence has also aided in the development of timely diagnostics tools and 
accelerated the synthesis of vaccines. Global disease control programmes, such 
as those for tuberculosis, malaria, HIV, foodborne pathogens, and antibiotic 
resistance, now recommend genomics-based surveillance as a vital component 
(WHO, 2019). 

Africa records the lowest human capital score and carries the world’s high-
est disease burden. The pandemic has highlighted the critical need to improve 
Africa’s epidemic preparedness and surveillance capabilities (EIB, 2020), estab-
lish biobanks (Peeling et al., 2020), and expand local diagnostics, treatment, 
and manufacturing capacity (Nkengasong, 2020). The key question is whether 
the accelerating global wave of health care innovations, propelled by the rapid 
convergence of digital, bio-, nano-, and cognitive technologies, will engage 
or bypass Africa – both as contributor and as benefciary. The stakes are high: 
with all modern non-African populations substantially descending from Africa, 
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the continent’s largely unexplored genomic code can help unlock much of the 
world’s global genomic goods. 

Given this challenging context, how can African nations assume a leadership 
role in this era of genomics and maximise the benefts of modern biotechnolo-
gies for the prevention, diagnosis, and treatment of diseases? Given the scientifc 
discoveries and geopolitical stakes involved, what are the pathways and prospects 
for the European Union (EU) to expand its collaboration with Africa to con-
vert these genomic possibilities into accessible and afordable solutions for all of 
humanity? 

To explore these issues, the next section illustrates how the convergence of 
AI and modern biotechnologies can be applied to infectious diseases preven-
tion and biothreat monitoring – two shared priorities for African and European 
leaders to combat the proliferation of pathogens. Section 4.3 ofers a com-
prehensive mapping of Africa’s genomics and bioinformatics landscape. By 
highlighting promising genomics ventures that refect the scope of Africa’s 
biotechnology aspirations, this section underscores the value of long-term 
scientifc partnerships and funding commitments – two potential avenues for 
EU–Africa genomics cooperation. This is followed by a discussion of the geo-
political positioning of other nations, notably China and the United States, to 
compete with the EU in AI and genomics. In this perspective, we highlight 
some of the EU’s strategic strengths but also innovation hurdles and coordina-
tion delays. We conclude with an outlook section that provides entry points for 
EU–Africa cooperation on AI and genomics to augment both regions’ biotech-
nology economies. 

4.2 A New Era of Genomics and AI Convergence 

4.2.1 The State of Biotechnology – from Analogue to Digital 

In the last two decades, the state of biotechnology has moved from analogue 
to digital. Bioinformatics, which involves analytical methods for understanding 
large biological datasets, has enabled advances in biosciences thanks to accel-
erating computing and data processing capabilities. These developments are 
critical to genomic analysis – an interdisciplinary feld which focuses on the 
structure, function, evolution, mapping, and editing of genomes across diferent 
domains, ranging from biomedicine and biotechnology to biosecurity. Insofar 
as the underlying datasets accurately represent real-world phenomena, AI-based 
applications can provide useful tools for identifying patterns and automating 
intelligent actions to address a complex issue or solve a specifc problem that 
would otherwise require considerable time and mental efort. This technological 
convergence of AI with biosciences is not only extending across the economic 
sphere, from healthcare and agriculture to industrial biotechnology (Chui et al., 
2020), but is already transforming how public and private sector actors moni-
tor and seek to prevent the proliferation of new biosecurity threats, from illicit 
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gene-synthesis and gain-of-function research to epidemic surveillance (Pauwels, 
2021). 

This accelerating convergence has already proven to be fundamental during 
the fght against COVID-19, with applications ranging from improved disease 
surveillance to AI-enabled clinical research and treatment, and optimisation of 
health operations. Future prosperity, health, and security of African populations 
critically depend on how governments will develop, master, secure, or outsource 
capacities at the confuence of AI and biosciences. Two strategic examples – pre-
cision public health and biothreat prevention – illustrate the transformational 
implications. 

4.2.2 Genomics and Bioinformatics for the 
Prevention of Infectious Diseases 

The integration of AI computing within modern biomedicine allows research-
ers to rely on synthetic datasets and predictive methods to produce actionable 
knowledge in a genome’s biology and assess its clinical value. AI computing also 
creates increased potential for monitoring and optimising data analytics across 
the multimodal datasets that constitute the complete genetic or molecular pro-
fles of humans, animals, and pathogens. A signifcant advantage that AI comput-
ing could bring to public health and clinical research is to process simultaneously 
massive amounts of genomic, physiological, health, ecosystem, and lifestyle data 
about populations in their environment. These approaches are crucial to improv-
ing our understanding of genomics and biological processes related to human 
and animal pathologies, including infectious diseases. 

The convergence of AI with biotechnology could help identify which genetic 
functions are key to augmenting the capacity of a pathogen to infect a host, 
evade the immune system, spread among subpopulations, or resist vaccines and 
antibiotics. Predictive modelling is important for real-time disease surveillance 
and for monitoring and preventing future zoonotic spill-overs using advanced 
bio-forensics and sensing capacity for detecting pathogens. The fast production 
of medical countermeasures (such as immunoassay diagnostic tests for detecting 
the antigen or antibody properties of certain proteins, liquid biopsies, and vac-
cines) also increasingly depends on advances at the intersection of genomics, AI, 
and bioinformatics. 

The COVID-19 pandemic serves as a prime example of how emerging “in 
silico” capacities in pathogen genomics are key for developing rapid medical 
countermeasures. In 2020, at the onset of the pandemic, scientists designed a 
platform to automate the synthesis of existing RNA viruses, which are esti-
mated to make up 44% of all emerging infectious diseases (Thi Nhu Thao et al., 
2020). Using this platform, they were able to synthetise clones of the SARS-
COVID-2 virus a week after receiving the synthetic DNA fragments. Such tech-
nical advances enable both the real-time genotypic detection of viral traits and 
the modelling of the pathogen’s mutational landscape. 
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Until recently, most health genomics research has been conducted in northern 
hemisphere clinical settings, with African populations being severely under-rep-
resented. Thus, there is an urgent need to undertake research with African popu-
lations to ensure that genomic medicine solutions are tailored to African patients 
(Mulder, 2017). Considering Africa’s genetic diversity, it is highly likely that the 
application of precise and predictive diagnoses considerably advances medical 
treatment on a global level (Pereira et al., 2021). 

4.2.3 Transformational Opportunities for 
Biothreats Monitoring in Africa 

Considering Africa’s disproportionate burden of infectious diseases, the combi-
nation of AI, bioinformatics, and genomics research can accelerate the discovery 
of new treatment options for malaria, tuberculosis, HIV/AIDS, Ebola virus, and 
Lassa fever (Bah et al., 2018). 

A total of 140 disease outbreaks are anticipated to occur each year on the 
African continent (WHO, 2020a). These outbreaks pose additional threats to 
existing endemic infectious diseases, which account for at least 35% of the conti-
nent’s 10 million annual deaths (Roser, 2016). AI-enabled genomic surveillance 
programmes can play a critical role in the prevention, control, and elimina-
tion of new, re-emerging, and endemic infectious diseases. Genomic-informed 
pathogen surveillance has already demonstrated its critical efciency, including 
the 2018 outbreak of Lassa fever virus in Nigeria (Siddle et al., 2018) and the 
Ebola virus outbreaks in the Democratic Republic of the Congo (2018–2020). 
During these outbreaks, the combination of genomic data with an array of popu-
lation datasets has helped stress-test the efectiveness of diagnostics, transmission 
patterns, and medical countermeasures (Gardy and Loman, 2018). During the 
SARS-CoV-2 pandemic, the combination of pathogen genomic data and popu-
lation datasets has allowed to track more efciently the spread of new variants, 
including the spread of B.1.351 (N501Y.V2) in South Africa, which have high 
transmission rates and the potential to afect COVID-19 medical countermeas-
ures (WHO, 2020b). Adding new surveillance strategies with pathogen genom-
ics sequencing tools can help with early detection and prevention of zoonotic 
diseases’ spill-overs to human populations (Armstrong et al., 2019). 

Biothreat monitoring in Africa could be transformed by increasingly allying 
advanced bioinformatics tools with next-generation sequencing (NGS) equip-
ment capable of high pathogen resolution at relatively low costs. However, the 
integration of AI, bioinformatics capacities, and NGS is lagging behind in Africa, 
despite the urgent need for rapid and in-depth pathogen characterisation that 
could lead to more targeted and robust disease threat control (Makoni, 2020). 
Managing the sweeping technological advances now underway will require 
new prevention capacities, foresight, and governance structures that draw on 
cross-sectoral expertise from industry, academia, politics, and defence. A good 
example is the United States’ Biomedical Advanced Research and Development 
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Authority (BARDA), whose dual mission is not only to support research and 
bring medical countermeasures to the market but also to collaborate with busi-
nesses on initiatives that are not always on big pharma’s or biotech’s radar screens. 
For instance, over the last decade BARDA has been collaborating with phar-
maceutical companies, such as Merck, to develop a single-shot vaccine against 
Ebola and other forms of multidrug resistance (Miles, 2018). In 2020, the von der 
Leyen Commission rightly called for a European BARDA to fll a critical insti-
tutional gap that can serve as an accelerator of public–private partnerships and a 
defence shield against future natural and engineered biothreats (Zubascu, 2020). 
Such an initiative could be developed in partnership with the African region. By 
working together and investing in the capacities of private companies at the con-
fuence of AI, bioinformatics, and genomics, a European-style BARDA could 
boost Africa’s ability to develop and manufacture new vaccines. 

4.3 Mapping Africa’s Landscape of 
Genomics and Bioinformatics 

Globally, the generation of human genome data is undergoing a period of expo-
nential growth. Countries are beginning to recognise the potential technological 
and system-level healthcare benefts of genomic data and have announced mass 
full genome sequencing initiatives.1 In a future scenario, in which these eforts 
succeed in capturing the world’s full genomic diversity and are linked together 
thanks to new governance arrangements, shared data standards, and secure cross-
border exchange,2 genomics could generate valuable global public goods for all 
of humanity (Munshi, 2020). 

Africa holds more genomic diversity than any other continent. Yet, most of 
it remains untapped. With more than a million individual genomes having been 
sequenced so far worldwide, a mere 1.5–2% originate from Africa compared 
with ~80% from European descendants. A recently published study covering 
426 individuals from 50 ethnic groups in Africa reported three million previ-
ously undescribed variants (Choudhury et al., 2020). A similar pattern applies 
to disease-specifc datasets, of which more than half focus on oncology, 13% on 
rare diseases, and 10% on neurological disorders. Most genomics-enabled drug 
discovery programmes deal with rare genetic variants. Yet, despite this immense 
potential, Africa accounts for less than 1% of the global investment in genom-
ics research and clinical studies (Pennisi, 2021). An inventory of 187 genomic 
initiatives showed that 50% are located in the United States and 19% in Europe, 
while Africa is represented with just four initiatives (IQVIA, 2020). With negli-
gible research and development (R&D) investments by African governments and 
biotech/pharma companies, genomic research depends mainly on funding from 
international research institutions. The National Institutes of Health (NIH) (with 
75% of allocated funds) and the UK’s Medical Research Council and Wellcome 
Trust (with 21%) are funding the largest share of genomic projects in Africa, which 
stands in sharp contrast to funding from the EU (1.4%) (Hamdi et al., 2021).3 
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Today, a growing number of African scientists and institutions are leading 
genomic research (Pennisi, 2021). A closer look at path-breaking genomic ini-
tiatives in Africa provides insights into progress and remaining challenges and 
highlights promising opportunities for expanded collaboration with EU-based 
institutions. 

The Human Heredity & Health in Africa (H3Africa) Consortium, created 
in 2012, has ushered in a new era of genomics and life sciences research that 
aspires to be locally productive and globally competitive. Partnering with the 
African Society of Human Genetics and provisioned with a ten-year fund-
ing commitment of USD 180 million from the NIH and the UK’s Wellcome 
Trust, H3Africa aims to build clinical research capabilities and foster collabo-
rative networks within the African scientifc community. The H3Africa pro-
gramme consists of multiple projects and sites distributed across 30 countries. 
These generate genomic data and research outputs linked to specifc diseases, 
such as the genetic causes of blindness, Alzheimer’s, cancer, kidney failure, 
and sickle disease. A core tenet is that research teams must deposit any project 
data into a shared, pan-African repository (H3ABioNet) (Mulder et al., 2017). 
H3ABioNet ensures ethical security compliance and facilitates the data fow 
between researchers and the European Genome-phenome Archive and other 
public depositories. 

Building on H3Africa’s foundation, the NIH announced in October 2022 a 
fve-year, USD 75 million award to harness Data Science for Health Discovery 
and Innovation in Africa (DS-I Africa). Research centres are set to validate AI 
models to improve pregnancy outcomes and mental health (Kenya), study pan-
demic preparedness (Nigeria), diagnose eye disease and cervical cancer (Uganda), 
improve access to surgical care (Cameroon), and develop innovative solutions to 
mitigate health impacts of climate change (South Africa). This long-term com-
mitment to co-develop solutions to Africa’s most pressing public health problems 
can serve as a blueprint for similar genomic partnerships with the EU. 

Another aspirational project is the Three Million African Genomes (3MAG) 
project – a continent-wide endeavour to build a representative human reference 
genome (Wonkam, 2021). By sequencing the full scope of Africa’s genetic vari-
ation, the goal is to understand immunity to infection for the beneft of Africans 
and non-Africans alike and correct faulty medical diagnoses for people of African 
descent. Estimated funding of USD 4.5 billion over the span of a decade requires 
the support of African governments, academia, industry, and international 
organisations. The knowledge generated by 3MAG will raise profound ethical 
issues, such as informed consent, the role of communities, privacy, and confden-
tiality of genetic information, as well as beneft-sharing and the commercialisa-
tion of research results. Interestingly, the EU’s 1+ Million Genomes initiative 
aims to make genomes accessible by 2022 and position the EU as a global player 
(European Commission, 2021a). The close alignment of this EU initiative and 
3MAG, namely, to develop targeted medicines, boost prevention, and improve 
health systems, may yield new opportunities for expanded collaboration. 
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The African Pathogen Genomics Initiative (Africa PGI) aims to become the 
frst public health surveillance system (Africa CDC, 2021). In October 2020, the 
African Centers for Disease Control and Prevention (Africa CDC) announced 
the launch of a four-year initiative to build a continent-wide pathogen genomics 
network of laboratories, bioinformatics capabilities, data systems, and expert per-
sonnel. Partners in this USD 100 million public–private non-proft consortium 
include the US CDC, the Gates Foundation, genomics sequencing company 
IlIumina, UK-based biotechnology company Oxford Nanopore Technologies, 
and Microsoft’s Azure cloud platform. Complementing this initiative, the 
European Center for Disease Prevention and Disease Control and Africa CDC 
launched a new €10 million partnership in December 2020 to facilitate harmo-
nised surveillance and disease intelligence and implement a public health work-
force strategy (Africa CDC, 2020). 

To realise the Africa PGI vision several key challenges need to be overcome. 
To start with, around 70% of next-generation sequencers are concentrated in just 
fve countries (South Africa, Kenya, Nigeria, Morocco, Egypt), leaving gaps in 
genomic data sourced from North and Central Africa (Hamdi, 2021). Moreover, 
with only 17% of all genome sequencers installed in public health institutes, 
increasing public sector capacities and creating functional networks with research 
facilities in countries are top priorities. Multi-pathogen laboratories, strategically 
located across Africa, would optimise scarce capacity, strengthen surveillance 
of neglected diseases, and support public health institutes. A tiered network of 
regional, national, and specialised laboratories would facilitate the gradual adop-
tion of standardised tools and quality assurance systems to resolve ethical, legal, 
and socioeconomic challenges, including validating collaboration, intellectual 
property rights, and community engagement and preventing genetic stigmatisa-
tion. Integrating genomic surveillance into public health systems will require 
enabling policies and adoption of good practices for the collection, analysis, and 
cross-border sharing of genomic data.4 Bulk procurement at continental level 
would reduce the high cost of genomic sampling for routine use by national 
health institutes and disease programmes. 

Diverse expertise is needed to support genomic surveillance. Training pro-
grammes and professional networks5 have begun to expand Africa’s genomic 
workforce but need to be supplemented by mentorship, career incentives, idea 
generation, and research opportunities for African scientists, signalling promis-
ing entry points for joint research programmes, academic scholarships, and insti-
tutional support from the EU and bilateral partners (Nyirenda, 2021). Global 
research collaboration, through long-term partnerships and networks, is an 
efective way to deliver impactful research, build human capital, and strengthen 
institutional capacities. The European and Developing Countries Clinical Trials 
Partnership (EDCTP) is a marquee programme which has promoted the strong 
involvement of African scientists, supported local ownership, and funded the 
establishment of four regional networks of excellence, including on TB, HIV/ 
AIDS, and malaria. To date, EDCTP-funded programmes, totalling more than 
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€720 million since 2014, have enabled hundreds of researchers in 238 African 
institutions and 163 European institutions to participate in multi-centre, multi-
national clinical studies and promote greater self-reliance in health research and 
limit brain drain. 

54Gene (https://54gene.com/) is a genomic start-up which pursues an alterna-
tive path to close Africa’s genomic gaps and compensate for the lack of dedicated 
public R&D funding. Positioned as a genetic technology platform, the company 
aims to build Africa’s largest for-proft biobank and translate its research into 
potential drugs and molecular diagnostics to reshape the trajectory of Africa’s 
healthcare ecosystem and global drug discovery (Kene-Okafor, 2020). Founded 
in 2019 by a Nigerian biotech entrepreneur, 54Gene has attracted fnancial back-
ing by Silicon Valley venture frms, the World Bank’s IFC, Novartis, and the 
Gates Foundation (Maxmen, 2020). The goal of the initial phase is to aggre-
gate and analyse the genomes of 100,000 Nigerians, with plans to expand to 
other African countries. Operating under explicit protocols for data collection, 
informed consent, and privacy, the company has set up a network of Nigerian 
hospitals and regulators to gather samples. The business model for 54Gene is to 
charge drug-development frms for access to the genetic data in the company’s 
biobank and ofer low-cost genetic tests. 

4.4 Competitive Dynamics and Geostrategic Considerations 

China is pursuing a long game to expand its infuence in Africa. For decades, 
China has nurtured relationships with political elites of several African countries, 
especially those with strategic mineral and biological resources (Albert, 2017). 
Starting in 2013, ad hoc collaborations gradually turned into an ever-expanding 
network of Sino-African science and technology agreements as part of President 
Xi Jinping’s globe-spanning infrastructure-development programme, the USD 
1 trillion Belt and Road Initiative (BRI) (Masood, 2019). The African Union 
Commission and 40 African countries have signed BRI-scientifc development 
agreements, ranging from AI and satellite imagery projects to genomics (Roussi, 
2019). Along the way, China has become the largest investor in Africa’s critical 
digital infrastructure and a partner of choice for research and education with 
thousands of scholarships ofered each year to African PhD students. 

In the wake of the COVID-19 pandemic, President Xi Jinping’s ambitions 
for a “Health Silk Road” accelerated to put China in a position to project and 
shape global health, medical and biosecurity leadership (Lancaster, 2020; Brînză, 
2020). This ambitious initiative underscores Africa’s importance for China’s geo-
strategic positioning to gain access and control over critical information infra-
structure and transnational biological data-reservoirs (Pauwels, 2020). Mining 
the genotypes and phenotypes of large population groups will help fuel China’s 
AI and genomics research and translate into signifcant economic and security 
assets. The Beijing Genomics Institute (BGI), the world’s largest genetic research 
centre, is providing sequencing services to health and biotech groups in more 

https://54gene.com
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than 60 countries, thereby achieving unrivalled access to their genomic data 
(MGI News, 2019; Lynch, 2017; Needham and Baldwin, 2021). China also owns 
Genuity Science, the largest global genomic data platform, to better diagnose 
diseases and design tailored therapeutics (Genuity Science, n.d.). 

How well is the EU positioned in this competition? When looking at the 
raw fgures alone, the EU should be a global leader in developing breakthrough 
health care solutions (European Commission, 2019). The biotech and pharma 
sectors are cornerstones of Europe’s knowledge-based economy. The EU, which 
accounts for a quarter of global public R&D, can draw on 1.8 million research-
ers compared to 1.6 million in China and 1.3 million in the United States. 
However, the EU has been unable to capitalise fully on these strengths due to 
lower investments in R&D-intensive businesses, weaker knowledge connections 
across the health ecosystem, a fragmented health care system, uneven regulatory 
procedures, and high market entry barriers for small and medium-sized enter-
prises (SMEs).6 Healthcare innovations in leading European countries (Germany, 
the Netherlands) encounter difculties during ideation and testing stages due 
to heavily regulated genomics research and public scepticism about new solu-
tions. By comparison, frontier African countries (South Africa, Kenya) exhibit 
strengths by relying on frugal innovations to address local problems, but expe-
rience difculties in reaching scale due to weak IP systems, mismanagement, 
infrastructure defcits, and pervasive skill gaps (Schee genannt Halfmann, 2018). 
In terms of overall R&D investments, China is poised to overtake both the EU 
and the United States in areas such as AI and genomic research, which are set to 
generate signifcant productivity gains in health care. In a rapidly changing land-
scape of gene and cell-based health innovations, new clinical trials have increased 
by 36% in the United States and 28% in Asia, compared with less than 2% in 
Europe between 2014 and 2019. With the global health data market projected to 
increase fvefold to reach USD 70 billion by 2025, the EU needs to react strate-
gically and adjust its innovation culture to ensure its current health data market 
retains its sovereignty and captures a fair share of future growth. 

Set against this background, public–private partnerships (PPP) between gov-
ernments, research universities, and private companies ofer one pathway to 
accelerate innovations by combining public and private expertise and funding. 
The EU’s Innovative Medicine Initiative (IMI) (https://www.imi.europa.eu/), 
the world’s largest public–private partnership in life sciences, has attracted sig-
nifcant private investment and gained international recognition for facilitating 
collaboration among multinational companies and the sharing of data. Among its 
successes, IMI created a simple diagnostic device and vaccine against the Ebola 
virus. For their part, African countries are increasingly recognising the impor-
tance of strategic PPP alliances to address health challenges. Without collabo-
rations between stakeholders, innovation can often not be realised. In Kenya, 
universities and small companies have joined forces with government institu-
tions and foreign international companies, such as IBM and Philips, which have 
opened research and innovation centres for healthcare in Nairobi. 

https://www.imi.europa.eu
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The political priorities of the von der Leyen Commission signal an emphasis 
on mission-driven research and industrial strategy: e-health to provide high-
quality health care; faster cancer diagnosis and treatment; and development of 
afordable medicines. The EU’s Innovative Health Initiative would support R&D 
activities to address global challenges and Europe’s industrial competitiveness 
through the discovery and launch of innovative health products. The second 
pillar is the EU–Africa Global Health Partnership, which aims to increase health 
security in sub-Saharan Africa and reduce the risks of global pandemics and 
antimicrobial resistance (through rapid testing centres, anti-disinformation cam-
paigns, and community engagement). However, except for a single proposal to 
support poverty-related disease research in Africa, the entire feld of genomics 
and AI-related health had been noticeably missing from the EU-Africa Health 
programme until recently. 

How will this competitive dynamic play out against Africa’s near-complete 
dependency on vaccine imports and the AU’s stated objective of having 60% of 
routine vaccines produced locally by 2040? The EU-sponsored vaccine manu-
facturing initiative of €1 billion for Africa, announced during the 2020 Global 
Health Summit, is promising relief. The Senegalese government has signed 
agreements to build the frst manufacturing hub for COVID-19 and other vac-
cines at an estimated cost of USD 200 million, fnanced by European and US 
governments, with production set to start by end-2022 (African Business, 2021). 
In July 2021, European Commission president von der Leyen announced a 
new initiative to develop mRNA vaccines against malaria, enlisting BioNTech 
and the European Investment Bank (EIB) to support manufacturing facilities 
in Rwanda and Senegal (European Commission, 2021b). Simultaneously, the 
WHO established an mRNA vaccine technology transfer hub, the African 
Development Bank committed to creating two vaccine technology transfer plat-
forms, and the World Trade Organization expressed support for regional vaccine 
manufacturing hubs. In a sign of increasing competition for gaining a foothold in 
Africa’s underserved market for vaccines, the Egyptian government will produce 
Chinese Sinovac and is pursuing manufacturing agreements for Russia’s Sputnik 
V vaccine (Ovadia, 2021). 

Whoever gains a dominant position to control these powerful resources may 
well be able to infuence the well-being of entire populations and impact inno-
vation in allied countries. Inequality between countries that are tech-leaders 
and those that are tech-takers may rise if new forms of data-exploitation happen 
without a parallel transfer of technological skills, capacity-building and fnancial 
beneft-sharing with local populations (Pauwels, 2019). The Nagoya Protocol on 
Access to Genetic Resources and the Fair and Equitable Sharing of Benefts from Their 
Utilisation creates an overall legal framework and a commitment to transparency 
for both providers and users of genetic resources to operate under (Convention 
on Biological Diversity, 2015). Earlier this year, the African Academy of Sciences 
issued Recommendations for Data and Biospecimen Governance in Africa (The African 
Academy of Sciences, 2021) by introducing a “tiered” consent whereby research 
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participants could select from a list of options they consent to their data being 
used for.7 It remains to be seen whether this proposal gives Africans more say in 
how their genomic data is being used or whether opting out of broad consent 
as the default option could put African countries at odds with other nations 
in genomic research, curtail R&D investments, and complicate the storage of 
biological samples. This set of issues is closely intertwined with questions about 
personal data protection and the wider debate about digital sovereignty, cross-
border data fows, and data localisation in Africa and in Europe. Without doubt, 
these issues will need to be tackled as part of any future genomic collaboration. 

4.5 Conclusion and Outlook 

Africa’s genomic resources hold enormous potential for improving disease sur-
veillance, targeting pandemic response, and alleviating the continent’s high dis-
ease burden. This puts Africa in a unique position to contribute to the creation of 
a new class of global genomic goods that, if managed responsibly, could beneft 
humanity. However, relative to biotechnology advances in frontier regions (the 
United States, China, Europe), Africa fnds itself in a catch-up mode, as is evi-
dent in the near-complete vaccine dependency from abroad. 

This chapter showed that the key building blocks for Africa’s genomic future 
have been put into place over the last decade, setting Africa’s genomic prospects 
on a path for expansion and take-of. Strong scientifc leadership paired with 
long-term strategic funding from public and philanthropic sources and a deep 
commitment to create collaborative networks with research institutes across the 
continent and internationally occupy a central role in building ownership and 
momentum for pursuing an Africa-wide biotechnology strategy. 

Looking at the prospects of EU–Africa cooperation in modern biosciences, 
the chapter ofers several important lessons. First, the COVID-19 pandemic has 
added urgency for a continental strategy on genomics, in particular for infectious 
diseases prevention and biothreat monitoring (African Union and African CDC, 
2020). In this regard, the EU has launched several key initiatives to expand col-
laboration in Africa and mobilise private sector investments, notably in vaccine 
production and research. PPP arrangements backed by innovative funding mod-
els and government support in frontier countries are playing a prominent role. 
Second, while Europe used to be the source of breakthrough scientifc develop-
ment in genomics, it is now at risk of falling behind other regions globally in 
realising the potential at the confuence of AI, bioinformatics, and genomics. 
To overcome the slow adoption and integration of converging tools in data-
optimisation and AI-led computing, Africa’s vibrant bio-ecosystem can provide 
new impulses for innovation that Europe would be well advised to support and 
draw on. Third, the EU is well positioned to seize the opportunity and con-
nect its genomic strategy with the growing bioeconomy potential across Africa 
– and demonstrate how such a collaboration would be benefcial to the popula-
tions of both continents. Finally, for such opportunities to materialise, critical 
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issues related to digital sovereignty and data governance need to be discussed and 
harmonised at the highest EU–Africa levels as well as between Member States 
and regional organisations. 

The agenda for turning genomic advances into innovative health solutions 
over the coming decade is long and ambitious. Drawing on promising initiatives 
and blueprints outlined in this chapter, an appropriate strategic funding commit-
ment from the EU and private companies would signal a long-term engagement 
and leverage the existing capacity, expertise, and institutional infrastructure. 
Joint pronouncements by European and African leaders to invest in local pro-
duction capacity (for vaccines and reagents) and genomics centres to overcome 
Africa’s vaccine dependency are setting a new direction and need to be followed 
with concrete implementation milestones. In parallel, it is critical to strengthen 
the resilience of supply chains and fnancing models that would allow further 
integration of genomics in public health systems and programs. This will also 
open new possibilities for supporting the rapidly growing start-up ecosystem for 
converging healthcare and data science applications in both Africa and Europe 
and strengthen the pipelines for scalable innovations. To ensure an equitable dis-
tribution of capacity and benefts across the continent, special attention is needed 
to avoid North–South or East–West gaps. The expansion of funding opportuni-
ties to promote African science training, technology cooperation, and interna-
tional partnerships with leading public and private genomic institutes is essential 
for increased mentorship and multidisciplinary scholarship. Cross-border sharing 
of data and genomic samples needs to be facilitated by clear guidelines and regu-
latory oversight, accompanied by investments in digital connectivity to make 
bioinformatics and databases widely accessible. The ultimate test will be to gain 
the public’s buy-in and trust through easily accessible, afordable, and efective 
healthcare solutions that reduce the risk of future pandemics and lower Africa’s 
staggering disease burden. 

These priorities mark clear entry points for EU–Africa cooperation going 
forward. The opportunity for the EU to engage fully is now. 

Notes 

1 Publicly funded initiatives include Genomics England, which is pursuing a target 
of 5 million genomes. Dubai Genomics states that it will undertake whole genome 
sequencing of the entire population of 2.8 million. The most ambitious sequenc-
ing program is from China, where a target of 100 million genomes by 2030 was 
announced as part of China’s Precision Medicines initiative. Privately owned compa-
nies with very large genomic databases include Ancestry.com (with a current cohort 
of 15 million genotypes) and 23andMe (10 million genotypes). 

2 In 2018, the European Union announced that 13 European countries would cooper-
ate in linking genomic databases, permitting greater representation across popula-
tions and expanded genomic research. 

3 Of note, in preparation for the forthcoming EU-Africa Global Health Partnership, 
the European Commission requested a review of the European and Developing Countries 
Clinic Trials Partnership Program (EDCTP2) (“edctp3_draft_proposal_14_august_202 

http://www.Ancestry.com
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0.pdf,” n.d.). Between 2014 and 2019, the EDCTP2 awarded € 699 million to clinical 
studies, clinical research capacity, and fellowship programs. However, the EDCTP2 
program does not appear to include funding for genomic research, networks, policy 
development, and capacity building. 

4 The Nagoya Protocol ofers a useful framework for the fair and equitable sharing of 
benefts of genetic resources (Nagoya Protocol, 2021). 

5 In addition to the H3Africa bioinformatics network, other initiatives include the 
African Genomic Medicine Training Initiative, the Developing Excellence in 
Leadership and Genetics Training for Malaria Elimination (supported by the 
Wellcome Trust), programs ofered by the South African National Bioinformatics 
Institute and other universities, training programmes by genomics institutions such 
as the African Center of Excellence for Genomics of Infectious Disease (ACEGID), 
and the Medical Research Council-The Gambia, among others. 

6 A recent McKinsey report (McKinsey, 2021) also confrms that Europe’s world-class 
science and innovation need to be matched with stronger scale-up capabilities and a 
broader funding base if Europe is to emerge as a leader in biotech. Among the rec-
ommendations, three stand out: “go global”; “incubate innovation”; and “invigorate 
public markets” to combat market fragmentation and maximise knowledge sharing 
to make private- and public-funding schemes globally competitive. 

7 For example, they could opt for their data be used only for the specifc study for 
which it was collected; alternatively, they could allow data to be used in future studies 
relating to a specifc disease. A third tier could allow research to use the data for any 
health-related study, which would be similar to broad consent. 
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5 
AFRICAN MICRO, SMALL, AND 
MEDIUM ENTERPRISES NEED TO 
DIGITALLY TRANSFORM TO BENEFIT 
FROM THE AFRICA CONTINENTAL 
FREE TRADE AREA (AFCFTA) 

Tunde Fafunwa and Fola Odufuwa 

5.1 Introduction 

While there is no standard defnition for micro, small, and medium-sized 
enterprises (MSMEs), the World Trade Organization (WTO) defnes small to 
medium-sized enterprises as companies with 10–250 employees, and companies 
with less than 10 employees as micro enterprises. The overwhelming numbers of 
businesses in the MSME category are micro and small (less than 100 employees). 
Micro, small, and medium-sized enterprises (MSMEs) account for up to 70% of 
total employment and 50% of GDP in African countries (UN 2021). Successful 
digitalisation of MSMEs would have extraordinary direct and indirect benefts 
for job growth and economic gains. 

This chapter examines how the digital transformation of African micro, 
small, and medium-sized enterprises (MSMEs) would allow them to beneft 
from the AfCFTA. It investigates the current state of digitalisation in MSMEs 
and the sophistication and complexity of the AfCFTA protocols. The neces-
sity of digitalising for MSMEs to participate and beneft from the reduced trade 
barriers that the AfCFTA ofers is explored. The example of the South African 
Development Community (SADC) is used to illustrate the benefts of regional 
cooperation in unlocking the benefts of the AfCFTA for MSMEs. Finally, the 
value of EU–Africa cooperation to open African markets and platforms for 
MSME participation is addressed. 

Section 5.2 reviews the basis of the AfCFTA and its relationship to businesses. 
The AfCFTA is an agreement to boost trade between African countries by reduc-
ing trade barriers. The treaty came into force as an agreement of 54 African gov-
ernments in 2019. Initial trading under the agreement commenced in January 
2021, with the completion of an e-commerce protocol expected in 2022. The 
AfCFTA holds great promise as a marquee for driving the next wave of Africa’s 

DOI: 10.4324/9781003274322-5 

https://doi.org/10.4324/9781003274322-5


   

  

  

African MSMEs Need to Digitally Transform 67 

growth. Anchored on the prioritisation of intra-African trade, regional collabo-
ration, industrialisation, and economic diversifcation, the free trade agreement 
could consolidate the continent’s markets by developing regional and specifc 
value chains. It could also ofer new opportunities to the private sector and 
MSMEs in particular to scale their businesses and access large and more lucrative 
African markets. 

Section 5.3 examines the current state of digitalisation in MSMEs and the role 
that regional bodies such as the SADC can play. MSMEs make up 90% of frms 
and 60% of all private-sector employment in Africa (ITC 2020). The vision of 
the AfCFTA is to “create one African market” and encourage MSMEs and large 
producers to originate and conclude deals among themselves. For this vision to 
be realised, MSMEs must have digital ecosystems, including e-payments, and a 
wholesale marketplace (Business to Business (B2B)) such as Alibaba and others. 
Through collaborative platforms like these, suppliers and buyers could have a 
“say” in the operation of the system, and an “ownership stake” in the long-term 
benefts. This section examines a dilemma: while the AfCFTA is designed to get 
African countries to trade in goods, the continent’s manufacturing base is weak. 
Currently, South Africa, Egypt, and Nigeria together control 56% of the share 
of manufacturing in African GDP (Signé, 2018). African economies are domi-
nated by highly fragmented MSMEs and a public sector that struggles to imple-
ment progressive policies even when formulated. National digital ecosystems are 
underdeveloped in most African markets. 

Notwithstanding these challenges, Section 5.3 argues that digitalisation can 
enable MSMEs to seize the unprecedented opportunity that the AfCFTA repre-
sents. Digitalisation, in our view, is the transformation of a capacity, process, or 
sector through digital processes or technologies to provide new value or benefts. 
The implementation of the AfCFTA will open new possibilities in digitalisation 
for the African continent. 

The last section issues a set of recommendations for policymakers and 
addresses the role of EU–Africa cooperation. The section engages notably with 
the value of EU–Africa cooperation in MSME capacity development and sup-
porting access to African markets and platforms. 

5.2 The AfCFTA and African Enterprises 

5.2.1 The Promise of the AfCFTA 

The AfCFTA architecture consists of a solid set of negotiated agreements and 
protocols which intend to create a liberalised single market for African goods and 
services (AU, 2018). The agreement lays the basis for the structural transformation 
and diversifcation of African economies, and the competitiveness of the public 
and private sectors. The AfCFTA seeks to promote, inter alia, regional integra-
tion and collaboration, the development of new value chains, and the establish-
ment of a Digital Single Market (DMS). Following the fnalisation of Phase I 
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negotiations the Protocol on Trade in Goods, the Protocol on Trade in Services, 
and the Protocol on the Rules and Procedures on the Settlement of Disputes 
were ratifed. Phase II negotiations are still ongoing and focus on Protocols 
on Investment, Competition, and Intellectual Property Rights (AU, 2020b). 
The African Union (AU) further mandated negotiations on an E-Commerce 
Protocol for Phase III. In light of the COVID-19 pandemic and the heightened 
importance of online, virtual, and digital services, the AU stated that the proto-
col would be completed by December 2021. However, as of January 2022, Phase 
II negotiations were widely reported to be well advanced, but not complete, with 
Phase III yet to be fully underway. 

However, the AfCFTA is much more than an agreement between nations on 
trade liberalisation. It is bringing about deep and unprecedented commercial and 
regulatory arrangements between nations on real-world and digital trade which, 
as they materialise, will be a watershed achievement for the African continent. 
Presently, there is no single platform, digital or physical, connecting 1.2 billion 
Africans through which African buyers can purchase goods or services from 
African sellers. Overall, e-commerce is limited. Though Nigeria, South Africa, 
and Kenya account for 50% of online retail sales (ITC, 2020, p. 2), only 1% of 
Africa’s e-commerce marketplaces are responsible for 60% of website visits (ITC, 
2020, p. 8). Furthermore, only 11% of African marketplace websites allow for 
fnancial transactions. The AfCFTA could thus lead to a signifcant boost to 
African e-commerce through its intergovernmental structures and provisions for 
digital identities, cross-border payments, and mutual recognition, among others. 

The AfCFTA came into force on 1 January 2021. However, early adoption is 
slow as the agreement’s protocols are still being negotiated. Various optimistic 
models estimate that the AfCFTA’s positive impacts within the frst ten years of 
implementation could include a 52% rise in intra-African trade (Fofack, 2020), 
annual growth in GDP of up to 0.97% for the region (Mesut, Peters and Knebel, 
2018), and that consumer and business spending could reach a combined value of 
USD 6.7 trillion (Signé and van der Ven, 2019). African countries are projected 
to achieve gains from exports of up to 2.2% or USD 56 billion by 2040 (ECA, 
2020c). 

5.2.2 Characterising African Enterprises 

AfCFTA’s post-implementation success critically depends on the involvement 
and active participation of the private sector, which drives the economic growth 
and development of African countries (ECA, 2020a). Developing and digitally 
enabling this pivotal sector and onboarding informal MSMEs are essential to 
improve the quality of life for Africa’s citizens as envisaged through the AfCFTA. 

According to the International Finance Corporation (IFC 2020), 1,100 com-
panies with annual revenues over USD 500 million are operating in Africa. 
These large corporations are likely to be early players in the AfCFTA as they 
have the capacity and resources to access and exploit new opportunities across 
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a wider array of markets. However, most private businesses are not at this scale 
and fall within the band of MSMEs. Yet, these smaller frms constitute the real 
backbone of African economies as they make up at least 90% of businesses and 
60% of jobs on the continent (ITC, 2018b). 

Due to their smaller sizes and restricted ability to scale, MSMEs generally 
work under tough conditions and business environments. The vast majority falls 
within the informal sector, which further impedes their capacity and capability 
to participate in the AfCFTA. The informal sector is generally defned as the 
segment of the economy that is neither taxed nor monitored by the government 
(ILO, 2017, p. 11). In Southern Africa, an average of 83% of all enterprises are 
informal (Table 5.1). 

Constraints in the business environment hinder value-adding activities, limit 
growth, and thus impede many micro and small operators’ development into 
medium-sized or large enterprises. The contrast of an exceedingly large number 
of smaller frms set against a rather small number of medium or large corpora-
tions is a phenomenon described in a UNECA report as the “missing middle” 
(ECA, 2020a). 

Despite these limiting factors, MSMEs make a signifcant contribution to 
SADC economies reaching up to 70% in Zambia, 50% in Zimbabwe, 40% in 
Mauritius, and 34% in South Africa (ECA, 2020b). Lower numbers refect econ-
omies with less dependence on MSMEs. According to OECD, 22% of new jobs 
in Africa are being created by smaller businesses that have been formed in the last 
fve years (AUC and OECD, 2019). 

5.3 Digitalisation and MSMEs 

5.3.1 The Function of Digitalisation 

The AfCFTA strongly depends on the digitalisation of the public and private 
sectors. Digitalising the national economy improves public and private access 
to platforms, data services, and online applications. A digitalised public sector 
will in turn facilitate crosscutting support for value chains and critical areas of 

TABLE 5.1 MSMEs in Southern Africa 

No. of MSMEs Percentage of unregistered MSMEs 

South Africa 5.8 m Zambia 90 
Zimbabwe 3.5 m Malawi 89 
Tanzania 3.1 m Mozambique 87 
Malawi 1.6 m Tanzania 86 
Lesotho 76,068 Zimbabwe 85 
Eswatini 68,000 South Africa 84 

Lesotho 81 
Eswatini 75 
Mauritius 70 

Sources: Finmark, 2012; 2015; 2017; 2019; IFC 2018; MCTA 2008; MTI 2012 
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the economy including agriculture, education, fnance, and health – to list a 
few. In the private sector, there is mounting evidence that digitalisation and 
digital business solutions increase the productivity, capital, and revenue of enter-
prises (World Bank, 2020). Digitalisation has been proven to transform indus-
tries, value chains, and economic segments including the MSME sector (Disse 
and Summer, 2020). A recent study using World Bank Enterprise data for 266 
economies demonstrated that the business use of email in communicating with 
suppliers and clients, ownership of a business website, or newer equipment or 
technologies by medium-sized enterprises had positive efects on employment 
growth (Ndiaye et al, 2018). 

The Digital Transformation Strategy for Africa (DTS) (2020-2030) (AU, 
2020a) was adopted at the February 2020 AU Summit in Addis Ababa. The 
strategy identifes several key pillars and crosscutting areas required for digital 
transformation on the continent. These include skills, infrastructure, regulation, 
innovation and entrepreneurship, and identifcation, amongst others. The inno-
vation and entrepreneurship pillar focuses on the importance of MSMEs. 

Yet, central to the DTS is the need for mutual recognition, regional integra-
tion, and standardisation of existing digital projects and systems. Electronic trust 
networks are a key enabler of secure cross-border digital interactions and a main 
building block of the Digital Single Market (DSM) that is hoped will result from 
the implementation of the AfCFTA. 

Evidence suggests that the growing use of digital tools by MSMEs is driven 
by the penetration of mobile networks and the increasing popularity of platforms 
and social media (Partnership for Finance in a Digital Africa, 2019). However, 
it appears that MSME digitalisation is not yet sufciently developed to posi-
tively afect the participation of MSMEs in the AfCFTA in any signifcant way. 
Although government policies favour technology adoption and many private 
sector actors are developing digital capacity programmes, MSME penetration of 
these initiatives is relatively slim. The lacuna in MSME participation in the con-
tinental trade agreement is therefore a real possibility that needs to be envisaged 
and resolved through proactive policymaking. 

Digitalisation can help businesses that want to formalise by facilitating the 
identifcation and verifcation of informal enterprises and improving how 
national agencies responsible for MSME development access them. It can reduce 
the distances MSMEs travel to reach the nearest registration ofce, which can 
be hundreds of kilometres in rural Africa. A Banque de France study from 2019 
on the impact of mobile fnancial services found that the adoption of mobile 
money and money credit by MSMEs decreased the size of the informal sector 
by 2.4–4.3 percentage points of GDP between 2000 and 2015 in 101 developing 
and emerging countries – a third of which are in Africa ( Jacolin et al., 2019). 
A non-representative survey of 500 SMEs in Nigeria concluded that digitalisa-
tion has a signifcant impact on small and medium-sized businesses that par-
ticipated in the study. The efects of SME digitalisation included job creation, 
poverty reduction, and the opening up of new business opportunities (Shettima 
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and Sharma, 2018). Furthermore, there is a positive correlation between the use 
of smartphones by Senegalese MSMEs and exporting (Atiyas and Dutz, 2021). A 
2019 survey of Kenyan micro-businesses found increasing use of contemporary 
digital tools and platforms by MSMEs in their day-to-day business activities 
resulting in new opportunities and challenges for their economic and fnancial 
inclusion (Partnership for Finance in a Digital Africa, 2019). Kenyan MSMEs 
use e-commerce marketplaces (Alibaba, Amazon), social media (Instagram, 
WhatsApp, Facebook), and learning channels (YouTube) to source goods, push 
sales, and create better products and services (Gachoka and Won, 2019). 

This trend is not unique to Kenyan MSMEs. Across Africa, MSMEs are going 
online, with the distinction between their online and ofine business activities 
gradually narrowing. According to the World Bank (2019), 29% of MSMEs in 
DR Congo use information and communications technology (ICT) to improve 
business visibility through websites, social media (9%), online training (7%), and 
digital tools to support operations (6%). More than half of Zambia’s SMEs in 
support services report access to a good-quality internet link. This in turn aids 
the use of social media for business promotion (56%) and the development of 
company websites (44%) (ITC, 2018). Around 86% of SMEs that participated in a 
2018 survey of 1,000 business owners in South Africa regularly use smartphones, 
cloud services (22%), and e-commerce (20%) to conduct business (SME Africa, 
2018). In a more recent report, 97% of South African small businesses reported 
that they had invested in new technologies in 2019, with 53% of them citing evi-
dence of signifcant increases in proftability (Xero, 2020). The use of accounting 
cloud packages among the same SMEs rose from 13% in 2017 to 61% in 2019, 
further demonstrating smaller businesses’ growing appetite for digital solutions. 

This is, however, not the whole story. Despite the emerging shift, MSMEs 
are generally not taking full advantage of digitalisation. Financial Inclusion 
on Business Runways (FIBR 2018) posits that only a few MSMEs are using 
advanced digital tools such as subscription services in Tanzania, Ghana, and 
Kenya. A third of South African SMEs that participated in a 2019 survey are 
apprehensive of “being left behind” due to new developments in technology 
(Xero, 2020). Stakeholders point to increasing exposure by MSMEs to online 
fraud, misinformation, and disinformation as challenges to digital adoption by 
smaller enterprises. 

The use of digital tools by MSMEs appears to be driven by the penetration of 
mobile networks, the increasing popularity of platforms and social media as well 
as government policies that may favour technology difusion. MSMEs’ adoption 
of digital technologies relevant to the AfCFTA, however, is relatively thin – 
even in the leading countries. In addition, although MSME-development strate-
gies based on ICTs, technology, or digitalisation may be referenced in national 
MSME policy documents, active measures to aid the digitalisation of MSMEs 
tends to be inefective; if they are implemented at all. Presently, there is a widen-
ing gap between countries with signifcant advancements in legislation, policies, 
and infrastructure promoting the digital economy and those that are trailing. 
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Countries that have embraced digital realities such as Mauritius, Kenya, Nigeria, 
South Africa, and Rwanda are making good strides to reform their respective 
national economies. They are implementing policies that promote growth in 
private sector investments, ease of doing business, ecosystems of innovation, 
infrastructure implementations, and take-up of digital services by the popula-
tion. For instance, internet penetration in Northern and Southern Africa is pres-
ently 50% and 51% respectively. In contrast, this fgure is just 12% for Central 
Africa, meaning that more work needs to be done by way of policy formulation 
and infrastructure implementations to lift that region into the digital economy 
(Hootsuite, 2019). Indeed, perhaps due to digital under-development and other 
factors, many private enterprises are not currently informed of the imminent 
implementation of the AfCFTA. A 2020 survey of MSMEs in manufacturing, 
wholesale/retail, agriculture, and services in Nigeria found that 75% are not 
aware of AfCFTA (NACCIMA, 2020), signifying acute policy gaps in commu-
nication and engagement that need to be addressed if the continental agenda shall 
be successful from the onset. 

This discussion notwithstanding, digitalisation alone cannot resolve all chal-
lenges that MSMEs in Africa face. According to Gillwald, Moyo, and Stork 
(2012), digitalisation usually occurs within the context of a national digital 
ecosystem enabled by coherent policies. This creates a universe of high-quality 
interconnected networks, services, applications, and content that are available for 
diferent types of users and uses. This ecosystem should create (or update) digital 
skills, digital workers, and digital communities of innovation and local entrepre-
neurship – together with enhanced capacities for digital regulations and policy-
making. When combined with a complementary suite of policies and incentives 
that overcome regulatory challenges, digitalisation can create an unprecedented 
opportunity for governments to formalise and upgrade the MSME sector. 
Incentive-based online platforms can be created to make the registration of 
informal enterprises easier. For illustration, Benin increased the registration of 
informal businesses by 16.3% by ofering free training programmes with online 
bank account opening (IMF, 2020). 

5.4 Building Africa’s Manufacturing Capabilities 

Digitalisation and the implementation of the AfCFTA will improve the com-
petitiveness of African manufacturing. The literature posits that African manu-
facturing is presently weak and non-competitive (Lopes and Willem te Velde, 
2021). This is not the case with African commodities – as most economies are 
yet to diversify from their high resource- or agriculture-bases. For example, 
Zambia assessed the readiness of the country’s exporters for the AfCFTA and 
reported that “the greatest limitation to export growth is not market opportu-
nity but limited domestic supply capacity” (MCTI Zambia, 2020). This rings 
true for much of Africa. Africa’s manufacturing value added (MVA) slipped 
from 16.3% to 9.7% in the 20 years from 1990 to 2010 and currently stands at 
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11.3% (World Bank, 2021). SADC manufacturing value-added as a proportion 
of GDP has similarly declined from 12.4% in 2009 to 10.9% in 2019 with 
Botswana, Zambia, Angola, and Tanzania lagging (SADC, 2021). Though 
South Africa is the dominant economy in the region with a well-developed tel-
ecom, energy, and physical (road, water, and train) infrastructure, the growth 
of its manufacturing sector has been almost negligible in recent years (SADC, 
2021). 

There is a growing use of ICTs in manufacturing in many countries. It would 
appear that this rise is due to an adaptation by local enterprises to global trends 
rather than a response to any explicit digital policies that specifcally promote 
digital manufacturing. Yet, the AfCFTA depends on the industrialisation of 
Africa and the domestic production of local “Made in Africa” goods, which 
must be competitive to thrive in cross-border markets. Diversifed economies 
with a solid industrial base producing locally manufactured goods will be the 
early benefciaries of the AfCFTA (UNCTAD, 2019). 

5.5 COVID-19 and Digitalisation 

While COVID-19 has posed a huge challenge in every area of life, the pandemic 
is accelerating the digitalisation of businesses through increased uptake of digital 
tools and remote working. Much of the digitalisation of society and enterprises 
is taking place regardless of government policy. Since the start of the pandemic, 
digital adoption is estimated to have jumped ahead to where it was expected to 
be in 2023 or even 2024. Apart from the well-known examples of education 
moving into the virtual space, the adoption of digital technologies, including 
basic e-commerce, and digital payments by the African private sector, has also 
signifcantly increased. Twenty-fve per cent of Africa’s MSMEs scaled up their 
use of digital tools during the pandemic, with women-owned MSMEs demon-
strating as much interest in digitalisation and digital upskilling as MSMEs led by 
men (IFC, 20201). 

In an ECA business survey conducted in March 2021, 61% of frms reported an 
increase in online sales since the start of COVID-19. In reaction to the crisis, 61% 
of micro-sized enterprises and 75% of businesses in the goods sector identifed 
online selling as a major new opportunity area (ECA, 2021). Although COVID-
19 exacerbated the vulnerability of the private sector and MSMEs, the increased 
digitalisation spurred by the outbreak appears long-lasting. Accordingly, it leads 
to greater use of technology which may result in advantages in new business 
models and practices, and help African economies to build back better. 

Based on these developments, two key questions arise: 

(1) How to sustain MSMEs’ transition to digitalisation that arose from the shock 
and realities of the pandemic? 

(2) How to provide institutional support to African economies to help them 
build back better? 
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COVID-19 is an opportunity to accelerate the digitalisation of MSMEs. 
Governments should seize this opportunity and ofer fnancial support and incen-
tives, online information services, and toolkits; set up digital teams to directly 
assist MSMEs with digitalisation and formalisation; and develop capacity build-
ing and training programmes to help businesses overcome the challenges created 
by the pandemic. As a result, increased digitalisation of MSMEs, arising from 
the outbreak of COVID-19, could become long-lasting and lead to greater use of 
technology, new business models, and sustainable trade practices. 

5.6 MSMEs and the AfCFTA 

5.6.1 Integrating African MSMEs into the AfCFTA 

Although the AfCFTA is designed to bring African countries together in a 
way never seen before, there are presently no direct provisions or institutional 
arrangements particularly targeted at the inclusion of MSMEs in the continental 
single market. Therefore, MSMEs may fnd it difcult to participate and take 
advantage of the AfCFTA without signifcant digitalisation upgrades, capacity 
development, and institutional support, leading to the removal of barriers to 
doing business across borders. 

From a review of the agreement and negotiated protocols, the AfCFTA pro-
visions for MSMEs appear elementary rather than revolutionary. For instance, 
the Protocol on Trade in Services seeks to channel the potential and capacities 
of MSMEs to participate in regional and global value chains but the strategies 
detailing how this would be done are not clear. Article 27 (2d) of the Protocol 
directly mandates countries to give specifc attention to formal and informal 
MSME service suppliers, especially those owned by women and youth (African 
Union, 2018). But the national or regional mechanisms to implement this policy 
are not specifed and still need to be worked out. It is thus not clear how informal 
MSMEs could actually participate in the AfCFTA. 

The ability of African MSMEs to participate in the AfCFTA (even if they 
digitalise) is presently limited by diferent critical factors: 

● The high costs of doing business at home, which are partly due to the over-
bearing way MSMEs are licensed, taxed, and regulated particularly, which 
altogether lead to high input costs. 

● The limitations and barriers encountered in cross-border trading. The 
movement of goods and services between countries – a central premise of 
the AfCFTA – is presently afected by the prevalence of Non-Tarif Barriers 
(NTBs) and Non-Tarif Measures (NTMs) in most countries. Across Africa, 
there are trade disputes between countries leading to the closure of borders 
and restriction of trade, which, if unresolved, will continue to afect MSMEs 
and intra-Africa trade in undesirable ways. African governments are gener-
ally reluctant to open up their domestic markets to external competition or 
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players from other African countries. For example, cabotage restrictions that 
limit the ability of a company to move goods and services into another coun-
try will prevent e-hauling tech companies that facilitate factory-to-retail 
distribution from scaling across borders contrary to the goals of the AfCFTA. 

Liberalisation will positively lift national e-commerce ambitions by ena-
bling a coordinated fow of cross-border goods, allowing consumers in one 
country to be able to purchase goods and services from another country. 
These cross-border exchanges are presently not possible under existing busi-
ness and regulatory environments. 

● Inadequate business support and trade facilitation. More importantly, 
although AfCFTA was designed to enable African enterprises to do business 
among themselves, there is an underlying assumption that MSMEs can and 
want to internationalise. However, evidence suggests that MSMEs may not 
be able to trade across borders on their own, even if they digitalise, with-
out signifcant assistance in digital upskilling, trade facilitation, e-commerce 
policy support, and access to fnance. Likewise, they will need access to 
information exchanges for price and opportunity discovery, and infrastruc-
ture improvements to aid cross-border logistics. 

African policymakers are in uncharted territory concerning the implementation 
of the AfCFTA. All the AfCFTA agreements and negotiated protocols should 
contribute to the reform of the public and private sectors and positively afect 
MSMEs when operationalised. Still, MSME-focused institutional coverage is 
required, and the interests of MSMEs need to be directly acknowledged and 
considered in the development of regional and national strategies for implement-
ing the free trade agreement. MSMEs need external help in virtually all African 
countries without which their participation in the AfCFTA is likely going to 
be feeble. The assumption that MSMEs will automatically participate in the 
AfCFTA when countries improve their domestic business environments may be 
overly simplistic or even far-fetched. 

5.7 Recommendations for Policymakers 

5.7.1 Supporting African Policymaking Bodies to 
Aachieve AfCFTA – MSME Connections 

The success of the AfCFTA depends heavily on African national governments 
liberalising their markets and adopting digitally biased MSME policies. There is 
overwhelming evidence of a disconnect between the apparent sound commit-
ment by many African governments to good policies and the practical imple-
mentation of those policies, attributed to inefective institutional capacity or 
weak political economy environments (Lopes and Willem te Velde, 2021). 

Nearly all African countries have established MSME policies and business devel-
opment and support programmes, but implementation and practice often fall way 
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behind government objectives. Furthermore, most national MSME policies were 
developed pre-AfCFTA and need to be updated to get them ft-for-purpose for 
the continental trade arrangements. There is a real possibility that MSMEs may be 
unwittingly “left behind” as the operationalisation of the AfCFTA goes forward. 
There is thus a case to be made for the creation of institutional structures to support 
the integration of MSMEs into the AfCFTA – though the form and nature of how 
to do this may be debated. It appears that without such structures the AfCFTA’s 
potential to beneft MSMEs will be signifcantly reduced. Consequently, to efec-
tively support the development and digitalisation of the MSME sector, it does not 
sufce to anchor AfCFTA implementation on a business-as-usual policy approach. 

5.7.2 Going Forward 

Four areas need to be addressed to guarantee the AfCFTA’s success in accel-
erating digital transformation. First, it is essential to resolve incoherence and 
inconsistencies within and between national regulatory systems relating to 
e-commerce. Key areas for creating an enabling digital environment are eTrans-
actions, ePayments, Data Protection, and Cybersecurity. According to the World 
Bank (2021), most lower- and middle-income countries have defciencies in one 
or more of these areas. National reform addressing these defciencies could then 
ft into making the AfCFTA work at the continental level. 

New frameworks are emerging to develop digital regulatory environments 
that are progressive, holistic, and collaborative. These new approaches recognise 
the complex, fast-changing, and often confusing environment in which tech-
nological innovation and digital services are created, managed, and controlled. 
In addition, collaboration across public, private, and civil sectors plays a pivotal 
role in delivering and generating a successful and inclusive regulatory environ-
ment. Most importantly, these new frameworks put people and the common 
good closer to the central purpose of regulation. 

One such framework is the International Telecommunications Union’s (ITU) 
G5 (ffth generation) regulation (ITU, 2020b). The ITU’s G5 benchmark for 
collaborative regulation provides new regulatory perspectives and tools, road-
maps for navigating digital transformation, and evidence-based exploration of 
the future of markets and regulation. The G5 approach supports “leap-frogging” 
over previous generations of regulation, particularly G3 (third generation), which 
emphasises a siloed approach to access, innovation, investment, competition, and 
consumer protection. The ITU identifed several African countries that success-
fully forged ahead in specifc areas or overall, including Kenya, Morocco, and 
Botswana. Regional bodies such as the AU and the UN Economic Commission 
for Africa (ECA) can play a signifcant role as facilitators and enablers of solu-
tions of this nature, by using their convening power to engage and support the 
member states actively. 

Second, a cohesive, standards-based purchasing initiative should be modelled 
on the digital online trading platform approach of the African Medical Supply 
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Platform (AMSP). AMSP was created in mid-2020 and is run by the Africa 
Centres for Disease Control and Prevention through the AU, with support from 
the UN ECA. It receives funding from the African Export-Import Bank. 

AMSP has created a bulk online purchasing power platform for African gov-
ernments to secure medical supplies. At a time when the price of medical masks 
increased sixfold, AMSP was able to ofer producers larger, more reliable, orders, 
while simultaneously ofering buyers stable lower prices. This could be achieved 
by automating the aggregation of orders, digitalising back-end processes, pro-
viding transparency, and creating a “trusted” environment for African countries 
to efectively compete for goods while benefting from competitive wholesale 
prices. Practical AfCFTA complexities as to how one country will recognise and 
allow MSMEs in another to play in its markets may be better treated under this 
kind of platform approach. 

AMSP has shown that when African countries come together, signifcant 
breakthrough initiatives can be achieved. There is reason to believe that no sin-
gle nation would have been able on its own to successfully handle the outbreak 
of COVID-19 without the sort of resources and institutional arrangements that 
AMSP made available for the entire continent. In unlocking the digital transfor-
mation, there is much to be learned from this unique crisis-driven innovation. It 
created a continent-wide digital platform, including a “made in Africa” section, 
all virtually, without any in-person meetings. 

Third, a sustained “mass market” approach to bringing MSMEs online and 
into the formal economy is needed. Eforts by Microsoft, Cisco, and others to 
onboard MSMEs onto the web and e-commerce should be expanded to also 
include African platforms. For example, Microsoft’s 4Afrika initiative invests in 
start-ups, partners, small-to-medium enterprises, and youth and claims to have 
trained 1.6m individuals across Africa to date since 2013 (Microsoft, 2021). Cisco 
has shown a commitment to training students on its technology, with almost 
700,000 students trained since 1998, and a further commitment to training an 
additional one million students between 2020 and 2025 (Cisco, 2019). 

More recently, social enterprises like Potential.com, are making a broad set of 
business, management, and e-commerce tools and capabilities available to SMEs 
for free. This efort, if expanded and combined with the establishment of local 
SME hubs as proposed by the International Chambers of Commerce (ICC) and 
sustained over the medium term, could also provide the kind of scale required 
for a mass migration of SMEs online. 

Finally, direct linkages between the state, private sector, and civil society 
are required. Public–private partnerships (PPP) can be a critical mechanism to 
leverage scarce public funding, with private sector capital and innovation. The 
need to balance the PPPs’ public benefts with private profts is well understood. 
However, the opportunity to both validate the public beneft and deepen it by 
adding civil society operating at the community level is frequently overlooked. 
Civil society organisations (CSOs) provide two vital and unique success fac-
tors. First, they are typically integrated or embedded with diferent communities 

http://www.Potential.com,
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and therefore can better represent and articulate their needs. Second, CSOs can 
play a critical role in validating the expected benefts of the implementation 
mechanisms and programs. Therefore, CSOs constitute the critical “third leg” 
required for sustainable success. Digital tools and services including moderated 
chat groups, online workshops, webinars, and communication platforms can 
facilitate engagement and dialogue between stakeholders. The public sector must 
retain leadership, accountability, and oversight capabilities for creating an ena-
bling environment and ecosystem. Meanwhile, the private sector has a crucial 
role in the design, management, operations, and delivery of digital systems. The 
participation of civil society in the design and monitoring of how these systems 
are utilised is critical. Without CSOs as the essential “third leg”, any recommen-
dation for an inclusive continent-wide strategy may not work. 

5.8 EU–Africa Cooperation 

EU–Africa cooperation could play a fundamental role in accelerating digital 
transformation through the AfCFTA. SMEs form the core of the EU economy. 
In the EU they employ more than 100 million people, account for 99% of all 
businesses, and generate more than 50% of the region’s gross domestic product, 
with high priority given by European policymakers to both digitalisation and 
access to global markets (European Commission, 2021). The EU Digital Services 
Act and Digital Markets Act aim to put people frst in policies and frameworks 
for fair, interoperable platforms. This is also consistent with the European Digital 
SME Alliance, whose principles seek to ensure that SMEs can beneft from and 
compete online via a level playing feld. Therefore the EU brings a deep under-
standing of the vital role SMEs play in economic growth and prosperity. At the 
same time, according to Eurostat (2021), Europe was Africa’s largest trade partner 
with a 28% share of exports and imports. Much of this trade entails the export of 
commodities and primary goods from Africa to Europe and import into Africa 
of manufactured goods. While the amount and percentage of digital transactions 
are difcult to ascertain, most indications are that these currently make up a small 
part of EU–Africa trade, but this is likely to grow signifcantly going forward. 

However, for EU–Africa digital trade to grow signifcantly, several barriers 
must be overcome. One of the critical barriers that African businesses must navi-
gate and master to do business with the EU is data protection, notably the EU’s 
General Data Protection Regulation (GDPR). While the EU is a frontrunner for 
personal privacy and data protection, the regulatory environment is complex, 
challenging, and time-consuming to master, and requires signifcant resources 
to build and maintain compliance. For data services and transactions, these rules 
are non-negotiable. EU–Africa cooperation could provide a facility to support 
the training, access to resources, and compliance certifcation for African MSME 
businesses. Online self-paced tutorials and training modules, particularly in local 
languages, and an interactive tool for checking compliance would go a long way 
to getting MSMEs over the digital business divide. 
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Many policymakers in Africa fnd the dynamic, complex, constantly evolving 
data and technology environment daunting. EU–Africa cooperation could pro-
vide an interactive channel for sister institutions and policymakers in the EU and 
Africa to engage in a constructive dialogue, and jointly explore how to regulate 
digital technology for the common good. In doing this, it is vital to guard against 
isomorphic mimicry (Andrews et al., 2017) – a situation where “best practices” 
are replicated in form but not in function. Unfortunately, this situation is all 
too common where processes and institutions are copied but lack the necessary 
depth of experience, expertise, and independent authority to make them truly 
successful. What is needed is to fund platforms and frameworks that enable poli-
cymakers to meet, engage, and interact in structured peer learning exchanges. 
Well-structured peer exchanges with expert input and two-way dialogue that 
interrogates complex digital policy issues among practicing policymakers are 
essential to creating successful “African solutions to African problems”. 

Policies and regulations are only part of the picture; investment is needed to 
create and extend digital infrastructure, digital services, and digital innovation. 
On the continent, there are more than 630 tech and innovation hubs and a vigor-
ous fntech sector. Innovation is required, particularly for interconnected e-pay-
ments systems and digital services. The EU–Africa cooperation can encourage 
Series A and B funding and spur private equity investment by supporting the 
dissemination of factual data, to counter some of the risk premium generated due 
to the information gap that exists for potential investors. 

Innovative funding models are already emerging, such as from the World 
Economic Forum (WEF). WEF created the EDISON Alliance, a large global 
alliance to improve the lives of one billion people globally through afordable 
and accessible digital solutions. As part of this initiative, the green and sustain-
able bond framework was adopted as a template to create a Guidebook to Digital 
Inclusion Bond Financing (WEF, 2021). The guidebook supports companies in 
raising money for projects around digital infrastructure and services by issuing 
digital inclusion bonds specifcally for that purpose. EU–Africa cooperation ini-
tiatives could advocate this approach with a focus on collaborative B2B platforms 
that bring a broad range of MSMEs into the digital and e-commerce marketplace. 

Finally, the creation of a DSM is a stated priority of the African Digital 
Transformation Strategy, the African Union, the ECA, and is supported by the 
EU. A DSM could help overcome the small market sizes, and difering regu-
lations, that currently constrain investment in many African tech businesses. 
Providing fnancing instruments, such as guarantees and blended fnance, for 
cross-border digital investments, and improving links to the EU single market 
would go a long way to accelerating the DSM (Daniels et al., 2020). 
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6 
DIGITALISATION, GLOBALISATION, 
AND COVID-19 

Unpacking the Opportunities for 
African Labour Markets 

Karishma Banga 

6.1 Introduction 

The African economy has been hard-hit by the COVID-19 pandemic; real GDP 
in Africa was projected to grow by 3.4% in 2021, after contracting by 2.1% in 
2020 due to COVID-19. In the same year (2020), working hours across the 
continent declined by 7.7%, and an estimated 29 million African jobs may have 
been lost (World Bank, 2021). Amidst this downwards trend, some segments of 
the global economy have been worse hit than others – particularly the infor-
mal sector, labour-intensive manufacturing, and micro, small and medium-sized 
enterprises (MSMEs). In contrast, COVID-19 has given a boost to the demand 
for ICT and ICT-enabled services, with global ICT services exports reaching 
USD 676 billion in 2020 (UNCTAD, 2021). Leveraging digital transformation 
and digital trade in Africa has been increasingly touted as a crucial mitigating 
pathway from the economic efects of COVID-19. Digitalisation in sub-Saha-
ran Africa (SSA), for instance, is estimated to increase growth by nearly two 
percentage points and reduce poverty by one percentage point a year (World 
Bank, 2019), with the efect being doubled if paired with stronger investments 
in human capital. 

The EU has historically been an important economic partner for Africa; it is 
the largest investor, with its foreign direct investment stock in Africa reaching 
EUR 222 billion (UNCTAD, 2018). The post-COVID-19 recovery of African 
trade is also signifcantly linked to European production and trade recovery, 
given the close integration of African frms within Europe-led supply chains. 
Of all African value added in exports, a sizeable 62.8% is embedded within EU 
exports (Figure 6.1). The EU is also an important partner for trade in services for 
Africa, accounting for 32% of Africa’s total services exports and 44% of informa-
tion and communications technology (ICT) exports (Figure 6.2). The digital 
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FIGURE 6.1 African VA, by Partner Economies. Source: Data from Banga et al. (2020). VA 
is value-added. 
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FIGURE 6.2 EU’s Share in Africa’s Export of Services. Source:Author, constructed from 
BaTIS. 

sector in Africa has, however, been dominated by China’s presence; around 70% 
of the continent’s 4G networks, for instance, have been supported by Chinese 
investment (Mackinnon 2019). 

There is much scope for developing an efective cooperation between the 
European Union (EU) and African Union (AU) in supporting digital transfor-
mation on the continent. The EU has identifed digitalisation as an important 
area in development cooperation and recognised the need for mainstreaming 
digital technologies and services in EU development policy (ETTG, 2020). 
In particular, the Joint Communication by the European Commission to the 
European Parliament and the Council in 2020 proposed action on partnering 
with Africa to boost the continent’s digital transformation (EU, 2020). The Joint 
Communication recognised the need for the EU–AU partnership to leverage 
its close ties and geographic proximity to enhance economic opportunities and 
decent job creation on both continents, including through boosting trade and 
sustainable investments in Africa and advancing regional and continental eco-
nomic integration (EU, 2020). The increased interest in the digital economy 
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on the African continent due to economic efects from COVID-19, coupled 
with the upcoming e-commerce negotiations in the AfCFTA, presents a unique 
opportunity for the EU to share lessons on creation of digital single markets and 
regulatory frameworks and to build digital cooperation with the AU. Several 
EU member states have already committed to supporting the growth of e-com-
merce in Africa, as noted in their Digital for Development (D4D) strategies. For 
instance, Germany and the Netherlands are supporting UNCTAD’s Rapid eTrade 
Readiness Assessments of Least Developed Countries programme, which aims to help 
countries in identifying barriers to e-commerce development and proposes tai-
lored solutions. Make-IT in Africa, funded by the German Federal Ministry for 
Economic Cooperation and Development (BMZ), is another good example of a 
tech entrepreneurship initiative promoting digital innovation for sustainable and 
inclusive development in Africa by facilitating better access to fnance, markets 
and skills. At the continental level, the recently launched D4D Hub emphasises 
the need for an African Digital Single market, while GIZ has partnered with 
the AU on another project called Data-Cipation, which takes a citizen-centric 
approach in digital projects for facilitating good governance (GIZ, 2018). 

But digital transformation in Africa will require more targeted investments, 
informed by careful analysis of policy and regulatory readiness for technology 
sustainability and its inclusive engagement. There is a persistent digital divide, in 
both access and use of technology; for instance, 82.5% of Europeans had access 
to the internet in 2019, but this falls to less than 30% of the African population 
(ETTG, 2020). Even at the same level of internet penetration, SSA countries 
beneft less in terms of manufacturing productivity gains, due to an overall lack 
of physical infrastructure and absorptive capacity (Banga and te Velde, 2018). 
This two-pronged digital divide is likely to have important distributional efects 
in terms of exacerbating the existing socio-economic divides, both between 
Africa and the rest of the world, and within African countries. 

This chapter focuses on leveraging the EU–AU partnership for targeted digi-
tal interventions that can boost job creation in Africa. It provides a holistic and 
nuanced understanding as to how labour markets in African countries are chang-
ing against the backdrop of digitalisation, globalisation, and COVID-19, with 
the aim of identifying critical and concrete areas of intervention for the EU–AU 
digital cooperation. This is done by examining the challenges and opportunities 
presented by digital technologies in all three sectors – agriculture, manufac-
turing, and services – and analysing how the EU–AU digital cooperation can 
facilitate structural transformation on the African continent by increasing both 
within-sector and across-sector productivity gains. Such structural transforma-
tion is critical for the creation of more productive and decent jobs in Africa 
(Oqubay and Ohno, 2019). Section 2 examines the role of digital transforma-
tion in boosting job creation in the agricultural sector. Section 3 analyses the 
potential of manufacturing-led recovery, while Section 4 identifes new avenues 
unlocked in the services sector due to digitalisation, further accelerated by the 
pandemic. Section 5 presents concluding remarks. 
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6.2 Digitalisation and Agriculture-led Employment 
Growth in Africa Post-COVID-19 

Agriculture historically accounts for a large share of export earnings in many 
African countries– for instance, 65% in Kenya and 84% in Ethiopia – as well 
as of employment. While the agricultural sector continues to account for more 
than 50% of the sub-Saharan African workforce, employment in the sector has 
declined by roughly 18% over the last 20 years (World Development Indicators, 
2021). The agricultural sector in African countries has also witnessed several sup-
ply-side shocks during the pandemic; including (a) lower access to markets due to 
restrictions on movement, closure of markets and business, and serious declines in 
household incomes across communities; (b) lower access to labour during lock-
down; (c) loss of land for farming due to inability to aford rent; and (d) inability to 
top-up mobile phones with credit due to travel restrictions (ibid.). Given that the 
agricultural sector in Africa has traditionally catered to the domestic market rather 
than the export market, it has been relatively less afected by adverse demand 
shocks from the pandemic. In fact, as per World Bank (2021), household employ-
ment in agriculture has risen in Uganda, Nigeria, and Malawi since the beginning 
of the COVID-19 pandemic, with people previously not engaged in agricultural 
activities moving into the sector, particularly into crop farming (World Bank, 
2021). However, in some countries, such as Uganda, there has been a shift towards 
subsistence farming due to the pandemic (Banga et al., 2021). 

6.2.1 Ag-platforms: Opportunities and Challenges 

Leveraging digitalisation for increasing value from the agricultural sector holds 
signifcant potential for boosting employment generation, particularly for post-
COVID-19 recovery on the continent. Digitalisation of the sector can further 
facilitate linkages between the less-formal segments of the sector with more for-
mal and productive segments. 

Digital technologies operating in the African agricultural sector can be 
broadly classifed under fve categories; 

● agricultural digital platforms, primarily driven by software development; 
● agricultural biotechnology, harnessing the strengths of biotech and 

bioengineering; 
● innovative food and farming, which unlock new systems of plantation and 

food alternatives; 
● farm robotics and automation, drawing on mechanical and electronic engi-

neering coupled with artifcial intelligence (AI); and 
● smart warehousing and logistics, consisting of the use of blockchains, feet 

optimisation software and economic resource planning (ERP). 

Among the fve sets of technologies, agricultural digital platforms (here on in 
ag-platforms) have the highest uptake on the continent and therefore hold the 
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most potential in transforming the African agricultural sector and creating new 
employment opportunities (see Table 6.1). The prioritisation of digital platforms 
over other technologies in agricultural value chains has been corroborated by 
Krishnan et al. (2020) in their study of digitalisation in the East African agri-
cultural sector. The authors fnd that the majority of the agri-businesses in East 
Africa – between 66% and 86% of frms – are using data-connected devices, 
such as mobile and web apps, to facilitate information, fnancial and commod-
ity transaction processes along agricultural value chains. However, the use of 
digital platforms on the continent remains fragmented. As of January 2021, 
there were 1,200 digital platforms in Africa, with only fve African countries – 
Nigeria, South Africa, Kenya, Egypt, and Ghana – accounting for 80% of these 
(GSMA, 2021). 

Digital platformisation of the African agricultural sector, whilst holding 
signifcant potential to transform the sector, could exacerbate existing socio-
economic inequalities (Krishnan et al., 2020; Banga et al., 2021). Farmers on 
ag-platforms in Uganda1 did better, in terms of access to trainings and access to 
decent work, but a gender digital divide still persisted (Krishnan et al., 2020). 
Female farmers not only had lower access to the internet than men, but also 
had lower productivity than male farmers, even when using the same platforms. 

TABLE 6.1 Digital Platforms in Agriculture: Pathways for Growth and Job Creation 

Pathway Potential impact on business growth and employment 

Platforms for digital Enabling agribusinesses, cooperatives, nucleus farms and input 
value chain agro-dealers to connect with smallholder farmers; creating 
management efciencies in the supply chains. Improvements in value 

chain quality through enabling higher traceability and 

E-commerce 
accountability. 

Lower transaction costs and information asymmetries; 
platforms connecting smallholder farmers with commercial players. 

Digital platforms can link the informal agricultural sector 
to more productive sectors of the economy and to potential 
markets and lead to increased agricultural regional trade, 

Digital fnancial 
and subsequently jobs. 

Increased resource fows due to mobile technologies in 
platforms farming can increase demand for labour and employment; 

for instance employment increased by 12 percentage points 

Platforms for 
in Kenya due to M-Pesa. 

Access to real-time data, land and weather mapping 
information ag-platforms can increase value-addition and diversifcation 
exchange 

Digital trade 
of functions, creating new and more skilled jobs. 

Introduction of single window for trade facilitation, digital 
facilitation certifcates of origins, electronic cargo tracking and 

development of apps such as Sauti, targeting cross-border 
trade. 

Source: Author, based on a review of literature 
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Ag-platforms also seemed to have increased access to formal work for women and 
youth – i.e. a higher share of platformised women and young farmers received a 
contract for their work than those that were of platforms (ibid.). However, num-
bers remained critically low, indicating that buyer–farmer relationships have not 
yet formalised to the extent of providing contracts, implying low trust in online 
services and e-commerce as well as limited cohesion in the relationship (ibid.). 
Furthermore, digital farming apps are currently unable to live up to their prom-
ise of providing real-time information on weather, soil, pests, and other natural 
factors (an in-turn productivity gains) due to a limited number of mobile towers 
in African rural areas (ibid.). 

A diferent survey of 400 Ugandan ag-entrepreneurs revealed that a major-
ity of digital platform users reported a spike in their use of the platform after 
COVID hit, primarily for searching more information on COVID support 
and to access farming inputs, such as seeds and fertilisers, during the lockdown 
(Banga et al, 2021). Alarmingly, however, less than 5% of the sample was found 
to be engaged with digital platforms, largely due to a lack of awareness of such 
platforms (reported by over 70% of non-users), followed by high access costs and 
a lack of support in using these platforms, in addition to lagging digital infra-
structure and low internet penetration in rural areas (ibid.). Those who did use 
such platforms reported farm group leaders and cooperatives as their main sup-
port in using the platforms (29% of users), followed by extension ofcers (24%), 
and trainings by the platform itself (24%). 

6.2.2 Role of EU–AU Digital Cooperation 

Ag-platforms are clearly important avenues for accessing information and inputs 
– particularly during COVID-19 – and provide valuable opportunities to women 
and youth in terms of access to decent work and productivity gains. There is sig-
nifcant potential of leveraging these platforms for job creation, but this requires 
targeted investments by the EU–AU partnership in digital infrastructure development, 
particularly in rural areas. As part of the Africa-Europe Alliance for Sustainable 
Investment and Jobs, an EU–AU Digital Economy Task Force (DETF) was 
established in 2020, followed by the establishment of the EU D4D Hub in 2020 
to develop a tangible and joined-up approach towards implementation aspects 
between EU partners ( Jones and Teevan 2021). An important recommendation 
of the DETF report (European Commission, 2020) is expanding digital con-
nectivity to rural areas in African countries, with the recently launched “Rural 
Connectivity Toolkit” from the European Investment Bank (2021), ofering 
technical assistance on improving telecom projects and establishing innovative 
fnancial tools to increase afordability of digital connectivity. In mature mar-
kets such as Morocco, Egypt, and South Africa, African governments can fur-
ther increase network capacity by granting mobile Virtual Network Operating 
Licenses (MVNO) to more African telecom frms. The licences will enable them 
to partner with EU telecom providers that have spare network capacity and are 
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looking to expand the geographical scope of their network coverage in African 
countries, thus creating a win-win situation. 

A second area of EU–AU digital cooperation includes coordinating and scaling capac-
ity and awareness-building programmes that are aimed at increasing awareness of digital 
platforms and models of use and their benefts, particularly for African youth and ag-entre-
preneurs. In facilitating the uptake and use of digital platforms, special attention 
needs to be paid to ensure that existing socio-economic divides are not repli-
cated. The digital cooperation partnership therefore should focus on increasing 
women’s access to technology, going beyond expanding access to mobile phones 
to facilitating ownership of mobile phones and other digital capital, potentially 
through funding innovative fnance schemes to help split the cost of mobile 
ownership through time (GSMA, 2019). The EU–AU digital cooperation should 
also support programmes that promote the involvement of women in the design, 
development, and production stages of ag-platforms targeted funding to apps or 
by ofering support to specifc programmes that aim at increasing enrolment of 
women in Technical and Vocational Education and Training (TVET) subjects. 
Supporting longer-term trainings and mentorship programmes as well as gender 
budgeting in training and upskilling programmes can also help2 (Banga et al., 
2021). The information and training material needs to be comprehensible to 
farmers and women with low to moderate literacy levels, potentially through 
making use of storyboards, simple language, and integrating feedback from focus 
groups testing the resources. 

6.3 Digitalisation and Manufacturing-led Employment 
Growth in Africa Post-COVID-19 

Compared to the 1990s, Africa’s growth rate in the 2000s doubled. Nonetheless, 
attempts by African countries to industrialise have not materialised, and most 
African countries remain locked into providing primary commodities with 
limited value-addition (Lopes, 2019). In the case of manufacturing trade, 
Africa remains a peripheral player, and there are rising concerns around pre-
mature de-industrialisation (Rodrik, 2016) and “ jobless growth”. As seen from 
Figure 6.3, the share of industry in Africa’s GDP has declined in the period 
1990–2019, from 29.9% to 26.8%. This has largely been due to a surge in the 
share of services in Africa’s GDP at a time when there was a global expansion 
of service activities, accelerated through mobile telephony, reduction in ICT 
costs and fnancial services. Recently, however, there has been a renewed focus 
on industrial development and manufacturing-led growth and employment 
in Africa, with new studies debunking “de-industralisation in Africa”. For 
instance, in SSA, the share of workers in manufacturing is found to have risen 
by 1.2 percentage points from 7.2% to 8.4% between 2010 and 2018 (Kruse 
et al., 2021). Industrialisation in SSA appears to have been spurred by unreg-
istered, small businesses producing low-quality goods for domestic markets 
(ibid.). 
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6.3.1 Automation and COVID-19: A Twofold Blow to Manufacturing? 

The increasing automation of global manufacturing, coupled with adverse eco-
nomic efects of the COVID-19 crisis, has served a twofold blow to the manu-
facturing sector in Africa. Consider the case of robotics. In 2015, Africa’s share 
in robots sold was just 0.2% of global sales, and 15 times lower than its own share 
in world GDP (around 3%) (Banga and te Velde, 2018). In the context of such 
a digital divide, increasing automation and digitalisation of global manufactur-
ing production could create incentives for lead frms in developed economies, 
including the EU, to re-shore manufacturing jobs from Africa or limit future 
ofshoring, leading to a loss of “could-have-been” jobs in Africa. A 10% growth 
in robotics investment, for instance, corresponds to a 0.54% drop in ofshoring, 
with a higher (negative) correlation for labour-intensive jobs (De Backer et al., 
2018). There may still be a “window of opportunity” for African countries to 
develop export capabilities in less-automated sectors, such as paper and paper 
products, food products, wood and wood products, but this window is also nar-
rowing (Banga and te Velde, 2018). For instance, in the case of furniture manu-
facturing, the cost of operating a robot in the United States becomes cheaper 
than Kenyan formal labour in 2033 (ibid.). 

COVID-19 has further worsened prospects of manufacturing-led develop-
ment in Africa. On the one hand, manufacturing has been hard-hit through 
supply-side disruptions, including shortages of inputs, closure of factories, and 
shortages in the workforce. On the other hand, African manufacturing frms also 
faced demand-side disruptions during the pandemic due to cancellation of export 
orders from companies in the United States and EU due to national lockdowns in 
these economies. Within manufacturing, the automotive and the textile and gar-
ments sectors were the worst hit; these segments represent most noteworthy shares 
of global innovation and are also labour intensive. Pre-COVID, the automotive 

Industry Agriculture Services 

1990 2005 2019 

FIGURE 6.3 Sectoral Share of Africa’s GDP (%). Source: Author, constructed from 
World Development Indicators database (2021). 
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sector in South Africa, for instance, contributed to about 6.9% of the country’s 
GDP in 2019, employing around 120,000 people, and exporting close to 390,000 
vehicles (Lopes and te Velde, 2021). New vehicle sales in South Africa, for the 
second quarter of 2020, witnessed a whopping decline of 63.4% (Gilham, 2020) 
and a 40% decline in export sales in the frst eight months of 2020 compared to 
the same period in 2019 (Furlongher, 2020). Similarly, garments form an impor-
tant sector for both Ethiopia and Kenya, accounting for roughly 38,000 formal 
jobs, employed by over 200 frms, with an additional 75,000 small and medium-
sized enterprises (SMEs) aggregated within the textile and garments value chains 
(UNECA, 2020). In a survey by the Kenyan Association of Manufacturers, 87% 
of domestic producers in Kenya reported a shortage of raw materials owing to 
reduced supply from China, and 23% reported downsizing (KEPSA, 2020). 
COVID-19 has also accelerated the digitalisation of production globally; to miti-
gate supply chain risk, lead frms may increasingly rely on automation and digital 
technologies along their supply chains (Seric and Winkler, 2020). 

African manufacturing frms could beneft by moving from a passive to an 
active approach towards digitalisation, which in itself can create new employ-
ment opportunities. Evidence from Kenya suggests that digitalisation can open 
up new opportunities within manufacturing in terms of increases in efciency, 
diversifcation into more value-added products, expansion in regional and global 
trade, lowering production costs, and increasing export competitiveness (Banga 
and te Velde, 2018). A case study of the A-to-Z garments factory in Tanzania 
further demonstrates how investment in the digital technologies of CNC (com-
puter numerical control) cutting has created new employment opportunities 
through increases in overall productivity, and the related expansion in output 
and exports. Installing CNC lasers has led to some job losses in cutting tasks 
but increased overall jobs in the next task of stitching, which is more skilled 
and ranks relatively lower on technical and economic feasibility of automation 
(Minian et al., 2016; Berg et al., 2017). Adopting digitalisation in certain seg-
ments of manufacturing has also made African countries more competitive and 
resilient to the pandemic. Banga and Banga’s forthcoming analysis using the 
World Bank’s “Impact of COVID survey” Round 1 for the year 2020 fnds 
that African frms with a digital response to COVID-19 fared better in terms 
of economic performance and resilience compared to frms that did not adopt a 
digital response. While 70% of frms without a digital response to the pandemic 
witnessed a decrease in total hours worked per week, only 56% of frms employ-
ing a digital response reported the same negative trend. Similarly, a higher share 
of frms with a digital response (43%) reported no changes to hours worked than 
those without a digital response (29%). 

6.3.2 Role of the EU–AU Digital Cooperation 

Based on clear demand from African countries, targeted and strategic invest-
ment by the EU can support digital transformation of the manufacturing sector 
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in Africa and increase competitiveness of African manufacturing frms, creating 
much-needed employment gains. There is a strong focus in the EU on leverag-
ing investment through blended fnance and loan guarantees under the European 
Fund for Sustainable Development Plus (EFSD+). One of the areas where this 
investment can be focused is the creation of or support towards the development of 
African digital and manufacturing start-ups and technology and innovation hubs that are 
well integrated into the domestic economy. This can be further promoted through 
the EU–AU Innovation Bridge – one of the fagships of the D4D Hub, which 
aims at developing digital innovation ecosystems, strengthening the collabo-
ration and fostering exchanges between neighbouring continents (D4D Hub, 
2020). Second, there is a need to facilitate domestic integration of large productive digi-
talised frms in Africa with local frms and suppliers for large-scale employment generation 
(Rodrik, 2018). For the EU, this can give a boost to EU member states’ exports 
of capital goods and machinery to African frms, as well as a boost to export of 
services, such as repair and maintenance. 

Third, the EU–AU digital cooperation needs to invest in targeted skills development 
in African countries, with much scope for sharing best practices on digital skills 
development by EU frms. As per cross-sector data from the World Business 
Environment Survey (WBES), less than 50% of frms surveyed across several 
developing countries are ofering any sort of formal training to workers (Banga 
and te Velde, 2020). In Africa, employer-led training tends to be without certif-
cation or informal apprenticeships, whereas in Austria, Denmark, Germany, and 
the UK, work-based training comprises a formal apprenticeship that ofers young 
people a programme of structured on-the-job learning. Fourth, the EU, the AU, 
and other development partners can work with the private sector to develop a 
re-tooling programme, which can enable African manufacturing frms to make use of digi-
talisation in re-tooling production towards the supply of essential commodities during the 
pandemic. The EU–AU partnership should support such re-tooling programmes, 
including those that use digitalisation to diversify into diferent product lines 
and functions. 

A good example is H&M coordinating with the EU to re-tool its supply 
chains (Ecotextile News, 2020). The company has also signed an agreement 
with IndustriALL Global Union to engage in responsible purchasing practices 
with suppliers, including in Ethiopia and Kenya, through stable orders, fulflling 
agreed payment terms and by fostering conditions that allow suppliers to protect 
jobs and workers’ wages (Ecotextile News, 2021). Lastly, if the EU is serious 
about promoting a human-centric approach to digitalisation and working with 
African countries on promoting their digital sovereignty, then investment into 
building local and regional data centres on the continent is key. This needs to be accom-
panied by investment into building data processing capacities on the continent 
through support to “local infomediaries” – frms that act as data intermediaries 
and can turn data into actionable information – and national and regional skill-
development initiatives on data analysis and processing (Banga and Hernandez, 
forthcoming). 
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6.4 Digitalisation and Services-led Employment 
Growth in Africa Post-COVID-19 

Digitalisation of manufacturing supply chains, accelerated by COVID-19, and 
potential re-shoring of manufacturing jobs have increased concerns regard-
ing the potential of manufacturing-led development for job creation in Africa. 
Accordingly, increasing attention is being given across African countries to a 
services-led transformation. As seen from Figure 6.3, services account for a 
majority (almost 51%) of Africa’s GDP, and represent a growing share of total 
exports for many African countries. For Ethiopia, Mauritius, Kenya, Morocco, 
and Uganda, services represented more than 40% of exports on average for 
the period 2014–2018 (Mendez-Parra, 2020). Digital technologies are further 
opening new avenues of value-added in the services sector, including in infor-
mation technology (IT) or IT-enabled services, such as business and fnancial 
services (Newfarmer et al., 2019; Gollin, 2018). These services, however, may 
not be very employment-intensive since highly productive and tradable ser-
vices, such as IT services, require highly skilled workers (Schlogl and Sumner, 
2020). 

The pandemic adversely afected international trade in services, with the 
World Trade Organization’s (WTO) global services trade barometer registering 
a sharp decline in 2020, followed by a strong bounce back of trade in services in 
2021. The demand for ICT and ICT-enabled services has, however, increased 
globally, with more and more businesses in traditional sectors, such as garments, 
shifting online and workers working from home. New economic opportunities 
include an increased ofer of digital services (e.g. cloud computing) and digi-
tally deliverable services (i.e. that can be carried out online, e.g. legal services), 
e-commerce, and online work. Digitalisation has also increased demand for 
workers in service sectors, such as maintenance and repair, delivery and postal 
services, along with changing the nature of work through digital platforms and 
the rise of online work. 

6.4.1 Potential for an ICT and E-commerce-enabled Recovery 

Digitally deliverable services (DDS), defned as an aggregation of ICT services, 
as well as those services which can be digitally delivered, such as insurance and 
pension services, fnancial services, charges for the use of intellectual property, 
and other business services and audiovisual and related services,3 are likely to 
be more resilient to the pandemic than services which cannot go digital, such 
as transport and tourism. But the latter set of services accounts for the highest 
share in traded services in Africa (UNCTAD, 2022). Moreover, while DDS 
trade in Africa is a sizeable USD 24.3 billion, it is driven by a handful of coun-
tries – Ghana (25% of Africa’s DDS trade), Morocco (18%), South Africa (15%), 
Algeria (7%), Kenya (5%), and Nigeria (4%) (Banga and Banga, forthcoming). 
On average, DDS form less than 30% of African countries’ services trade, with 
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the share of DDS trade in total services being less than 10% in some African 
countries such as Tanzania, Ethiopia, Mozambique, Ethiopia, Gambia, and 
Namibia (ibid.). 

Examining the actual mode of supply of services in African countries, 
Banga and Banga (2022) fnd that the share of services being delivered digi-
tally (online) is less than 40% in Uganda, Botswana, Nigeria, the Comoros, 
Mauritius, Namibia, Egypt, and Sudan. Even in the countries where majority 
of services are supplied through Mode1 (cross-border online supply), such as 
Ghana, the resilience to economic shocks, such as the pandemic, is contingent 
on good and reliable access to the internet as well as appropriate ICT regula-
tory frameworks. There may be a new opportunity, in the form of jobs in the 
cloud services and data hosting category for African countries that have sup-
portive data and privacy frameworks. The EU can play an important role in 
this, since it accounts for 32% of Africa’s total services exports and 44% of ICT 
exports. But access to and usage of cloud and data hosting services in emerging 
African markets currently tend to rely on data centres outside their local mar-
kets, with limited domestic capabilities. Several African countries do not have 
broadband speeds adequate and afordable enough to support reliable cloud 
service usage, and these have further declined during the lockdown (Banga 
and Banga, 2022). 

Another new employment opportunity could emanate from e-commerce 
value chains, including jobs related to supply chain management, logistics, and 
delivery. COVID-19 has given a boost to e-commerce globally, but the accel-
erating impact of COVID-19 on e-commerce in Africa has been constrained 
by persisting weaknesses in the continent’s digital economy that continue to 
frustrate e-commerce development (Futi and Macleod, 2021). These include 
high internet costs, weaknesses in postal services and capacities, cross-border 
trade costs, and the limited uptake of electronic and digital payment systems 
(ibid.). There have also been supply-side disruptions to African e-commerce 
in the form of travel disruptions, delays in parcel delivery due to cargo, air, 
and transport disruptions, increasing airfreight prices due to the cancellation of 
fights, in addition to shortages of qualifed workers, data safe packaging, and 
poor delivery infrastructure. Banga et al.’s (2021) survey and follow-up inter-
views with 31 African e-commerce businesses indicate that over 62% of frms 
witnessed an increase in e-commerce since the start of the pandemic. However, 
over 60% of the frms surveyed are selling through their own e-commerce 
websites. Third-party e-commerce platforms charge 10–15% of commission on 
product sales, thus discouraging African sellers. Cross-border e-commerce in 
Africa is further limited for various reasons: (i) postal competence and delivery 
and transport costs; (ii) issues of taxation, including foreign taxation, double 
taxation, and VAT regulations; (iii) lack of reliable payment solutions; (iv) lack 
of awareness of national and regional rules; and (v) custom duties and custom 
procedures (ibid.). 
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6.4.2 The Role of EU–AU Digital Cooperation 

Under the EFSD+, the EU should target investment towards improving digital infra-
structure in Africa including by improving access to broadband and cloud infrastructure. An 
important initiative in progress includes the EU-AU-ITU project Policy and 
Regulation Initiative for Digital Africa (PRIDA),4 which is working on har-
monising spectrum utilisation and also governance frameworks across the con-
tinent. Improving broadband access and mobile data costs in African countries 
can in turn increase their competitiveness, facilitating cost-competitive link-
ages between African frms, from countries such as Senegal and Uganda, and 
the European business process outsourcing (BPO) market (CBI 2020). There is 
much scope for fast-tracking and supporting the adoption of existing regional initiatives in 
Africa, such as the One Network Area (ONA) which aims to reduce high roaming charges 
and interconnection rates in East Africa. 

The majority of the existing digital apps in Africa are oriented towards the 
domestic market, with few digital apps targeting cross-border e-commerce. 
Under the EU–AU partnership, seed investment and support for scaling should be 
targeted towards those initiatives and start-ups that ofer broad-ranging support (e.g. on 
logistics and storage) to frms or initiatives that have greater fnancial interoper-
ability and those that lower cross-platform and cross-border transaction fees. 
A good example of a cross-border e-commerce app is Sauti, which is specif-
cally reducing gendered barriers to cross-border trade. Interventions regarding 
e-commerce-related tools in Africa are important; these can include fnancial 
support to the development of websites and digital tools that capture the presence 
and implementation status of soft digital infrastructure policies across countries. 
This will create awareness of policies and of the gaps in coherence across national 
and regional rules – an important obstacle in cross-border e-commerce trade. 

6.5 Conclusion 

This chapter highlights the importance of steering EU–AU digital cooperation 
towards facilitating structural transformation on the African continent through 
(a) increasing within-sector productivity gains, particularly in the agricultural 
sector; and (b) increasing across-sector productivity gains by shifting labour 
towards more productive manufacturing and services sectors. There is strong 
potential for digital platforms in the agricultural sector to boost productivity 
and generate employment in African countries, but large-scale gains have not 
been realised yet. There is a renewed focus on industrial development and man-
ufacturing-led growth and employment in Africa, with new studies debunking 
“de-industralisation in Africa” (Kruse et al., 2021). This is particularly important 
from the AU–EU partnership point of view since the COVID-19 recovery of 
African trade is signifcantly linked to European production and trade recov-
ery, given the close integration of African frms within European supply chains. 
However, COVID-19 is accelerating digitalisation of global manufacturing 
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production. In the context of a persistent digital divide between Africa and the 
EU, this raises concerns about limited ofshoring of manufacturing jobs from 
the EU to Africa in the future. A two-pronged digital divide plagues African 
countries: not only do they have lower access to digital technologies, but the 
manufacturing productivity benefts from digital technologies are also lower in 
these countries, potentially due to an overall lack of absorptive capacity in the 
workforce. New jobs may arise in e-commerce value chains and in services sec-
tors such as cloud computing and data hosting in African countries with good 
privacy and regulatory frameworks and a relatively skilled workforce. 

Four key fndings emerge from this chapter for the EU–AU digital coop-
eration. First, ag-platforms can increase productivity gains and access to decent 
work for African farmers, but there is a need for EU–AU digital cooperation to 
facilitate digital infrastructure development in rural areas. There is also a need to 
(a) coordinate and scale capacity-building and awareness-building programmes 
for models and benefts of digital platforms; and (b) target women’s access to 
technology in Africa and their involvement in the design, development, and 
production stages. The recent launch of the EU’s D4D Hub and its regional com-
ponent – the AU–EU D4D Hub – is timely, as it can provide a useful platform 
for European and African public and private actors to collaborate and coordinate 
their digitalisation initiatives on these issues. 

Second, targeted and strategic investments by the EU under the EFSD+ can 
support digital transformation of the manufacturing sector in Africa. The EU– 
AU cooperation should promote African digital and manufacturing start-ups 
and technology and innovation hubs that are well integrated into the domestic 
economy and facilitate domestic integration of large productive digitalised frms 
with local frms and suppliers for large-scale employment generation. For the 
EU, this can give a boost to EU member states’ exports of capital goods and 
machinery to African frms, as well as a boost to export of services, such as repair 
and maintenance. 

Third, to capitalise on new employment opportunities arising in services sec-
tors such as e-commerce, cloud computing, and data hosting, the EU–AU part-
nership should further target improving digital infrastructure in Africa through 
access to broadband and cloud infrastructure. It is important to support the devel-
opment of local and regional data centres on the continent, as well as building 
data processing capacities through support to local infomediaries and national 
and regional skill-development initiatives on data analysis and processing. 

Fourth, seed investment and support for scaling needs to be targeted towards 
those initiatives and start-ups that ofer broad-ranging support to farmers and 
frms or initiatives that have greater fnancial interoperability and those that 
lower cross-platform and cross-border transaction fees. The partnership should 
facilitate linkages of African MSMEs with platforms through improving access 
to working capital to pay the transaction fees or through incubators which pro-
vide subsidised access to these e-commerce platforms and trainings on how to 
use them. 
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Notes 

1 Broadly classifed as those that are using (a) digital platforms such as Facebook/ 
WhatsApp; (b) Android-based digital apps for agriculture; or (c) accessing informa-
tion via USSD or SMS. 

2 This means setting aside a proportion of the budget for any initiative on youth to 
efectively target women’s uptake of the programme. This ranges from advertising 
the programme to hiring female trainers and ensuring high enrolment and comple-
tion of the training by women. 

3 The digitally deliverable services series is based on the concept of potentially ICT-
enabled services as developed by UNCTAD in a technical note in 2015 as well as in 
a report of the 47th United Nations Statistical Commission in 2016. 

4 https://www.itu.int/en/ITU-D/Projects/ITU-EC-ACP/PRIDA/Pages/default 
.aspx 

References 

Banga, K. and te Velde, D.W. (2018). Digitalization and the Future of Manufacturing in Africa. 
London: Supporting Economic Transformation. 

Banga, K., Gharib, M., Mendez-Parra, M and Macleod, J. (2021). E-commerce in Preferential 
Trade Agreements Implications for African Firms and the AfCFTA. ODI report. London. 
Available at: https://cdn.odi.org/media/documents/e-commerce_in_preferential 
_trade_agreements_report.pdf (Accessed: 29 March 2022). 

Banga, K., Keane, J., Mendez-Parra, M., Pettinotti, L. and Sommer, L. (2020). Africa 
Trade and Covid19: The Supply-Chain Dimension. ODI working paper. Available 
at https://odi.org/en/publications/africa-trade-and-covid19-the-supply-chain 
-dimension/ 

Banga, R. and Banga, K. (2022). Scoping the Potential for a Digital Led Recovery from 
COVID-19 in Africa. Journal of African Trade pp. 1–24. 

Berg, A., Hedrich, S., Lange, T., Magnus, K. and Mathews, B. (2017). The Apparel 
Sourcing Caravan’s Next Stop: Digitization (McKinsey Apparel CPO Survey 2017). 
London: McKinsey Apparel, Fashion & Luxury Group. 

CBI (2020). The European market for IT-enabled services and business process outsourc-
ing in Senegal and Uganda. Available at https://www.cbi.eu/market-information/ 
outsourcing-itobpo/bpo-senegal-uganda#part-ii-european-opportunities-and-
obstacles-for-specifc-ites-and-bpo-in-senegal-and-uganda 

D4D Hub (2020). Flagship: African-European Digital Innovation Bridge (AEDIB). European 
Commission. Available at: https://futurium.ec.europa.eu/en/Digital4Development/ 
discussion/fagship-african-european-digital-innovation-bridge-aedib?language=fr 
(Accessed 29 March 2022). 

De Backer, K., DeStefano, T., Menon, C. and Suh, J.R. (2018). Industrial Robotics and the 
Global Organisation of Production. Working Paper. Paris: OECD. 

Ecotextiles News (2020). H&M suppliers to make PPE to tackle COVID-19. Available at 
https://www.ecotextile.com/2020032225865/fashion-retail-news/h-m-suppliers-to 
-make-ppe-to-tackle-covid-19.html 

Ecotextiles News (2021). H&M to work with suppliers on COVID recovery. Available 
at: https://www.ecotextile.com/2021031627543/fashion-retail-news/h-m-to-work 
-with-suppliers-on-covid-recovery.html (Accessed: 29 March 2021). 

ETTG (2020). Strengthening the digital partnership between Africa and Europe. 
Available at https://ettg.eu/wp-content/uploads/2020/10/ETTG-Publication 

https://www.itu.int
https://www.itu.int
https://cdn.odi.org
https://cdn.odi.org
https://odi.org
https://odi.org
https://www.cbi.eu
https://www.cbi.eu
https://www.cbi.eu
https://futurium.ec.europa.eu
https://futurium.ec.europa.eu
https://www.ecotextile.com
https://www.ecotextile.com
https://www.ecotextile.com
https://www.ecotextile.com
https://ettg.eu


   

          

          
           

   
    

           

       
               

    
 

        
    

     
       

     
             

  
    

 
    

     

      
    

98 Karishma Banga 

-Strengthening-the-digital-partnership-between-Africa-and-Europe.pdf (Accessed 
29.03.2021). 

EU (2020). Joint communication to the European parliament and the council. Available 
at https://ec.europa.eu/international-partnerships/system/fles/communication-eu 
-africa-strategy-join-2020-4-fnal_en.pdf (Accessed 29 March 2022). 

European Commission (2020). Africa-EU partnership. Available at: https://ec.europa.eu 
/international-partnerships/africa-eu-partnership 

European Investment Bank (2021). Rural connectivity toolkit. Available at: https:// 
www.eib.org/en/publications/rural-connectivity-toolkit (Accessed: 29 March 
2021). 

Ezeomah, B. and Duncombe, R. (2019). The role of digital platforms in disrupting 
agricultural value chains in developing countries. In International Conference on 
Social Implications of Computers in Developing Countries(pp. 231–247). Cham: 
Springer. 

Furlongher, D. (2020) New vehicles sales set of on a long and slow road to recovery. 
Business Day, 1st September 2020, https://www.businesslive.co.za/bd/economy/2020 
-09-01-new-vehicle-sales-setof-on-a-long-and-slow-road-to-recovery/ (Accessed: 
29 March 2021). 

Futi, G. and Macleod, J. (2021). Covid-19 impact on E-Commerce: Africa. United 
Nations. Economic Commission for Africa; United Nations. Economic Commission for 
Africa (2021–02). Addis Ababa. Available at: https://repository.uneca.org/handle 
/10855/43939 

Gilham, S. (2020). Naamsa: Vehicle sales in SA plunge to biggest quarterly decline on 
record. The South African, July 2020, https://www.thesouthafrican.com/motoring/ 
naamsa-vehicle-sales-july-2020/ (Accessed 29. March 2022). 

GIZ (2018). GIZ African Union Ofce. Available at: https://www.giz.de/de/downloads/ 
giz2018-EN-African-Union-Ofce-Annual-Report.pdf (Accessed: 29 March 2022). 

Gollin, D. (2018). Structural Transformation without Industrialization. Pathways for Prosperity 
Commission Background Paper Series no. 2. University of Oxford. 

GSMA (2019). The digital lives of refugees: How displaced populations use mobile 
phones and what gets in the way. Available at: https://www.gsma.com/mobilef 
ordevelopment/wp-content/uploads/2019/07/The-Digital-Lives-of-Refugees.pdf 
(Accessed 29.03.2021). 

GSMA (2021). The mobile economy Sub-Saharan Africa. Available at https://www.gsma 
.com/mobileeconomy/sub-saharan-africa/ (Accessed 29 March 2022). 

Jones, A. and Teevan, C. (2021). Team Europe: Up to the challenge? ECDPM. Policy 
Brief No. 128. January 2021. 

KEPSA – Kenya Private Sector Alliance (2020). Business perspectives on the impact of 
the coronavirus on Kenya’s economy. Arusha: East African Business Council (www 
.eabc-online.com/membership/ matrix-of-issues?id=260). 

Koskinen, K., Bonina, C. and Eaton, B. (2019). May. Digital platforms in the global 
south: Foundations and research agenda. In International Conference on Social Implications 
of Computers in Developing Countries (pp. 319–330). Springer, Cham. 

Krishnan, A., Banga, K., Raga, S., Pettinotti, L. and Mendez-Parra, M. (2020). 
Ag-platforms as disruptors in value-chains; evidence from Uganda. ODI working 
paper series. 

Kruse et al. (2021). A manufacturing renaissance? Industrialization trends in the developing 
world. Available at: https://www.wider.unu.edu/publication/manufacturing 
-renaissance-industrialization-trends-developing-world (Accessed: 29. March 2022). 

https://ettg.eu
https://ec.europa.eu
https://ec.europa.eu
https://ec.europa.eu
https://ec.europa.eu
https://www.eib.org
https://www.eib.org
https://www.businesslive.co.za
https://www.businesslive.co.za
https://repository.uneca.org
https://repository.uneca.org
https://www.thesouthafrican.com
https://www.thesouthafrican.com
https://www.giz.de
https://www.giz.de
https://www.gsma.com
https://www.gsma.com
https://www.gsma.com
https://www.gsma.com
http://www.eabc-online.com
http://www.eabc-online.com
https://www.wider.unu.edu
https://www.wider.unu.edu


   

 

        
            

       
            

 

 

 

     
          

  

            

          
 

            

    
        

Digitalisation, Globalisation, and COVID-19 99 

Lopes, C. (2019). Structural transformation through industrialisation. In Africa in 
Transformation (pp. 65–82). Palgrave Macmillan, Cham. 

Lopes, C. and Willem te Velde, D. (2021). Structural Transformation, Economic Development 
and Industrialization in Post-Covid-19 Africa. New York: Institute for New Economic 
Thinking. 

Mackinnon, A. (2019). For Africa, Chinese-Built internet is better than no internet at all. 
Foreign Policy. Available at: https://foreignpolicy.com/2019/03/19/for-africa-chinese 
-built-internet-is-better-than-no-internet-at-all/ (Accessed 29 March 2022). 

Mendez-Parra, M. (2020b) Trade in Services and the Coronavirus: Many Developing Countries 
Are at Risk. SET Paper. London: ODI. https://set.odi.org/wp-content/uploads/2020 
/03/Trade-in-servicesand-the-coronavirus-many-developing-countries-are-at-risk 
.pdf 

Minian, I., Martinez, A. and Ibanez, J. (2016) Technological change and the relocation 
of the apparel industry. Problemas del Desarrollo. Revista Latinoamericana de Economía 
48(88), pp. 139–164. 

Newfarmer, R., Page, J. and Tarp, F. (2019). Industries Without Smokestacks: Industrialization 
in Africa Reconsidered (p. 480). Oxford University Press. 

Oqubay, A. and Ohno, K. (2019). How Nations Learn: Technological Learning, Industrial 
Policy, and Catch-up (p. 368). Oxford University Press. 

Rodrik, D. (2016). Premature deindustrialization. Journal of Economic Growth 21(1), pp. 
1–33. 

Rodrik, D. (2018). New Technologies, Global Value Chains, and Developing Economies (No. 
w25164). National Bureau of Economic Research. 

Schlogl, L. and Sumner, A. (2020). Disrupted Development and the Future of Inequality in the 
Age of Automation (p. 102). Springer Nature. 

Seric, A. and Winkler, D. (2020). COVID-19 could spur automation and reverse 
globalisation – to some extent. Available at: https://voxeu.org/article/covid-19 
-couldspur-automation-and-reverse-globalisation-some-extent (Accessed: 29. March 
2022). 

UNCTAD (2018). World Investment Report. United Nations Conference on Trade and 
Development. 

UNCTAD (2021). Impact of the covid-19 pandemic on trade in the digital economy. 
UNCTAD Technical Notes on ICT for Development No. 19. United Nations. Available 
at: https://unctad.org/system/fles/ofcial-document/tn_unctad_ict4d19_en.pdf 
(Accessed: 29 March 2022). 

UNCTAD (2022). Economic Development in Africa report. United Nations. Available 
at https://unctad.org/system/fles/ofcial-document/aldcafrica2022_Ch2_en.pdf. 

UNECA (2020). COVID-19 in Africa. United Nations. Available at https://archive 
.uneca.org/sites/default/fles/PublicationFiles/eca_covid_report_en_24apr_web1 
.pdf. 

World Bank (2019). Africa’s Pulse. World Bank Group. 
World Bank (2021). Global Economic Prospects. World Bank. 
World Development Indicators (2021). Employment in Agriculture. Available at: https://data 

.worldbank.org/indicator/SL.AGR.EMPL.ZS?locations=ZG (Accessed 29 March 
2022). 

https://foreignpolicy.com
https://foreignpolicy.com
https://set.odi.org
https://set.odi.org
https://set.odi.org
https://voxeu.org
https://voxeu.org
https://unctad.org
https://unctad.org
https://archive.uneca.org
https://archive.uneca.org
https://archive.uneca.org
https://data.worldbank.org
https://data.worldbank.org


  

 

 
 
 

 

 

 
 
 

 

7 
DIGITALISE TO INDUSTRIALISE 

Egypt, Morocco, Tunisia, and the 
Africa–Europe Partnership 

Karim El Aynaoui, Larabi Jaïdi, and Akram Zaoui 

7.1 Introduction 

Since the mid-2010s, North African countries have been pursuing what some 
observers have called a “return to Africa” (Dworkin, 2020). Egypt, Morocco, and 
Tunisia have attempted to position themselves as major components of Europe-
Mediterranean-Africa infrastructure and supply chains corridors (Tanchum, 
2020). The three countries are trying to act as bridges between Africa and Europe 
amid discussions on the evolution of the partnership between the African Union 
(AU) and the European Union (EU). These eforts have taken place in a global 
context marked by a “rebirth of industrial policy” (Aiginger & Rodrik, 2020). 
Discussions around industrial policy, nearshoring, and reshoring have intensifed 
as a result of the COVID-19 pandemic, which is presented as not only an eco-
nomic challenge, but also as an opportunity for industrialisation on both sides of 
the Mediterranean. 

In recent years, the ofcial agendas of the AU and the EU have prioritised 
digital, innovation, and industrialisation – as both continents focus on deepen-
ing economic progress. Against this backdrop, Egypt, Morocco, and Tunisia 
have attempted, with varying levels of success, to refne their digital ecosystems, 
innovation policies, and industrial strategies. In particular, the digitalisation of 
the manufacturing sector and Industry 4.0 (I4.0) increasingly appears in of-
cial discourses. The digital revolution is indeed bringing fresh transformations 
and challenges to the industrial sector with the emergence of new transforma-
tive technologies such as the Internet of Things (IoT), Artifcial Intelligence 
(AI), robotics, and additive manufacturing (3D printing). Manufacturing pro-
cesses and the organisation of production, notably within Global Value Chains 
(GVCs), are already experiencing changes. For example, digitalisation has 
increased both the participation of small and medium enterprises (SMEs) in 
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GVCs (Lanz et al., 2018) and the share of services embodied in manufactured 
goods (Görlich, 2021). 

In light of strong competition from Asia and the probable further concentra-
tion of industrial production that the Fourth Industrial Revolution (4IR) could 
bring (Schwab, 2016); the digital revolution constitutes both an opportunity 
and a potential threat for Egypt, Morocco, and Tunisia. Digitalisation can help 
industries increase their productivity and better respond to emerging trends and 
clients’ needs through the improvement of their own processes. If North African 
industries reach higher degrees of digitalisation, they can strengthen their com-
petitiveness and the favourable position they already enjoy for exporting and 
value chains participation in view of their geographic proximity to the EU mar-
ket and manufacturing fabric. 

Digital matters are one of the fve key partnership areas proposed in the EU’s 
Comprehensive Strategy with Africa (EC, 2020). Nevertheless, the fact that the 
AU–EU Digital Economy Task Force barely mentions manufacturing as an area 
of potential collaboration (EU–AU DETF, 2019) shows that the focus on the 
intersection between digitalisation and the manufacturing sector is still minimal 
in Union-to-Union digital-related discussions. The AU’s Digital Transformation 
Strategy for Africa 2020–2030 (DTS) provides greater emphasis on topics such as 
the 4IR, 3D printing, and AI (AU, 2020). 

In this chapter, we argue that the digitalisation of the manufacturing sec-
tor should be further prioritised both within Egypt, Morocco, and Tunisia 
and in discussions between the EU and its African partners. Industrialisation 
– which is the avenue favoured by the three North African nations to ensure 
structural transformation – should be supported by smart digital and indus-
trial policies. To this end, there is a need for a greater emphasis on the digital 
sector. An industrial policy can be defned as “any type of intervention or 
government policy that attempts to improve the business environment or to 
alter the structure of economic activity towards sectors, technologies or tasks” 
(Warwick, 2013). Across the world, such policies now need to be refned to 
embrace the challenges brought by new technologies. Policies should encour-
age further digitalisation of the industrial private sector. EU support to its 
Southern Neighbourhood’s manufacturing sector has already materialised in 
the past, but should be deepened, expanded, and refned, particularly when it 
comes to digitalisation. On the African level and in the framework of the AU– 
EU partnership, we advocate stronger synergies between the various levels of 
engagement to support the establishment and reinforcement of Regional Value 
Chains (RVCs). 

First, we assess the current levels of industrialisation in Egypt, Morocco, and 
Tunisia as well as the policies these countries have implemented in relation to 
industrialisation. This is required to understand how digitalisation can help con-
solidate the existing capabilities accumulated in the three countries. 

Second, we evaluate the current levels of digitalisation in Egypt, Morocco, 
and Tunisia, and critically review the digital strategies that the three countries 
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have implemented during the past two decades. This enables us to establish on 
what ground we can build further policies. 

Third, we examine initiatives in Egypt, Morocco, and Tunisia that relate to 
the digitalisation of their industry and I4.0. Many of these initiatives are still in 
their infancy but should be encouraged going forward. 

Fourth, we explore ways that Egypt, Morocco, and Tunisia can strengthen 
their integration into the European industrial fabric, which could go through a 
better inclusion in European initiatives, programmes, and strategies that relate 
to infrastructure, manufacturing, and research and innovation (R&I). The digi-
talisation of North African industries can play a part in realising this objective. 

7.2 Digitalise to Industrialise in Egypt, Morocco, and Tunisia 

Awareness of the necessity to adapt to the transformations of industry, notably 
those caused by the digitalisation of production, has been increasing during 
the past three decades in Egypt, Morocco, and Tunisia. It has been further 
boosted during the past decade by the roles that digital technologies are play-
ing in the global economy and, more recently, by the COVID-19 pandemic. 
Foreign direct investment (FDI) from, and exports to the EU, coupled with 
adequate industrial policies focusing on upgrading the processes of industrial 
companies, have helped the three countries boost their manufacturing fab-
ric. Manufacturing is thus a key component of trade between the three North 
African nations and the EU. Nevertheless, incentives for industrial companies 
to upgrade their use of digital tools have borne limited results, and the lack of 
adoption of such tools could constitute a potential threat to their manufacturing 
sector as a whole. 

Industrialisation has been a priority in Egypt, Morocco, and Tunisia since 
the three countries fully reclaimed their sovereignty in the 1950s, and the trade 
relationship with Europe was key to the industrial development of the three 
countries. The 1990s and 2000s marked a turning point in the intensifcation 
of industrial relations between North Africa and Europe. Two factors help 
explain this. First, in the wake of a global outsourcing movement, FDI from 
industrial economies to developing countries increased. This increase was nota-
bly made possible by the emergence of new Information and Communication 
Technologies (ICTs). Second, free trade agreements (FTAs) between Egypt, 
Morocco, Tunisia, and the EU gradually entered into force. These FTAs, which 
came with Association Agreements (AAs), sought to remove tarifs on industrial 
products. Entering into force between 1998 and 2004, the AAs pushed Egypt, 
Morocco, and Tunisia to enact more refned industrial strategies and pursue 
upgrading eforts for their production. The countries reacted by protecting their 
industrial fabric from European competition. They sought to help businesses 
take advantage of the opening of European markets and attract FDI (Bianchi et 
al., 2018). Consequently, from the 1990s onwards, the three countries launched 
a new generation of industrial strategies. 
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One of the priorities of these renewed strategies has been to upgrade the 
manufacturing fabric, notably in terms of adoption of digital technologies. This 
was demonstrated by the launching of the Tunisian upgrading programme (or 
PMN) in 1995 and of the Industrial Modernisation Centre (IMC) in 2000 in 
Egypt. Both instruments have included a focus on the digitalisation of manu-
facturing companies. Similarly, in Morocco, the National Pact for Industrial 
Emergence (2009–2014), an industrial strategy, created “Moussanada TI”, a pro-
gramme aimed at boosting the adoption of information systems by Moroccan 
SMEs. 

7.2.1 Links with Europe 

Egypt, Morocco, and Tunisia have economies that are amongst the most com-
plex in Africa. According to the Economic Complexity Index, “economic com-
plexity expresses the diversity and sophistication of the productive capabilities 
embedded in the exports of each country”. (Economic Complexity Index, 2019). 
The EU is the frst trade partner for the three countries. As Table 7.1 shows, 
manufacturing represents a sizeable share of this trade and the economies of the 
three countries, accounting for between 14 and 16% of their GDPs (World Bank, 

TABLE 7.1 Trade Relations between the EU and the Three Studied Countries at a Glance 

Egypt Morocco Tunisia 

Share of manufacturing in 
GDP 

Ranking in Africa in terms 
of economic complexity 

Date of signing of the FTA 
with the EU 

Date of entry into force of 
the FTA with the EU 

Subcommittees with the 
Association Councils 
dealing with industry and 
R&I 

Date of creation of the 
subcommittees 

Share of total imports 
coming from the EU 

Share of total exports going 
to the EU 

Share of manufactures in 
exports to the EU 

Share of manufactures in 
imports from the EU 

15.9% 

3rd 

2001 

2004 

Industry, trade, 
services and 
investment 

2007 

25.8% 

21.8% 

44.2% 

70.8% 

14.9% 14.8% 

12th 1st 

1996 1995 

1997 2000 

Industry, trade, Industry, trade, 
and services and services 

Research and Research and 
innovation innovation 

2003 2003 

51% 48.3% 

64% 70.9% 

71.7% 85.7% 

73.8% 79.7% 

Sources: based on World Bank, 2019; Economic Complexity Index, 2019; EC, 2020 
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2019). Manufacturing, therefore, provides a good basis on which to build coop-
eration on digitalisation and reinforce cross-Mediterranean RVCs. 

7.3 Egypt, Morocco, and Tunisia: Reaping 
the Benefts of Digitalisation 

North African economies appear as African leaders in terms of use of the 
internet both by citizens and by companies. Nevertheless, their start-up eco-
systems perform more poorly than certain sub-Saharan African economies, 
such as Nigeria, Kenya, and South Africa, and should be reinforced. Stronger 
ecosystems could help provide the domestic manufacturing sectors of Egypt, 
Morocco, and Tunisia with adequate digital solutions to improve their per-
formance, and introduce positive spill-over efects in terms of innovation and 
productivity. Overall, in spite of the fact that many positive developments can 
be observed in Egypt, Morocco, and Tunisia, results remain rather mixed and 
more should be done for the economies and societies to further reap the fruits 
of digitalisation. 

Assessing overall digitalisation in a country is important because it shows to 
what extent the economy and society have adopted and use digital technolo-
gies, with possible positive spill-over efects on production. In North Africa, 
4G coverage has increased dramatically, rising from 35% to about 84% of the 
population in fve years. International internet bandwidth per internet user 
more than tripled in half a decade. In 2018, 57% of North Africa’s formal sec-
tor companies had a website, as opposed to only 31% Africa-wide. Eighty-two 
per cent of formal sector frms in North Africa now use emails to interact with 
their clients and suppliers, while only 39% of them did fve years ago (AUC/ 
OECD, 2021). 

Within North Africa, Morocco, and Tunisia are leaders in the use of the 
internet by companies, and their advantage is even clearer when it comes to small 
enterprises (see Table 7.2). Websites allow companies to target new potential 
customers, but many North African companies need to update their websites to 
ensure better impact and help enlarge their customer base. 

The United Nations Conference on Trade and Development (UNCTAD) 
B2C E-Commerce Index confrms Morocco’s and Tunisia’s lead in terms of eco-
nomic use of digital tools, as they are amongst the best positioned nations in 
terms of e-commerce (Table 7.3). Nevertheless, the Index also shows that there 
was no real North African advance in terms of e-commerce in 2019. As stated 

TABLE 7.2 Companies and SMEs with a Website in Egypt, Morocco, and Tunisia 

Egypt Morocco Tunisia 

Share of companies with a website 52% 69% 66% 
Share of small enterprises with a website 38% 67% 59% 

Source: AUC/OECD, 2021 
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TABLE 7.3 B2C E-Commerce Index Scores of Selected African Countries 

Côte d’Ivoire Egypt Ghana Morocco Nigeria Senegal Tunisia 

B2C E-Commerce Index 31.3 39.4 42.8 43.4 53.2 42.7 58.1 

Source: UNCTAD, 2019 

above, e-commerce can be an important driver of growth as it can have posi-
tive efects on cost-reduction, sales growth, exports, and participation in GVCs, 
especially for SMEs (Lanz et al., 2018). 

Overall, digitalisation does not constitute a tool for boosting employment yet 
in Egypt, Morocco, and Tunisia. According to Crunchbase, only 92 start-ups 
have been able to raise more than USD 100,000 in Egypt between 2011 and 
2020. The fgure was even lower in Morocco and Tunisia, with only 13 start-ups 
each reaching that target during the same period. Although employment is not 
the only outcome that can be expected from start-ups, it is clear these levels of 
funding indicate small positive spill-over efects from local start-ups to the rest 
of the economy (AUC/OECD, 2021). 

7.3.1 Government Initiatives, Interventions, Strategies, 
and Policy Instruments on Digitalisation 

Egypt, Morocco, and Tunisia have co-developed their industrial and digital 
strategies. The highest authorities in each of the three states have shown keen 
interest in ICTs. For instance, Tunisia was the organiser of the World Summit 
for the Information Society in 2005, and several ministers were assigned to 
ICTs since the 2010–2011 revolution, refecting awareness amongst the political 
elite about the importance of this matter for the Tunisian economy. Morocco 
started adopting digital-related strategies in the late 1990s with the 1999–2003 
fve-year plan, followed by “e-Maroc 2010” (2005–2010) and the “National 
Strategy for the Information Society and Digital economy” (2009–2013), 
often referred to as “Maroc Numeric 2013”. As for Egypt, it has also produced 
multiple digital-related strategies during the past few decades. A Ministry of 
Communications and Information Technology was established in 1999 and 
national strategies include Egypt’s Vision of the Information Society (2003) 
as well as two ICT Strategies (2007–2010 and 2014–2020). However, in the 
three countries, these strategies have failed to achieve the expected results. For 
instance, “e-Maroc 2010” was never evaluated, and a report by the Moroccan 
Court of Auditors reveals that “Maroc Numeric 2013” ended in a clear under-
performance. Only 295 Moroccan companies beneftted from the support of 
“Moussanada TI” to get equipped with professional information systems, far 
from the 3,000 targets that “Maroc Numeric 2013” had planned for (Cour des 
Comptes, 2014). 



   

  

 

  

  

106 Karim El Aynaoui, Larabi Jaïdi, and Akram Zaoui 

7.3.2 Egypt 

With regard to innovation-driven entrepreneurship ecosystems, Egypt is clearly 
ahead when compared to Morocco and Tunisia. This can be mainly explained by 
its stronger domestic customer base (the 2nd population in Africa after Ethiopia 
and the 14th worldwide) and close connections with the Middle East. As shown 
in Table 7.4, Cairo is one of the fve most important start-up ecosystems on the 
continent (AUC/OECD, 2019). 

Equity Venture Capital (VC) funding shows that Egypt is performing much 
better than Morocco and Tunisia in innovative entrepreneurship. Egypt was also 
the third largest market in the continent in terms of VC funding with USD 269 
million of investments over USD 200,000 in tech and digital start-ups, marking 
a strong growth in recent years as equity investments stood at USD 9 million in 
2017 and 59 million in 2018 (AUC/OECD, 2021). 

7.3.3 Morocco 

Despite adopting a number of policies to support the innovation and entre-
preneurship ecosystem, Moroccan entrepreneurs face difculties in accessing 
funds and in growing their businesses. In 2016, the then Moroccan Minister of 
Industry, Trade, and the Green and Digital Economy, Moulay Hafd El Alamy, 
announced a new Plan called “Maroc Digital 2020”. One year later the Agency 
for the Development of the Digital sector (ADD) was created and placed under 
the authority of Mr. El Alamy’s Ministry. The Agency adopted a roadmap 
(2020–2025) comprising 15 actions including the support to smart factories and 
industry 4.0, the digitalisation of SMEs, digital entrepreneurship, AI, a national 
programme for digital training, digital infrastructure, and the creation of a dig-
ital park. Other mechanisms were created under the purview of the Agency 
in charge of SMEs (“Maroc PME”) such as “INCUB-IDEA” and “INCUB-
STARTUP”, helping entrepreneurs conceive and launch their companies. The 
Central Guarantee Fund also launched a dedicated vehicle called “Innov-Invest” 
and supported by the aforementioned PACC (about EUR 12.5 million were 
pledged), with the objective to fund 300 start-ups between 2017 and 2022 (170 
have received support so far). That being said, one of the main challenges that 
remain for Moroccan entrepreneurs is a staggering lack of funding. Investment 
continues to be dominated by lending, with signifcant guarantees expected 

TABLE 7.4 Share of the Total Number of Start-ups in Africa in Selected Cities 

Cairo Cape Town Johannesburg Lagos Nairobi 

Share of the total number of 6.9% 12.5% 10.1% 10.3% 8.8% 
start-ups in Africa by location 

Source: AUC/OECD, 2019 
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from entrepreneurs. Moroccan start-ups fnd it difcult to scale up and reach 
maturity, as most projects funded by local VC companies focus on the pre-seed, 
seed, and series A stages. 

7.3.4 Tunisia 

Tunisia has similarly introduced a number of measures to support its digital eco-
system, but it is still unclear if these measures have been successful, while the 
wider economic climate in Tunisia poses problems for entrepreneurs. In 2014, 
Tunisia adopted a National Strategy called “Digital Tunisia 2020” followed by a 
National Strategy for Numeric Transformation (2021–2025) that was announced 
during the Tunisia Digital Summit in October 2020. More recently, a regulation 
on drones was announced by the Minister of Transportation in February 2021. 
The Tunisian Institute for Strategic Studies, a think tank under the aegis of the 
Tunisian presidency of the Republic, published a report in 2018 proposing the 
adoption of a strategy on IoT. As for Tunisia’s start-up ecosystem, it is now sup-
ported by a series of measures. The most noteworthy one was the adoption of the 
Startup Act in 2018. This law allows innovative companies responding to cer-
tain criteria and their founders to beneft from fnancial and fscal advantages in 
order to develop their operations. The law is part of the Startup Tunisia National 
Strategy. The strategy includes two other components: Startup Invest and Startup 
Ecosystem. 

The Startup Invest pillar notably included the launch of a “fund of funds” 
called ANAVA (“forward” in Tunisian Arabic). ANAVA aims to reach an invest-
ment capacity of EUR 200 million that would be injected into more than 13 
VC funds dedicated to start-ups at every stage of their development (pre-seed 
and seed, early and late stages). ANAVA was ofcially launched in March 2021 
and benefts from a USD 75 million investment from the World Bank. It should 
be complemented by an incubator for VC companies (VC Lab) and a Guarantee 
Fund. As for the Ecosystem Pillar, it aims at funding start-ups and entrepreneur-
ial hubs in Tunisia through a multiplicity of fnancial instruments available for 
all the diferent stages of a start-up’s development. Lastly, in June 2021, Tunisia’s 
Parliament unanimously adopted a law on crowdfunding as a complement to the 
Startup Act. 

TABLE 7.5 Total VC Funding for Deals over 200,000 USD (Million USD). 

Egypt Ghana Kenya Morocco Nigeria Senegal South Africa Tunisia 

Total VC funding 
for deals over 
200,000 USD 
(million USD) 

269 111 305 11.2 307 8.8 259 3.4 

Source: AUC/OECD, 2021 
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7.4 Strengthening the Linkage between 
Digital and Industry in North Africa 

In this section we discuss possible avenues to strengthen the linkages between 
digital and industry in North Africa, focusing on our three case countries: 
Tunisia, Egypt, and Morocco. 

7.4.1 Tunisia 

Tunisia has undertaken a series of policies to move to I4.0. Although the country 
managed to upgrade the digitalisation of its industrial companies, results reached 
in the adoption of advanced digital technologies have been rather mixed. The 
PMN has helped digitalise manufacturing companies by boosting their adop-
tion of digital technologies by 64%. Results are even higher for manufacturing 
SMEs (70%), which indicates that the PMN contributed to the reduction of the 
digital gap between SMEs and bigger companies. Nevertheless, the adoption 
of advanced non-specifc software tools (enterprise resource planning, knowl-
edge management systems, customer relationship management, and supply chain 
management) remains low in Tunisia, and the digital gap remains strong between 
coastal regions and interior regions (Ben Khalifa, 2020). Public support to SMEs 
therefore proves to be of paramount importance to help industrial companies 
improve their use of ICTs. This is all the more important as companies either 
lack awareness of the necessity to go digital or lack the fnancial means to invest 
in this matter. 

As for the start-ups ecosystem applied to industry, Tunisia has tried to integrate 
existing infrastructure with innovative companies. For instance, Novation City, 
a “cluster of competitiveness” based in Sousse (northeast) focusing on electron-
ics and mechatronics and created in the mid-2000s, recently launched Starti4, 
an incubation and acceleration programme with a focus on I4.0. The project 
was set up in collaboration with Innov’i – EU4Innovation programme, which 
was launched in 2019 and received EUR 14.5 million from the EU to invest 
in innovative companies in 21 governorates across Tunisia during the period 
2019–2024. Starti4 aims at connecting industrialists, start-ups, and academia. A 
growing interest in I4.0 was also demonstrated by the organisation of the “Smart 
Industrie” event that took place in 2017 and 2020 under the supervision of the 
Tunisian Agency for the Promotion of Industry and Innovation and which was 
specifcally dedicated to the 4IR. 

7.4.2 Morocco 

In Morocco, the rhythm of adoption of programmes focused on the digitalisa-
tion of industrial companies has tended to increase during the past few years, and 
authorities are pushing the private sector, and notably SMEs to further embrace 
digital technologies. A particularity of Morocco is that private sector–funded 
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academic institutions are playing a key role in that push. Morocco also adopted 
mechanisms under the purview of “Maroc PME” and the ADD. These include 
“Tatwir Startups” which was launched in February 2021. This programme aims 
at supporting start-ups of relevance to the Moroccan industry and is part of the 
Industrial Recovery Plan (2021–2023) that was inaugurated by the Ministry of 
Industry to face the economic crisis induced by the COVID-19 pandemic. The 
University Mohammed VI Polytechnic, an academic institution with premises 
in diferent cities in Morocco and funded by the OCP Group, the frst industrial 
group in Morocco, inaugurated in February 2021 a data centre and the most 
powerful supercomputer in Africa. It also hosts an Innovation Lab for Operations 
focusing on solutions for industrial digitalisation. Another initiative is the recent 
Memorandum of Understanding (MoU) between the Ministry of Industry, 
the ADD, the Euro-Mediterranean University in Fez (EMUF) and the Project 
Consortium “Fez Smart Factory” to develop I4.0 projects and encourage the 
digitalisation of industrial SMEs in the Fez region (centre-north). The MoU thus 
bridges the ADD’s “Smart Factory” project and the EMUF’s “Fez Smart Factory 
Project”, seeking to create an integrated and sustainable zone for industrialists 
wishing to digitalise and modernise their activities in the Fez region. EMUF, 
which has received funding from the Union for the Mediterranean (UfM) and 
the EU, was also the venue chosen for the second edition of the Global Industry 
Conference 4.0 in 2021 (the frst edition took place in 2019), an event placed 
under the aegis of the Ministry of Industry. Non-academic stakeholders pertain-
ing to the sphere of professional organisations are also engaged in adapting the 
workforce to the digital era. Thus, the Moroccan Federation of Information 
Technology, Telecommunications and Ofshoring is associated with the National 
Agency for the Promotion of Employment and Skills to create vocational train-
ing programmes in digital matters (AUC/OECD, 2021). 

7.4.3 Egypt 

Egypt has worked to adapt its policies, the IMC, the private sector, and inter-
national institutions to boost the digitalisation of its manufacturing fabric. 
Thus, the IMC launched the Digital Transformation and Technology Support 
Programme Action Plan 2019–2021 to support the digitalisation of production 
in diferent industries. The country’s frst I4.0 Innovation Centre was inaugu-
rated in April 2021 following a MoU between the Information Technology 
Development Agency, the IMC, and Siemens Egypt. It will be headquartered in 
the Knowledge City at the New Administrative Capital. The Knowledge City 
was precisely designed to concentrate higher-education institutions and ensure 
better transfer of technology and know-how to the private sector. Like Morocco, 
Egypt also expressed interest in I4.0 in the framework of the Programmes for 
Country Partnerships (PCPs) led by the United Nations Industrial Development 
Organisation (UNIDO), which aim at accelerating inclusive and sustainable 
industrial development among member states. 
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To summarise, we note that for I4.0 to succeed in the three countries, several 
stumbling blocks would need to be addressed. First, VC vehicles tend to priori-
tise services, marketplaces, and Software as a Service investments over I4.0 and 
robotics. Second, contrary to major industrial powers, the three countries lack 
a strategy focusing on I4.0 per se. It is furthermore of paramount importance 
both to increase companies’ awareness on the potential benefts of digitalisation 
(including industrial IoT) and to strengthen the workforce’s digital skills. In gen-
eral, many digital tools adopted by industrial companies do not pertain to the 
most advanced technologies that currently exist. Last, infrastructure, particularly 
the safe implementation of the 5G networks necessary to use industrial IoT, and 
cybersecurity represent a challenge for the years to come, as foreign industrialists 
wishing to invest in the three countries will expect efciency and safety for the 
industrial data they might generate. 

7.5 Digital Cooperation and the Future of 
Manufacturing in the Mediterranean 

Digitalisation can help strengthen cooperation between Europe and North 
Africa and foster economic growth in both regions. In light of the recent debates 
taking place in Brussels around the implementation of EU-wide digital, inno-
vation, and industrial policies, and given the series of recent strategies adopted 
or discussed by European institutions in these matters; the question of how 
North African countries can beneft from digitalisation and innovation demands 
attention. Synergies should be further built between existing European policies 
prioritising the transformation of the European industrial fabric through digi-
talisation on the one hand, and the European Neighbourhood Policy (ENP) on 
the other one. 

The EU has often coupled the issue of digitalisation to that of industry, as 
emphasised by the 2016 communication “Digitising European Industry – 
Reaping the full benefts of a Digital Single Market”, the renewed European 
Industrial Policy adopted in 2017 and some of the recent strategies released by 
the Von der Leyen Commission such as the 2020 new industrial strategy. The 
European data strategy is another noteworthy case, as it mentions “non-personal 
industrial data” as a “potential source of growth and innovation” and the objec-
tive to create a single European market for data. The market would notably aim 
at giving businesses “an almost-infnite amount of high-quality industrial data”. 
The data strategy is presented as needing to be completed by a “broader indus-
trial strategy for the data-agile economy” (EC, 2020b). 

The package that the EU has built in terms of industrial policy, and the focus 
on digital technologies that it contains, can constitute a potential base for future 
engagement with the Southern Neighbourhood, as some already existing instru-
ments can be proposed and extended to North African nations. These tools could 
indeed boost the digital transformation of North African industrial companies. 
In terms of public strategies that could qualify as industrial policy, there are 
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now a variety of EU-level actions that seek structural change of the European 
productive fabric. These include the European Structural and Investment Funds, 
R&I frameworks such as the Horizon Europe programme, the SME support pro-
gramme COSME, and other support vehicles such as the European Observatory 
for Clusters and Industrial Change (Benner, 2019). One can also mention the 
principle of providing public fnancing for Important Projects of Common 
European Interest on key technologies and infrastructure with potential ben-
efcial spill-over efects on the Union’s society, which was enacted in 2014. 
Frequent mentions of AI, IoT, 5G and 6G networks, cloud and edge computing, 
data centres, and supercomputers by the EC’s recent communications confrm 
this renewed interest in technological, digital, and industrial matters. 

There are now real opportunities to further integrate the industry–digitali-
sation nexus into the ENP. Indeed, the February 2021 “New Agenda for the 
Mediterranean” is the EU’s joint communication on the Southern dimension 
of the ENP that insists on the potential of synergies between the EU and its 
Southern Neighbourhood in digital and industrial matters, in line with the 
strategies recently adopted by the Commission. The European Green Deal, 
the Hydrogen Strategy, the Industrial Strategy, and the SME strategy are all 
mentioned in the communication. The shift is justifed by the “growing inter-
dependence” recognised by the communication, which was further stressed by 
the COVID-19 pandemic that the communication explicitly mentions. The 
document therefore insists on the opportunity presented by the pandemic to 
further integrate “industrial supply chains between the EU and its Southern 
Neighbours”. The communication also states the aim to replicate the ecosystems 
approach adopted in the framework of the communication on the new European 
industrial strategy by favouring the development of “Industrial clusters within 
the Southern Neighbourhood”, which “could help economic development by 
connecting businesses to global and regional value chains, reducing the isolation 
of SMEs, promoting innovation, and generating more trade and investment” 
(EC & HR/VP, 2021). 

As the EU refocuses on industrial policy, this is an opportunity to build a 
stronger industrial partnership, including a strong focus on digital industries 
and the digitalisation of industry. Morocco and Tunisia, in particular, are well 
positioned to beneft from this opportunity, as they are considered to be impor-
tant partners for the EU. Since 2008, Morocco has enjoyed an “advanced status” 
towards the EU, while Tunisia contracted a “privileged partnership” with the 
Union in 2012. Tunisia was also the object of a joint communication in 2016 
titled “Strengthening EU support to Tunisia”, which vowed to help “mainstream 
the digitalisation of SMEs” (EC & HR/VP, 2016). Nevertheless, the commu-
nication did not result in major achievements. Morocco and Tunisia are now 
among the 18 non-EU countries associated to the Horizon Europe programme, 
and recent calls have been made to include them in other programmes, including 
the “Next Generation EU” recovery plan (El Karoui, 2021). Accession of North 
African countries to EU programmes in R&I, support to SMEs, digitalisation, 
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and training, together with the identifcation of key areas of industrial coopera-
tion and increased investment in infrastructure and logistics, would help mobi-
lise private investment in key sectors and upgrade the North African industrial 
fabric, notably through digitalisation. In turn, such actions would reassure frms 
and encourage them to invest in the EU’s Southern Neighbourhood, which 
could beneft European industrial ecosystems through a densifcation of value 
chains. 

7.6 Conclusion and Recommendations 

The importance of digitalisation in industrialisation has been demonstrated by 
various actors from the government to the private sector in Egypt, Morocco, 
and Tunisia. The countries have built experience and knowledge in designing 
sectorial policies, and notably industrial and digital ones. Nevertheless, these 
strategies are often poorly evaluated (because of a lack of data) or fail because of 
over-optimism or poor implementation. The prioritisation of the manufacturing 
sector when tackling the digital transition remains low and should be encour-
aged. The EU could play a role to make sure this digitalisation is placed high on 
the ofcial agendas of Egypt, Morocco, and Tunisia and that appropriate follow-
up and execution ensue. It should consolidate cooperation with its Southern 
Neighbourhood in industrial matters and give access to its various tools in R&I, 
infrastructure, and industrial policy. 

The frst issue that needs to be tackled for digitalisation to play a stronger 
role in the North African manufacturing sectors is the necessity to ensure 
better funding in this matter. Two components should be distinguished: VC 
and industrial policies. VC instruments should be better promoted to provide 
new forms of funding (away from lending) for nascent start-ups and help them 
gain maturity. Public investment in VC could thus be funded by entities of 
the European development fnance architecture, with investment being chan-
nelled by private VC funds (funds of funds models) providing funding at all 
stages of start-ups’ development. Involving North African institutions in more 
EU programmes, initiatives, and instruments would also be a welcome move. 
Moroccan and Tunisian association to the Horizon Europe programme is a frst 
step that should be followed by similar ones, with the ultimate goal to ensure 
better dialogue between North African and European institutions, notably in 
the private and academic spheres. Better funding could also be provided by 
the EU to support investment in digitalisation for manufacturing companies, 
for instance, through North African public funds dedicated to the upgrading 
of industrial production. This could be a way to promote the reinforcement of 
cross-Mediterranean value chains. Funding could also be intensifed for ration-
alised and clearer skilling programmes and infrastructure relating to digitalisa-
tion. Targeted fscal advantages could also be provided by the three countries 
for companies digitalising their operations or training their workforce to use 
digital tools. 
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The second recommendation we make is centred on digital strategies. 
Technical support for their formulation and implementation could be deepened, 
and synergies should be sought in that regard. One possible programme with 
which to seek synergies could be the Jobs and Growth Compacts, an instrument 
created by the EU in 2012. These compacts were created to identify the most 
promising value chains at national and regional levels. Their aim is to make 
sure FDI pours into value chains with the best possible impact on job creation, 
notably in manufacturing and processing. Synergies between both programmes 
could thus be an avenue to pursue. Mechanisms allowing for regular exchanges 
on digital strategies and industrial policies could also be supported to reinforce 
cross-Mediterranean value chains. Fora gathering SMEs in North Africa, at the 
Mediterranean level and at African regional economic communities’ level should 
also be multiplied for private sector entities to identify, share, and implement 
good practices, notably relating to digitalisation. This would ensure better own-
ership and efciency in the conduct of digital policies. Strategies specifcally ded-
icated to I4.0 and the coupling of digital and industrial strategies could also be 
an area to work on for North African states, and the EU could help design them. 

Third, we advocate a multi-stakeholder and multi-scalar cooperation in digi-
talisation involving diferent actors from the AU and EU. The private sector is 
the best suited actor to drive the digital transformation of the productive fab-
ric, and should therefore be encouraged to act more freely, which implies that 
measures should be taken to improve the business climate. Academic institu-
tions should be more actively engaged by reinforcing their role in promoting 
the digitalisation of industrial companies. Technology parks and clusters can be 
tools to integrate the eforts of various stakeholders. Diferent public agencies (in 
charge of the digital economy, of vocational training, of industry and exports 
promotion) and professional organisations should also be engaged and contribute 
to policymaking and to a better understanding of digital-related issues and chal-
lenges by lawmakers. Last, synergies should be mapped between the diferent 
existing instruments provided by the Union for the Mediterranean, the EU, and 
the AU. 
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8 
DIGITAL WATER 

An Analysis of EU and US Digital 
Water Initiatives in Africa 

Tamanna Ashraf 

8.1 Introduction 

Water is a vital resource for survival and human development. The United 
Nations’ global Agenda 2030 identifes access to clean water and sanitation as 
one of the Sustainable Development Goals (SDG 6). Water scarcity is a major 
problem facing much of the African continent. Global population is expected to 
increase from 7.7 billion in 2017 to between 9.4 and 10.2 billion by 2050, with 
half of the growth occurring in Africa (WWAP 2018). The growing demand, 
compounded by African countries’ generally low economic development, makes 
addressing water scarcity a seemingly impossible task that puts a heavy burden 
on the existing weak water infrastructure. For example, in January 2018, gov-
ernment ofcials in Cape Town, South Africa, announced that the city was just 
90 days away from running out of municipal water, thus reaching “day zero”. 
Cape Town’s “day zero” was brought on by the result of three consecutive years 
of lower-than-average rainfall. Extreme water scarcity is already a reality in most 
parts of Africa. 

Even before the adoption of the SDGs, the European Union (EU) was 
aware of Africa’s water scarcity and development-related challenges. Inspired 
by the 2000 UN Millennium Summit, 2002 UN World Summit, and the May 
2002 EU Council Resolution on water management in developing countries, 
the European Union Water Initiative (EUWI) was established in September 
2002, aiming to coordinate the EU and member states’ funding in the feld of 
water development (EUWI 2012). The EUWI is a strategic partnership process 
that brings together EU institutions, member states, and non-state actors with 
the goal to coordinate their fnancial support to develop policies in the feld of 
water in Africa. After the frst 2000 EU–Africa summit among heads of state in 
Cairo, the second such meeting in 2007 established the Joint Africa–EU Strategy 
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( JAES). The EUWI and the JAES at that time signalled the intention to shift 
their relationship away from a donor-recipient level to a strategic level. 

To increase the profle of the EUWI, the then president of the European 
Commission, Romano Prodi, and Danish prime minister (PM) Anders Fogh 
Rasmussen attended the launch ceremony. The Africa-EU Strategic Partnership 
on Water Afairs and Sanitation led to two Working Groups for Africa. One of 
the working groups focused on water and sanitation, chaired by Denmark. The 
other working group focused on integrated water resources management chaired 
by France. One of the key objectives of the EUWI was to establish a platform 
for efective partnerships at all levels and to develop regional and sub-regional 
cooperation (EUWI, 2012). One of the core objectives of the EUWI was public– 
private sector cooperation to promote transboundary cooperation in the imple-
mentation of integrated water resource management (IWRM) principles. The 
principle of partnership and cooperation was echoed in the JAES which aimed 
to elevate the EU–Africa relationship to a strategic level by cooperating in eight 
areas, including climate change, energy, regional economic integration, trade 
and infrastructure, science, information society, and space. 

Along with water scarcity, water quality is another concern in Africa. Water 
quality consists of the physical, chemical, and biological properties of water. 
Water quality is heavily dependent on geography. Specifcally, areas with higher 
population density and rapid economic growth, or confict are afected by poor 
water quality. For example, household and industrial waste is a major source 
of pollution of Lake Tanganyika in Bujumbura, Burundi (Manishatse, 2017). 
The 2018 report by the United Nations Educational, Scientifc, and Cultural 
Organisation (UNESCO) focused on nature-based solutions to meet both water 
scarcity and water quality–related issues. However, due to the rapid pace of 
growth in water demand that comes with economic development, nature-based 
solutions may not work in many parts of Africa (Muller 2018). Therefore, tech-
nology and digital solutions, with a deep understanding of the unique regional 
and local hydrological challenges in Africa, ofer an alternative solution. 

Since nature-based solutions may not be the most efective means to ame-
liorate Africa’s water scarcity and quality concerns, the EU’s eforts in Africa’s 
water development must focus on establishing water infrastructure using digi-
tal water technologies. Based on that premise, the chapter addresses two ques-
tions. First, how can the European Union expand its eforts to develop Africa’s 
water infrastructure and achieve the goals outlined in the JAES? This chapter 
asserts that by incorporating digital water in water infrastructure projects, the 
EU can achieve its goals of cooperating in areas such as climate change, infra-
structure, and exchange of scientifc information. More broadly speaking, close 
cooperation on digital water enhances the strategic importance of the Africa– 
EU relationship. The second question asks, what have been the contributions of 
other western development agents in Africa’s water sector? To answer the second 
question, the chapter will compare the EU’s past and existing projects with the 
projects funded by the United States. The utility of such comparison is for the 
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EU to identify best practices when it comes to undertaking water infrastructure 
projects in developing countries and to learn from the mistakes or successes of 
the United States. 

Section 8.2 clarifes the concept of digital water and discusses Africa’s water 
security–related challenges. Section 8.3 elaborates on the past and current EU 
projects in various African countries that aim to implement digitalisation of 
water at any stage of production or consumption. Projects were chosen based 
on their use of digital water technology. Section 8.4 discusses past and present 
developmental projects in the water sector by the United States. The objec-
tive is to compare the EU’s eforts with that of another main development 
partner in the continent. Analysing the strengths and shortcomings of the pro-
jects funded by another major development partner in Africa’s water sector 
would facilitate the EU in making a unique contribution to the development 
of Africa’s water infrastructure sector. The chapter will argue that the EU 
can draw lessons on how to promote climate-friendly development projects in 
developing countries. Finally, Section 8.5 will compare the EU’s eforts with 
the projects funded by the United States to highlight the opportunities for the 
EU to propose possible policy measures supporting the digitalisation of Africa’s 
water infrastructure. 

8.2 Africa’s Water Security and Digital Water 

In this chapter, I provide a brief conceptual discussion over water security. 
However, to do so, I begin by illustrating how the problems associated with 
Africa’s water scarcity and the underdevelopment of water infrastructures are 
directly linked to the security and territorial integrity of the EU member states. 
Water security as a concept gained prominence in the post–Cold World era as 
traditional military-centric security studies became less relevant. According to 
UN Water, water security is the ability of a population to maintain sustainable 
access to an adequate amount of water to sustain livelihoods, and socio-economic 
development while ensuring protection against pollution and water-related dis-
asters without endangering the ecosystem (UN Water 2013). Thus, water secu-
rity is a multifaceted concept that also includes water quality where the human 
contribution is most conspicuous. 

The understanding of water security in the social sciences is dependent on the 
specifc framing and can vary with academic disciplines. In the study of inter-
national afairs, water security often becomes part of the overarching national 
security debate since it is intricately linked with environmental and energy 
security and even food security (Cook & Bakker 2012). The link between water 
scarcity and violence also has been thoroughly established (Homer-Dixon et al. 
1993). 

Water scarcity and quality are major obstacles to the social and economic 
development of African countries. In sub-Saharan Africa (SSA), drought is a 
constant natural risk that obstructs farmers’ livelihoods and threatens both food 
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and economic security at an individual, national, and international level (WWAP 
2012). In addition, water scarcity has been a conspicuous factor in political and 
social instability in Africa. For instance, drought cycles in the Horn of Africa 
are getting shorter. In 2011 alone, around 184,000 Somalis fed to neighbouring 
countries due to water and food insecurity (WWAP 2012). War and droughts 
also continue to create food security problems in South Sudan (Krampe et al. 
2020). Persistent drought in the Horn of Africa, particularly in Somalia, dis-
placed around 599,000 people by 2016 (UNOCHA 2017). 

Lack of food and resources can compel people to search for food, water, and 
income through alternative and illegal means like piracy. Beyond the Horn of 
Africa, water plays a crucial role in security-related concerns like terrorism. 
Recognising the strategic importance of water bodies and water infrastructures, 
terrorist groups like Boko Haram have overtaken the Lake Chad area, a sanctuary 
for displaced and desperate people, to boost recruitment by ofering employment 
(Hugh 2019). Hence, in already fragile governance structures, water security 
concerns threaten to further destabilise countries in the region, as is the case with 
Nigeria, and Niger (Krampe et al. 2020). 

In addition to terrorism, water scarcity and access can exacerbate existing 
ethnic tensions. For example, access to pasture lands and water has triggered 
conficts in Darfur (Cumming 2015). The case of Darfur shows that water secu-
rity issues can also impact the EU’s general and security interests in the region 
given its role as an active partner and mediator. Ensuring that there is adequate 
and stable access to clean, afordable water without jeopardising the environment 
can also reduce violence. Therefore, the EU has a vested interest to invest in the 
development of water infrastructure in Africa. Thorny issues like Darfur, Boko 
Haram, and piracy require eforts beyond simple aid giving and call for measures 
to bolster governance and infrastructure, as envisioned in the JAES (Biondo, 
2020). One way that the EU can achieve this is by developing Africa’s water 
infrastructure sector through the utilisation of digital technology to address 
water scarcity and improve water security. 

8.2.1 Digital Water 

Digital water is the idea of using digital technologies to increase the efciency, 
reliability, and resiliency of water supply and water infrastructure at all stages 
of production and consumption (IWA 2019). By exploiting the information 
collected through digital technologies and artifcial intelligence, national and 
local municipalities (and even smaller communities) can extend their local water 
resources, reduce non-revenue-generating water use (ibid.), and improve water 
governance. By increasing efciency and reliability, the consumers can have 
access to clean water at afordable prices, while the municipalities can increase 
revenue by lowering production costs and reducing non-paying customers. 
Furthermore, a digital approach to water infrastructure can create new business 
opportunities and improve transactions (UK Water Partnership 2020). 
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Digital water is useful at all three stages of production. At the source level, 
where water is extracted from the watershed, surface, groundwater, or even 
wastewater collection, digital technologies can aid in the remote monitoring of 
water fow, water levels, pH levels, and temperature. Once the water is collected 
at the treatment facility, digital sensors and algorithms can enhance the treat-
ment process and even provide a solution for the maintenance of the facility. 
On the consumption end, digital meters and mobile applications can improve 
customer service, allowing the consumer to monitor consumption and reduce 
the bill. According to the International Water Association (IWA), digital meters 
can help municipalities to eliminate billing errors and non-paying customers 
(IWA 2019). 

African countries have made great strides in the digitalisation of their econo-
mies. Innovation is apparent in the water development sector as well, which 
has attracted European companies to invest in the continent. For example, in a 
public–private partnership between the Nairobi Water and Sewerage Company, 
Safaricom, and Grundfos (a Danish water engineering frm), water vending 
machines were installed in Nairobi’s slums to improve the poor’s access to clean, 
afordable water and reduce the infuence of water cartels. As a result, the weekly 
water expenditure in the slum reduced from USD 2.5 to 2.5 cents (Ndung’u 
2018). Grundfos predicts that digitalisation is going to be a big part of the future 
of water infrastructure around the world including Africa (African Review 
2020). Big Data collected from digital water technologies can be used to pre-
dict droughts. This allows African countries to better adapt to extreme weather 
events and mitigate the related socio-economic challenges. 

The European Union can build on the existing involvement of private actors 
in the digitalisation of Africa’s water sector to expand its presence. European 
companies are getting involved to promote innovations to address Africa’s water 
scarcity problems. In 2018, when Cape Town was facing an imminent “day 
zero”, Siemens hosted the inaugural #DigihackAfrica2018 to fnd technolog-
ical solutions to South Africa’s water and energy needs. The winning team 
presented a system of decentralised intelligent water management systems to 
ameliorate South Africa’s water loss due to leakage. The country loses 37% 
of water due to leakage, which is about 4,500 billion litres annually (Letsebe 
2018). The decentralised water management system will detect leaks, monitor 
water fow and pressure, and alert technicians of any change through a mobile 
app, allowing them to attend to the problem (ibid.). This is a prime example 
of digital water. European companies like Grundfos and Siemens recognise the 
importance of the digitalisation of Africa’s water sector. Furthermore, events 
like #DigihackAfrica2018 demonstrate that the ideas already exist in the pri-
vate sector to address Africa’s water scarcity challenges digitally. The EU has 
traditionally relied on its soft power tools (Biondo, 2020). Collaboration with 
European and African private sector actors to improve Africa’s water infrastruc-
ture can be another avenue to enhance its soft power capabilities and achieve 
the objectives of JAES. 
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8.3 Past and Current EU Water Projects and Digital Water 

At the institutional level, the EU has taken the initiative to engage with African 
partners in the water sector. The European Commission established the EUWI 
to support the development of the water infrastructure sector in developing 
countries, including countries in sub-Saharan Africa. However, at the time of 
its conception, digitalisation of water was not a key objective, even though some 
of the projects have incorporated digital water technology marginally. One of 
the two African Working Groups (AWG), the African component of the EUWI, 
tackled integrated water resources management (IWRM) through Country 
Dialogues while the other dealt with water and sanitation. The AWG selected 
the Democratic Republic of Congo (DRC), Ghana, Ethiopia, Mozambique, 
Rwanda, and Zambia to hold dialogues. Initially, EUR 10 million was allocated 
across the Volta and Niger Rivers, Lake Chad, Lake Victoria, and the Orange-
Senqu River. 

The motivation behind the EUWI was to further the Commission’s for-
eign policy ambitions (Fritsch et al. 2020) and by integrating the concept of 
IWRM to stress sustainable practices. The JAES further outlined these ambi-
tions as it aimed to further cooperation in critical areas like security, climate 
change, and infrastructure. However, the Country Dialogues under the EUWI 
proved to be largely disappointing due to inadequate resources and time and 
involved less ownership of the process in some of the countries (Fritsch et al. 
2017). For the African actors, the Country Dialogues were perceived as a way to 
raise funds, whereas the European Commission saw them as political tools (ibid.). 
Therefore, the overall eforts of the EU through the AWG were perceived by the 
African partners as largely inefective and imposed by external actors. Similarly, 
during the meetings between the European Commission and African Union 
Commission under the JAES, the African delegates perceived certain issues like 
LGBTQ rights as an imposition in internal afairs (Biondo 2020). Meetings 
under the EUWI and JAES indicate that despite intentions for cooperation and 
partnership, interests can diverge. 

8.3.1 Project 1: Lake Tanganyika Water Management Authority 

Apart from the political dialogue on cooperation and development, there 
are feld-level eforts by the EU. One tangible example of the EU’s eforts to 
develop Africa’s water infrastructure is the Lake Tanganyika Water Management 
Authority, or the LATAWAMA project, to preserve Lake Tanganyika. An analy-
sis of this project is necessary to assess the EU’s eforts in Africa’s water sector 
and also its implementation of digital water. Although there are elements of 
digital water technology in this project, the concept remains underused. Lake 
Tanganyika is the second largest lake in Africa after Lake Victoria. It origi-
nates in the Democratic Republic of Congo and has four other riparians which 
are: Burundi, Tanzania, Zambia, and Rwanda. In 2019, the Lake Tanganyika 
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Authority (LTA) and the EU funded the LATAWAMA project to increase local 
awareness and sustainably improve the water quality and ecosystem of the Lake. 
Under the project, labs and wastewater facilities were built in cities along the 
Lake of the riparian states and were strengthened to improve water quality. The 
EU provided EUR 6.9 million to fund wastewater treatment and build labs. 
Additionally, the EU allotted EUR 20.2 million to build and update ports like 
the Bujumbura Port (Burundi) and the Mpulungu Port (Zambia). The goal was 
to create a database by collecting water samples and share across the facilities 
in diferent countries. Although the creation of the shared database is a help-
ful measure to monitor the water quality, it is unclear whether the project will 
implement digital water technologies any further. 

Another important component of the LATAWAMA project is to optimise 
the operation of the Bueterere Wastewater Plant to treat the wastewater sludge 
of Lake Tanganyika. This aspect of the project provides an opportunity for the 
EU to implement digital technology. Digital technology can be used to man-
age sludge in an environmentally sustainable way. In EU countries, innovative 
technology uses wastewater to produce biogas. However, such technology uses 
incineration for energy production, which is an expensive method, that also 
comes with environmental consequences (Bizimana et al. 2021). Since countries 
like the Netherlands have incorporated cutting-edge membrane technology to 
separate the carbon dioxide and methane from wastewater to produce biogas 
(Dutch Water Sector 2020), there is an opportunity for technology transfer from 
the EU to the African countries. Furthermore, using digital technologies for 
wastewater management and energy production will go further to increase the 
appeal of digital water technologies in Africa and encourage scientifc coopera-
tion between the EU and Africa as envisioned by the JAES. 

8.3.2 Project 2: MADFORWATER in North Africa 

Aside from East Africa, the EU has also engaged the North African Countries 
to address water scarcity. The region (encompassing Morocco, Tunisia, Algeria, 
Libya, and Egypt) is projected to see a 47% increase in water demand between 
now and 2035 due to population and economic growth (MADFORWATER 
2020). This region contains only 1% of the world’s freshwater, and more than 
80% of that goes towards agricultural production (ibid.). In 2015, under the 
EU’s Horizon 2020 programme, the MADFORWATER project was launched 
to improve the quantity and quality of Egypt’s, Morocco’s, and Tunisia’s water 
resources by treating wastewater for agricultural consumption. 

The frst phase of the project included a countrywide analysis of water vul-
nerability and stress. The second phase emphasised the adaptation of innovative 
technologies for wastewater treatment. The MADFORWATER project imple-
ments the concept of digital water by extending it to the agriculture sector in a 
dry climate. The Souss-Massa region of Morocco is characterised by a semi-arid 
to sub-desert climate. The agriculture sector employs 51% of the workforce, 
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making it a strategic sector of the overall economy (Mansir et al. 2018). The 
project also included an open-source software to determine the proper amount 
of irrigation with diferent water types and even determine the required ferti-
liser input (since treated wastewater contains a level of nutrient) (Frascari et al. 
2018). A computer programme is used to monitor the water against the plant 
demand and climatic demand and relay that information to the farmers (Egen 
Green 2021). This programme also allows for direct interaction between the 
farmers (consumers) and the water treatment facilities. Moreover, with instruc-
tions on how much water and fertiliser to use, the farmers can avoid excessive salt 
accumulation in the soil (ibid.). Thus, the digital water technology used in the 
MADFORWATER project can reduce soil pollution. In addition, the instruc-
tive nature of the software makes it user-friendly for farmers. 

The Moroccan government is hopeful that wastewater treatment projects like 
this will reduce water pollution (Egen Green 2021). Thus, the MADFORWATER 
project demonstrates an efective use of the digital water concept and has gen-
erated hope for the adoption of similar technology by multiple other African 
governments. However, at this time, the project is limited to a narrow number 
of locations in Egypt, Morocco, and Tunisia. Steps should be taken to expand it 
to other areas of those countries and to other countries in Africa. 

Based on the MADFORWATER and the LATAWAMA projects, it is appar-
ent that the European Union is cognisant of water scarcity issues in Africa and its 
short-term and long-term repercussions in the continent and beyond. Improving 
African countries’ access to safe potable water and sanitation facilities seems to 
be the EU’s priority. At the current stage, the European Union’s use of digi-
tal technologies to improve water infrastructures in both rural and urban areas 
seems to be limited. The locations of MADFORWATER (Souss-Massa) and the 
LATAWAMA (Bueterere) projects are limited to urban settings. The concept 
of digital water may look diferent in a rural setting. In a rural setting creative, 
digital solutions are needed to monitor water fow (such as the fotation devices), 
water quality, and transmit that to a feld ofce. The data generated from these 
remote locations can then be transmitted to a central water facility, promoting 
the centralisation of water resources. Since rural areas may lack adequate power 
resources, digital water technologies will have to depend on solar power sources 
and be maintained and operated locally. 

The LATAWAMA projects are operating in a handful of African coun-
tries and implement digital technologies in a limited manner in the collec-
tion, treatment, and distribution processes of water consumption. There are 
greater opportunities to implement digital water technology in the treatment 
of wastewater, for example, in the Buterere Wastewater Treatment Plant. The 
MADFORWATER is a pioneering project that ofers a sustainable solution to 
reduce the region’s water scarcity issues. However, the project is operational in 
urban settings. Africa’s water scarcity and infrastructure problems exist in rural 
settings as well. Therefore, more creative, innovative, and sustainable solutions 
using digital technologies in a rural setting are essential. 
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8.4 Developing Africa’s Water Sector: The United States 

While the EU has instigated or funded multiple water infrastructure projects 
using digital technologies, other development partners are active in the conti-
nent’s water sector. Analysing the strengths and shortcomings of those projects 
is essential for the EU to compare its eforts with that of other active partners 
in the region. This would facilitate the EU to make a unique contribution to 
the development of Africa’s water infrastructure sector and achieve the goals of 
the JAES. The successes and shortcomings of U.S. agencies’ cooperation with 
African public and private sector actors could provide lessons for the EU. 

The U.S. Agency for International Development (USAID) is an active partner 
in Africa’s water and sanitation sector. Under the water supply, sanitation, and 
hygiene (WASH) programme, the USAID has engaged with various African 
partners to improve the water and sanitation infrastructure. USAID’s eforts in 
Africa aim to improve health outcomes through sustainable WASH provision and 
to manage water for agricultural sustainably to enhance food security (USAID 
2018). The U.S. Department of State recognises natural disasters, environmental 
degradation, and water scarcity as problems that can exacerbate political and 
social instability (ibid.). The underlying objective of USAID’s developmental 
eforts in Africa is to improve the region’s resilience and self-reliance in areas like 
health, education, economic growth, energy security, food security, and water 
security. The various projects undertaken by USAID implement digital water 
technologies. 

Therefore, WASH is part of the U.S. Global Water Strategy to increase 
global water security and decrease the risks of political and social unrest. The 
U.S. Global Water Strategy identifes a list of high-priority countries,1 where 
engagement in the water sector can serve national security interests. In the U.S. 
Government Global Water Strategy Report for 2017, improving the WASH sec-
tor is identifed as a key focus of the USAID’s eforts. 

8.4.1 Project 1: WARIDI and Digital Water in Rural Setting 

USAID has utilised modern technologies to improve water access in Tanzania 
which adheres to the concept of digital water but applies it in a rural setting. 
Tanzania is a high-priority country as identifed by the U.S. Global Water Strategy. 
Under the Water Resources Integration Development Initiative (WARIDI) of 
2016, the USAID contributed USD 48.8 million to improve WASH services in 
20 locations in the Rufji and Wami-Ruvu River Basins. As of September 2020, 
the various schemes of the WARIDI project gave over 400,000 people access to 
safe drinking water and over 1.2 million people beneft from better sanitation 
facilities (USAID 2020). The eforts towards digitalisation under the project start 
at the initial stage. Flotation devices containing equipment allow feld experts to 
monitor the water fow. Doing so reduces experts’ risk of being attacked by dan-
gerous animals in the river (USAID Tanzania 2020). They can remotely access 
data from the weather stations, allowing for faster communication and sharing 
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of information. In addition, it reduces uncertainty about water availability, 
allowing for better water governance. Projects like WARIDI demonstrate that 
digitalisation of water can work in rural locations, thereby expanding the scope 
of digital water and its implementation. In addition, projects like WARIDI dem-
onstrate that digitalisation of water can support the overarching goals of improv-
ing climate resilience, sustainability, and governance, as outlined by the U.S. 
Government Global Water Strategy Report 2017. 

It is apparent from the USAID’s strategies and objectives that the United States 
is focused on WASH projects and improving access to water (and energy) in 
Africa rather than solely promoting digital water. According to the 2017 Water 
for World Country Plan for Tanzania and Uganda, improving WASH services 
remain a high priority, implying that digital water is not yet a priority. However, 
as WARIDI demonstrates, digitalisation of water can be a useful path towards 
that goal. Innovative projects like WARIDI that implement the digital water 
concept are occurring in 20 locations in Tanzania. 

8.4.2 The U.S. Engagement in Africa’s Water 
Sector: Lessons for the EU 

Both the United States and the EU are active development agents in Africa’s 
water sector. However, collaboration between them in the water sector is lim-
ited. One such example is seen outside of Africa, where the USAID-led project 
Water Infrastructure Support and Enhancement for Lebanon (WISE-Lebanon) 
included minor involvement from the EU as a donor. The implementation of 
digital water is evident in the consumption stage. It is unclear whether the pro-
ject uses digital technology during water extraction, processing, and distribution 
stages. Additionally, in projects like the WISE-Lebanon, the EU’s role is limited 
as a donor. However, the WISE-Lebanon project could encourage future coop-
eration between the EU and the United States that demonstrates a more active 
role from the former that goes beyond contributing funds. 

Apart from future collaboration, the EU can draw lessons from the past 
and current engagements by the United States in Africa’s water sector. The 
WARIDI project demonstrates that digital water can be successfully imple-
mented in a rural setting, providing the chance to expand the EU’s engagement 
in Africa’s water sector. USAID has also worked with countries to help create 
National Adaptation Plans (NAPs) under the UN Framework Conventions on 
Climate Change (UNFCCC) that emphasise development rather than climate 
change. The lesson from the development of the NAPs was that a development-
frst approach better integrates climate change considerations into national 
development policies (Kim et al. 2017). Understandably, changing develop-
ment policies to account for climate change–related risk may not be feasible 
for developing countries. Therefore, the developing countries may be more 
willing to adjust policies when the rhetoric is focused on development frst 
and climate change second. Thus, the USAID fndings could help the EU to 
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achieve its goals under the JAES. Lastly, as the meetings under the EUWI and 
the JAES demonstrated, interests can diverge between the EU and the African 
partners. By emphasising a development-frst rhetoric, the EU can avoid such 
perceptions. 

8.5 Conclusion: Opportunities for Cooperation 
in EU–Africa Digital Water 

Thus far, the European Union has had some achievements in the digitalisa-
tion of Africa’s water infrastructure. Additionally, European private technology 
companies are engaging with African partners and experts to foster growth in 
telecommunication and technological ingenuity. The European Union has to 
take measures to deepen its engagements with both African leaders and experts 
and European and African private sectors working in the region to improve 
Africa’s water sector. As it is apparent from the directive reports of the EUWI 
(2012) and the U.S. Government Global Water Strategy (U.S. Government 
2017), both actors aim to improve the sustainability, efciency, and govern-
ance of African countries’ water sectors and facilitate the achievement of 
SDGs. These shared objectives can be the motivator for greater collaboration. 
Digitalisation of water can be a path towards the realisation of these objectives 
and help the EU expand its role from an aid-giving partner to a stronger devel-
opment partner. 

Various European companies have implemented innovative projects across 
Africa and engaged with the African private sector. As the #DigihackAfrica2018 
event indicates, European companies like Siemens can promote creative solu-
tions to various problems in Africa, including the water sector. Others like 
Futurepump (a British pump manufacturer) are installing solar-powered pumps 
in certain rural areas of Kenya and Uganda. These pumps collect data to monitor 
water levels (Bhalla 2020). Moreover, solar-powered pumps allow the operation 
and collection of data in rural settings. European hydro-engineering companies 
like Grundfos and Futurepump realise that digitisation can ameliorate Africa’s 
water security issues. Thus, the EU needs greater collaboration with the private 
sector (both European and African) to garner cutting-edge technology in digital 
water to achieve its goals under the JAES. Such public–private cooperation could 
be a boon for European companies as well. 

Lastly, after the February 2022 Africa–EU Summit, the Joint Vision for 2030 
stated that investment in digital infrastructure is a key component of building a 
sustainable and prosperous Africa and Europe (European Council 2022). Even 
though the 2022 Summit did not address important issues for African countries 
(such as fnding a durable solution for asylum seekers from Africa, and the EU 
waiving patents on COVID-19 vaccines), promoting development and digital 
infrastructures were discussed (Sattar 2022). Therefore, the EU’s promotion of 
digital water in Africa’s water sector is even more pertinent. 
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Note 

1 The list of countries include the DRC, Ethiopia, Ghana, Kenya, Liberia, 
Madagascar, Mali, Mozambique, Nigeria, Senegal, South Sudan, Tanzania, and 
Uganda. 
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9 
DIGITALISATION AND REVENUE 
MOBILISATION IN GHANA 

The Role of Evidence-Based 
Stakeholder Engagements 

Andrew Agyei-Holmes, Bernardin Senadza, 
and Felix Ankomah Asante 

9.1 Introduction 

Since the mid-1980s, Ghana has reformed its tax institutions to reduce its depend-
ence on aid (Osei and Quartey, 2005). Despite these reforms, Ghana’s domestic 
resource mobilisation remains low. In 2018, Ghana was one of seven countries in 
sub-Saharan Africa (SSA) whose tax to GDP ratio stood below 15%. Legal and 
administrative reforms may be necessary to address aspects of the problem but 
will not be sufcient to address other aspects. In the last two decades, therefore, 
the Ghana Revenue Authority (GRA) has embarked on a new approach focused 
on the digitalisation of tax transactions. The objective is to reduce face-to-face 
human interactions in tax administration to save time and cost for both tax col-
lectors and taxpayers. 

As a result, domestic taxes are now largely managed via online solutions and 
international trade taxes have become paperless. That is, paper-based transactions 
are gradually being moved online. The GRA introduced the Total Revenue 
Integrated Processing System (TRIPS) in 2011 with the aim of moving domestic 
tax administration to computer-based applications. TRIPS is a computer appli-
cation which seeks to improve the back-ofce activities of tax administration. 
In the past these back-ofce activities were slowed down by the sheer number 
of physical documents which tax collectors found difcult to manage manually. 

To further foster this transition from manual operations to online systems, 
the Integrated Tax Application and Preparation System (ITAPS) was introduced 
by GRA in 2019 to support TRIPS by providing an interface for taxpayers to 
interact with tax collectors. ITAPS facilitates online payment and record keep-
ing for domestic taxes by taxpayers. Additionally, international trade taxes were 
digitalised so that importers can submit trade documents and receive feedback 
from customs ofces through online platforms. This digitalisation drive for 
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international trade taxes administration in Ghana culminated in a Paperless Port 
System in 2017. 

Anecdotal evidence suggests that the movement of revenue mobilisation 
activities from manual processes to digital platforms is leading to some gains. 
These gains include widening of the tax base, increased quantity of taxes col-
lected by GRA, and time and cost savings for both tax collectors and taxpayers. 
However, the digitalisation of tax revenue mobilisation in Ghana has its own 
challenges spanning from skill gaps to infrastructural defcits requiring attention 
by duty bearers. One way to encourage duty bearers in charge of the digitalisa-
tion of revenue mobilisation to address these challenges is through stakeholder 
dialogue. That is, a platform which allows relevant stakeholders to engage with 
duty bearers to provide feedback for continuous improvements is critical – a 
subject matter which this chapter seeks to address. Our chapter argues that a 
thought-out dialogue process, relying on best practices and lessons learnt, can 
help improve the digitalisation process. When supported by international stake-
holders (like the former UK-DFID), stakeholder engagements have the potential 
to appeal to duty bearers to act on addressing challenges associated with digitali-
sation programmes in Ghana and in other contexts across Africa. 

Using primary and secondary data obtained in 2019 from tax collectors, tax-
payers (domestic and international trade) and systems managers, this chapter frst 
demonstrates that digitalisation is driving progress in tax revenue mobilisation in 
Ghana through improved efciency. Persisting challenges relate to stafng and 
technological infrastructure. Second, we argue that stakeholder engagement is 
key to addressing challenges that digital revenue mobilisation systems may face. 
This is because it does not only bring the challenges to the attention of duty 
bearers, but also allows stakeholders to discuss workable solutions. Finally, we 
conclude with lessons learnt and suggest some avenues where future African 
Union (AU) and European Union (EU) cooperation could focus in the area of 
digitalisation and revenue mobilisation. We note here that although the UK is 
no longer a member of the EU, the lessons learnt from their involvement in the 
Ghanaian case may still be useful in an AU–EU cooperation. 

9.2 Tax Collection and Digitalisation in Ghana 

Low levels of tax revenue mobilisation have characterised Ghana’s national 
accounts for a long period. And in fact, in 2001 the country opted for the 
International Monetary Fund’s (IMF) highly indebted poor country initiative 
(Bank of Ghana, 2003). Existing evidence suggests that reforming the way in 
which the tax collection institutions work could help address this issue (Appiah, 
2013). In response, reforms in Ghana’s tax collection system, spearheaded by the 
Government of Ghana and the GRA, have promoted reforms. Despite signifcant 
progress brought about by these reforms in the tax collection space, challenges 
remain. This section examines the various digitalisation initiatives implemented 



   

  

132 Andrew Agyei-Holmes et al. 

in Ghana. It argues that despite some of the desired outcomes being achieved, 
an institutional framework to promote continuous dialogue among stakeholders 
could promote additional benefts. 

In the last four decades, tax revenue mobilisation reforms in Ghana have 
focused on two broad themes: administrative and technological improvements. 
Administrative reforms redefned responsibilities of institutions that collect 
taxes. In some cases, new institutions were introduced or existing ones merged 
to enhance efciency (Osei and Quartey, 2005). On the other hand, technology-
related reforms were pursued, driven by automating tax administration systems 
to save time and reduce cost through digitalisation (ISSER, 2019). 

To support these cost- and time-saving objectives, GRA started generating 
unique Tax Identifcation Numbers (TIN) for taxpayers in 2002 (Bugbilla and 
Asamoah, 2016). It removed some manual international trade tax payment pro-
cedures, thus automating various processes. This simplifed the procedures for 
import tax payment. Additional tools to further the technological innovations in 
tax administration were introduced. Two of these innovations concerned domes-
tic taxes (TRIPS and ITAPS), and a third concerned international trade taxes 
(Paperless Port System). TRIPS was introduced in 2011 to support back-ofce 
activities undertaken by domestic tax collectors. ITAPS, a user interface, was 
introduced in 2019 as a front-ofce tool to augment TRIPS. The Paperless Port 
System introduced in 2017 allows importers to clear their goods using online 
tools to engage with customs ofcials. 

Notwithstanding the fact that Ghana started much earlier than some of its 
neighbours like Nigeria (ICAEW, 2019), in comparison, many European coun-
tries had digitalised tax revenue mobilisation before Ghana began to do so. Whilst 
the use of online services for tax administration is ubiquitous in the EU, on the 
African continent these approaches are quite new. Therefore, Ghana’s reforms 
could beneft from the experiences of EU member states and possibly serve as a 
model for AU member states planning to digitalise their revenue mobilisation 
platforms. As the Organisation for Economic Co-operation and Development 
(OECD) Tax Administration Series suggests, there has been a signifcant shift in 
OECD countries towards e-administration with increasing options for online 
fling of tax returns as well as online payments. On average, e-fling rates for 
personal income tax are now above 70% and those for corporate income tax 
are around 85% for OECD members (OECD, 2019). The statistics in Ghana 
may not come close to those in Europe, but digital tools can contribute to fur-
ther improvements. As we shall see in the following subsections, the narrative 
is changing with the introduction of TRIPS/ITAPS and Paperless Port System, 
despite some setbacks. 

9.2.1 TRIPS and ITAPS 

As noted earlier, the TRIPS and ITAPS platforms serve domestic tax collection 
processes; the former at the back-end and the latter customer-facing. There is 
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evidence to show that the domestic tax collection environment is improving 
gradually because of these technologies. For instance, an evaluation report by 
the World Bank on these tools highlighted signifcant successes in tax admin-
istration, business registration, and licensing following the implementation of 
the TRIPS (World Bank, 2016a). As of 2016, the tax base had widened consid-
erably with an estimated 400,000 new taxpayers listed. Between January and 
July 2017, over 154,000 tax returns were processed using TRIPS, representing 
a 43% increase over the same period in 2016. By July 2017, about 890,000 Tax 
Identifcation Numbers had been issued using TRIPS. From 2010 to 2015, the 
amount collected in taxes tripled and by 2015, an estimated 62% of tax revenue 
was collected via TRIPS. This refects an enhanced efciency in tax collection 
(World Bank, 2016a). 

Despite these positive developments, key informant interviews conducted 
with tax collectors in various tax ofces across Ghana on TRIPS revealed several 
loopholes in its implementation. First, not all tax processes can be undertaken on 
the TRIPS platform and some features of the software are completely inacces-
sible. Second, the system experienced frequent slowdowns during peak periods 
creating delays. Third, users and other stakeholders reported issues about the 
system not being able to correct some errors, failures in tax credit inputs, wrong 
user specifcations, inaccessibility of some features, inability to capture advance 
payments, and occasional loss of data. Reporting and receipts also fail to capture 
the diferent types of transactions, making auditing problematic (ISSER, 2019). 

9.2.2 Paperless Port System 

Similarly, the Paperless Port System, which was envisioned and implemented by 
the GRA to simplify the payment of trade (import and export) taxes through 
online solutions, has its ups and downs. An interim assessment of the Paperless 
Port System by several stakeholders during a forum organised by the Ghana 
Shippers Council in November 2018 suggests signifcant progress in the frst 
year of the implementation of the paperless system. First, participants noted a 
reduction in the number of agencies involved in the inspection and examination 
of goods at the ports since the introduction of the paperless system – this has cut 
down on the time required for goods inspection. Second, since the system relies 
on a computer algorithm to randomly select containers for inspection, only 55% 
of all containers need to be opened, as opposed to 100% prior to the introduction 
of Paperless Port System. 

Third, the custom’s “long rooms” – where documents were physically sub-
mitted for examination by customs ofcials – have been transferred to an online 
portal on which importers can transact business. All trade documents are now 
submitted electronically, reducing the incidence of document falsifcation. 
Fourth, importers can submit their documents electronically without having to 
commute to GRA ofces. Electronic submission has also enhanced error detec-
tion and improved the audit and investigation procedures. According to data 
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presented by the Ghana Community Network (GCNet), the operator for the 
Paperless Port System in 2018, 43% of containers are cleared within 24 hours and 
about 70% of them cleared within 72 hours (ISSER, 2019). These improvements 
are buttressed by the World Bank’s Doing Business Report. In 2016, the time 
taken to clear imported goods was signifcantly higher (282 hours for documen-
tary compliance and 282 hours for border compliance) (World Bank, 2016b). In 
2018, one year after the introduction of the Paperless Port System, the time to 
import improved signifcantly – importers spent 76 hours on average for docu-
mentary compliance and 89 hours for border compliance (World Bank, 2018). 

Despite the improvements brought about by the Paperless Port System, 
key informant interviews conducted by the Institute of Statistical, Social and 
Economic Research (ISSER) with key stakeholders in 2019 suggest that sig-
nifcant challenges persist. These include occasional downtimes from servers of 
the service providers (GCNet) as reported by both tax collectors and taxpay-
ers. During downtimes, procedures at the ports grind to a halt and impede the 
smooth fow of activities. In addition, some clearing agents submit trade docu-
ments which are full of mistakes – an issue which in the past was not so because 
GRA ofcials physically inspected the documents and helped agents to correct 
mistakes before submission. This increases queries generated by the system and 
impedes quicker and easier document verifcation. 

On the basis of the challenges outlined in Section 9.2.1 and 9.2.2, Ghanaian 
civil society, in collaboration with the former UK-DFID, called for engagements 
amongst stakeholders and duty bearers to fnd answers to the challenges faced 
by TRIPS and Paperless Port System so as to optimise benefts. The Private 
Enterprise Federation (PEF), an umbrella body of Ghanaian businesses, was a key 
advocate for simplifed tax payment procedures to reduce the cost of compliance. 
PEF suggested that these shortfalls were driven in part by a lack of structured 
strategy for communicating the processes to the business community and the 
public at large. This gap, according to PEF, resulted in a lack of awareness and 
appreciation of reform gains by stakeholders. Consequently, this results in their 
non-use by benefciary stakeholders or in the inability of users to give feedback 
to duty bearers for continuous improvements. Section 9.3, therefore, examines 
how a collaboration between former UK-DFID and Ghanaian Civil Society, 
mainly represented by PEF and supported by academia and the media helped to 
bring some of these challenges to the attention of duty bearers for action to be 
taken. 

9.3 Business Enabling Environment Project (BEEP) 
and Evidence Gathering for Engagement 

As demonstrated in Section 9.2, digitalising Ghana’s tax revenue mobilisation has 
been a key conduit for efciency improvements. However, challenges remain, 
which need to be addressed. In this section, we argue that stakeholder recogni-
tion of challenges in any digitalisation drive in Ghana – and potentially in other 
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African countries – is a good frst step to address challenges, but is not sufcient. 
A second important step is to create and promote an enabling environment for 
stakeholders to engage with duty bearers leading the reforms. To enhance the 
potential success of such engagements, this drive should be supported by reliable 
evidence put together through research which throws light on, and provides 
deeper insights into, the key issues at stake. 

This process of guiding and promoting dialogue amongst stakeholders is 
yielding some results in Ghana. In future, if any AU and EU collaborations in 
other countries seek to digitise their tax revenue mobilisation, similar stake-
holder engagements could be considered. In addition, a good ground to pro-
mote efciency of such engagements can be nurtured if it involves collaboration 
amongst local NGOs, the media, government (agencies), research institutions, 
and relevant international donors. 

To this end, PEF, which received fnancial support from the former UK-DFID 
to initiate Ghana’s dialogue, provides interesting lessons for similar initiatives 
across Africa. PEF initiated and launched a consortium of collaborators under 
a project dubbed Business Enabling Environment Project (BEEP) in 2015. The 
aim was to encourage implementing agencies like GRA to take the necessary 
steps to address challenges catalogued by members of PEF or identifed through 
formally commissioned research. To support the BEEP programme through 
research, ISSER undertook a study to understand the progress made by the digi-
talisation process, persisting challenges, and the ways through which these chal-
lenges could be addressed. The study found that despite the slow pace with which 
online facilities were rolled out, taxpayers beneftted from signifcant cost and 
time savings. Moreover, tax collection is becoming less tedious since the online 
platforms facilitate seamless workfows. There are, however, inherent challenges 
within TRIPS/ITAPs and the Paperless Systems. 

9.3.1 The TRIPS and ITAPs Case 

(i) From the taxpayers’ perspective, there were frequent system slowdowns and 
breakdowns of the TRIPS application resulting in long queues at the tax 
ofces. This in turn led to delays in accessing services at the ofce and loss 
of productive hours. In cases where there were frequent breakdowns and 
slowdowns of the system, taxpayers were either forced to wait until system 
recovery or had to resort to the manual mode of acquiring such services. 
Customers continue to complain about the manual processes, which they 
think should have been eliminated by the electronic system, TRIPS. In 
response to this challenge, GRA introduced the ITAPS in 2019 to help 
taxpayers to directly input their records online and make the necessary pay-
ments via the same portal, thus reducing the paper work further. 

(ii) From the tax administrators’ point of view, although TRIPS is a valuable tool, 
there are some drawbacks to it. Some GRA ofces use obsolete computers 
with less computing power, which slow down the operation of TRIPS.Aside 



   

  

 
 

  

   

 
 

 
 

  

  

136 Andrew Agyei-Holmes et al. 

from obsolete computers, tax collectors note that downtime of the TRIPS 
system is quite common, corroborating the view of taxpayers. Most GRA 
ofces surveyed in 2019 point to the breakdown of the TRIPS system when 
the deadline for any of the tax payments was due.The system experiences a 
lot of stress and, in some cases, fails this stress test and breaks down completely. 
Ofcers of GRA are forced to go back to the manual system and then catch 
up electronically when the system recovers. Some breakdowns of the system 
have also been linked to bad weather conditions by GRA staf. 

(iii) There are also critical staf skill gaps for TRIPS as noted by some GRA 
branch managers. The rollout of TRIPS started with business registration 
and basic tax requirements. Thus, staf members working in the Tax Payer 
Services Unit, who were responsible for providing these services, became 
acquainted with most parts of the TRIPS platform quickly. This was not 
the case for the Audit and Compliance Units of GRA. The lack of adequate 
training for all staf renders some of them inefcient in the use of some 
aspects of the TRIPS platform. Hence, they sometimes resort to manual 
processes even when the TRIPS platform is working well. 

(iv) Finally, the TRIPS software is designed to use intranet and prevents staf 
from working with it outside the GRA ofces. This reduces fexibility as 
staf cannot do additional work outside the ofce on the TRIPS platform 
after working hours. Also, ofcers on the feld undertaking monitoring of 
businesses cannot log in directly into the system. They have to come back to 
the ofce to gain access to TRIPS. A situation which some GRA staf sug-
gested a virtual private network (VPN) could help address. 

The potential for TRIPS to facilitate the work of the tax collector is promising. 
However, for rapid progress to be made, infrastructure issues such as up-to-date 
computers, adequate server capacities, and reliable intranet connectivity aug-
mented with VPN need to be resolved. Furthermore, bridging the skill gaps of 
staf will also be key for any African country which intends to undertake a similar 
intervention. These are important issues to be considered if an AU–EU collabora-
tion contemplates undertaking similar programmes in other African countries. 

9.3.2 Paperless Port System 

(i) Taxpayers suggest that the compliance stage of the goods clearing process 
poses the most difcult challenge. At the compliance stage, GRA ofcials 
crosscheck to ensure that all import documents submitted comply with 
customs requirements. Despite electronic submission of documents for 
compliance checks, the process can sometimes take a relatively long time. 
Respondents indicated that it sometimes takes three days to get feedback on 
compliance. It was purported that some compliance ofcers unnecessarily 
stall the process, causing the overall time used to clear imports to increase. 
As one respondent puts it, 
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[Compliance] is where the main challenge is. If you are lucky, within 
hours it’s here, if you are not lucky, one week or two weeks [and] it’s 
hanging in there. This is purely the human factor. 

(ii) A second challenge faced by users of the Paperless Port System is internet 
reliability. The prevalence of internet network instability/unreliability has 
often stalled the process of clearing goods. Just like in the case of TRIPS, 
rainy seasons have been particularly daunting, as power outages and inter-
net fuctuations are frequent. Thus, when the Paperless Port System goes 
down because of internet problems, it can even take a week for goods to be 
cleared. 

(iii) Congestion, particularly at the point of exit, is one signifcant cause of delays 
in the clearance process. Given that at the time of this study in 2019 there 
was only one exit gate each at the two major sea ports in Ghana (Takoradi 
and Tema), an importer could be in a queue for several hours because of 
congestion at the fnal exit gate. Here, some stakeholders, including import-
ers, suggested that additional gates at the point of exit could help address the 
problem. The gates could also be automated to read barcodes which allows 
trucks which have been cleared to leave the port without additional human 
interface to save time. 

In sum, both TRIPS/ITAPS and Paperless Port System can promote time and 
cost efciency. However, the roll-out of these platforms has faced setbacks related 
to supporting infrastructure, logistics, and stafs’ skill gaps. As noted at the begin-
ning of this section, knowing what the challenges are does not in itself address 
them. In Section 9.4, therefore, we present how stakeholder engagements under-
pinned by this research promoted dialogue to generate what industry players and 
government agencies agreed could be the way forward. 

9.4 Stakeholder Engagements 

Sections 9.2 and 9.3 demonstrate some progress, not least cost and time savings 
in revenue mobilisation as a result of digitalisation. For example, importers no 
longer need to go to GRA ofces to submit compliance documents saving them 
time and transport cost. However, signifcant setbacks related to infrastructure 
reliability and stafng persist. To tackle these challenges, it was vital to bring 
stakeholders together to brainstorm and fashion out the way forward. In Ghana, 
the BEEP with fnancial support and guidance from UK-DFID organised stake-
holder engagements, resulting in actionable points, which duty bearers took on 
board to improve the system. In this section we elaborate how duty bearer and 
stakeholder dialogues can generate knowledge to address digitalisation related 
challenges. Moving forward, we believe the lessons learnt in the Ghanaian case 
can play a key role in designing and implementing similar programmes in other 
African countries within the context of an AU–EU collaboration. We emphasise 
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that using a mix of diferent stakeholder engagement methods or approaches 
yields greater results. 

Tax collectors, taxpayers, and the media were brought together to discuss 
the fndings of ISSER’s study over a four-month period. During this period, 
progress, challenges, and a way forward for online tax administration were care-
fully examined to fnd out what can be done and who should do it. Three modes 
of engagement were used for these stakeholder dialogues: seminars/workshops, 
radio and TV shows, and private meetings with top tax collection ofcials. 

First, during a seminar, ISSER presented its research proposal to taxpayers, 
tax collectors, and civil society to validate methodologies for a proposed sur-
vey. This was followed by a stakeholder workshop to discuss survey fndings. 
Second, ISSER, PEF, and GRA ofcials made radio and TV appearances. Half 
of this air time was in English, and the other half was in Twi. The public was 
allowed to phone in and participate in the discussions, thus generating insights 
for GRA in terms of what can be done. Episodes organised in Twi (a Ghanaian 
language) were more popular and engaged a wider audience than those organised 
in English. Third, board room meetings with top ofcials of the tax adminis-
tration system were undertaken by ISSER and PEF. During these meetings, 
specifc questions were put to the duty bearers related to infrastructure, stafng, 
and quality of staf, and how these issues are militating against the progress of 
digitalisation of tax administration. The evidence from ISSER’s study was shared 
with them, and they were given the opportunity to speak to what their outfts are 
doing to address the challenges. 

The main threats to the successful organisation of such dialogues are threefold 
– cost, quality and reliability of research, and the buy-in of duty bearers. The cost 
of research, the cost of organising physical meetings, and the cost of procuring 
prime time on radio and television can be quite expensive. In this case, former 
UK-DFID bore all these costs and provided additional support for partners to 
demonstrate value for money on a regular basis. This ensured that the resources 
were spent on the intended purpose, and the funder was assured that potential 
wastage was avoided. 

For stakeholders to confdently engage with evidence, they must be assured 
that the methods for data gathering and analyses are reliable. Finally, the will-
ingness of duty bearers to attend and participate fully in the engagements can 
be nurtured through trust building by the leader of the consortium, which in 
Ghana’s case was PEF. What the BEEP consortium found helpful was to get a 
very respected civil society individual to negotiate and convince top-ranking 
ofcials of GRA that these meetings were not meant to criticise their work, but 
to support them in making progressive changes. A further boost to this efort by 
the BEEP consortium was to identify a staf member of the GRA who was sym-
pathetic to our course to encourage other colleagues of theirs to get on board. 

With the cost, confdence, and trust issues out of the way, the three diferent 
stakeholder engagements discussed challenges and made suggestions for action. 
For some of the issues, duty bearers have acted on them, and for others assurances 
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were given that attention will be paid to them in the near future. Below, we 
elaborate on some of the suggestions and actions taken: 

(i) Inadequate stafng – Evidence from the ISSER’s study shows that only a 
third of the staf required is available, especially in the Audit Unit of GRA. 
Therefore, fles kept piling up, exacerbating delays in service delivery. 
Stakeholders recommended that GRA should modify TRIPS so that staf 
can access it remotely after work and complete assignments where necessary. 
In response, GRA did not only agree to consider the suggestion but also 
requested additional staf from the government of Ghana through the Ghana 
National Service Scheme to provide an interim stafng support to auditors. 
These new hands are helping bridge the stafng gaps. 

(ii) Staf skill gaps – Although training on the use of TRIPS is organised every 
now and then for staf, ISSER’s study found that their busy schedules preclude 
them from making time for it. Those who make the time cannot concentrate 
because they are consistently called back to the ofce to attend to some duties. 
Short video tutorials and online platforms (where staf can send questions and 
receive real time feedback) were recommended by stakeholders. Although 
these materials and online support were yet to be made available in 2019, in 
some of the tax ofces, the systems administrators, per the directive of GRA 
and based on recommendations from the dialogues, deployed resident techni-
cal staf to support users who may need help in operating the TRIPS. 

(iii) Technology – Network and connectivity issues persist. As a result, the 
TRIPS application slows down and is unable to resist the stress during peak 
periods. Rainy days also put the system under severe stress. Investment in 
bigger and faster server systems was recommended to GRA by representa-
tives of PEF and the ISSER study. Based on this recommendation, GRA 
ofcials agreed to speed up the process of replacing all radio networks cur-
rently being used to manage TRIPS to faster and more reliable internet 
services so that information can be exchanged more easily. 

(iv) Congestion at the exit gates at the ports was also raised by the ISSER study. 
GRA ofcials responded by saying that plans were advanced to increase 
the gates to 16 and also automate their operation. In 2019, after expansion 
and renovation of some parts of the Tema Port, the 16 gates promised were 
delivered. 

(v) Corruption – incidences of bribery and favouritism are still prevalent in the 
view of some taxpayers. To get through the compliance stage quickly, some 
customers alleged that some ofcials demanded bribes from them. Efective 
supervision and monitoring of compliance ofcials were noted as the way 
forward. Duty bearers promised that they would improve the monitoring of 
personnel. They have also installed several CCTV cameras in the ports to 
deter potential acts of corruption. 

Although these challenges and ways to address them derive from the Ghanaian 
case, some of these challenges and experiences may be encountered in other 
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African countries as well. As we have seen here, the stakeholder engagements 
did not only generate options for action but also encouraged duty bearers to act 
where they could. 

9.5 Conclusion 

This chapter examined the role of digitalisation in tax revenue mobilisation in 
Ghana. Specifcally, it investigated how platforms created for stakeholder dia-
logues could promote the process. We fnd that digital technologies for col-
lection of both domestic and international trade taxes like TRIPS/ITAPS and 
Paperless Port System have brought efciency improvements through cost- and 
time-saving for both tax collectors and taxpayers. However, important infra-
structure, such as the reliability of intranet/internet services associated with 
the operations of these platforms, is weak. This makes their use frustrating for 
stakeholders. Similarly, skills and competences of staf are sometimes inadequate. 
Additionally, the human factor continues to delay some aspects of the online 
services. Taken together, a stakeholder dialogue around these issues proved to be 
useful in prompting duty bearers to act in addressing challenges. For example, to 
address the skill gap, the GRA brought in additional staf to provide prompt sup-
port. Signifcant changes have also been made to port infrastructure, including 
an increase in the number of exit gates, to reduce the time spent to exit the port 
after an importer has received the necessary clearance. 

If AU–EU collaboration were to consider similar digitalisation exercises on 
the African continent, there are three key lessons that need to be considered. In 
the frst instance, internet reliability in African countries is not the same as in 
the EU. Given the primary importance of reliable internet and digital infrastruc-
ture in delivering efcient digitalised tax collection systems, attention should be 
given to establishing systems which can thrive on minimum network quality and 
also allow ofine actions to be undertaken. These tools work best on updated 
computers. In budgeting, therefore, an eye should thus be kept on replacing or 
updating the relevant computers. 

Second, a sufcient number of well-trained staf is key to efciently digitalise 
tax collection. While technology is an important factor in all these activities, the 
human factor cannot be ignored. In Ghana and in other African countries, tax 
collectors are traditionally used to the manual processes. Thus, transitioning to 
the use of online services may be a steep learning curve. It is therefore paramount 
to incorporate training of staf into the planning process from the onset by agents 
driving any such initiative. At best, this should happen before the roll-out of the 
digitalisation procedure. One strategy which is working in the Ghanaian con-
text is to get some resident IT personnel to provide day-to-day support to staf. 
Although this comes at an extra cost, it may eventually be crucial to enhance 
efciency. 

Finally, an elaborate stakeholder mapping at the onset of digitalisation is key. 
The view here is to bring these stakeholders together for dialogue on how systems 
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should be rolled out to meet the needs of users. In the Ghanaian experience, such 
stakeholder engagements proved to be very helpful, although it required signif-
cant capital outlays by a donor (UK-DFID). For example, the dialogue encour-
aged duty bearers to employ more staf where they were lacking, encouraged 
them to make changes to port infrastructure where necessary and also commit to 
an enhanced monitoring of their staf to prevent corruption. Dialogue with the 
public was also found to work best when local languages were used. 
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10 
WHERE PRIVACY MEETS POLITICS 

EU–Kenya Cooperation in Data Protection 

Benedikt Erforth and Charles Martin-Shields 

10.1 Introduction 

The global competition for digital leadership is in full swing. Between surveil-
lance capitalism (Zubof, 2019) and state-led digital surveillance (Andersen, 
2020, Greitens, 2021, Wang, 2021, see Jili, 2022 this volume), the European 
Union (EU) seeks to promote its interests through what it calls a “human cen-
tric” model which it believes will achieve a “safe and open global Internet” (EU, 
2020b, p. 13). Under the auspices of the European Commission under President 
Ursula von der Leyen, the EU has vowed to shake of the image of being a 
second-tier digital power and accelerate a structural transformation towards a 
green, sustainable, and digital economy – at home and abroad (Reiners, 2021). 
Accordingly, the EU budget for the next seven years, the so-called multiannual 
fnancial framework 2021–2027 (MFF 2021-2027), is geared to stimulate the 
European Union’s digital transformation.1 With regard to the external dimen-
sion, and cognisant of the fact that digitalisation is a global phenomenon, the 
EU seeks to “put forward a new approach to digital transformation that projects 
European values onto the international stage” (EU, 2020a, see also EU, 2021a, 
EU, 2021b). The European neighbourhood and Africa play an increasingly 
important role in the EU’s eforts to shape the global digital order (EU, 2021, p. 
2). The EU deems close cooperation with Africa in the realm of data protection 
essential to the New Africa-Europe Digital Economy Partnership and a crucial 
step towards an African Single Digital market (EU, 2020f, p. 5-6). 

Among the list of proposed tools to realise the EU’s digital strategy at the 
global scale, the EU’s regulatory power stands out. Through its standard set-
ting capacities paired with its market size, the “EU has the ability to promul-
gate regulations that shape the global business environment, leading to a notable 
‘Europeanization’ of many important aspects of global commerce” (Bradford, 
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2020, p. xiv). In its Communication Shaping Europe’s Digital Future, the European 
Commission afrms that the “European model has proved to be an inspiration 
for many other partners around the world” and that “the EU should leverage 
its regulatory power, reinforced industrial and technological capabilities, dip-
lomatic strengths and external fnancial instruments to advance the European 
approach and shape global interactions” (EU, 2020b, p. 13). Home to the world’s 
most advanced privacy and data protection regime, the Commission stresses 
the importance of partner countries’ legislative alignment as a means to realise 
a human-centric digital future. Successful alignment is contingent on several 
factors. First, it requires buy-in from partner countries. Second, and deriving 
from the frst point, a shared understanding of the issues at stake must emerge. 
Simply using an identical nomenclature is not a sufcient condition for creating 
common practice, as Hapraz and Shamis (2010) have shown in their work on 
Israeli perceptions of Europe’s normative power. Third, in the specifc case of 
data protection, a legal environment needs to exist or emerge that can translate 
political commitments into applicable law along with the necessary enforcement 
mechanisms. Fourth, public opinion needs to support and adopt newly intro-
duced regulations to align norms and practices. These processes occur in parallel 
and at diferent levels. 

In this chapter, we use the case of Kenya and its 2019 data protection legisla-
tion to retrace a specifc alignment process and understand why there could be 
limits to the EU’s regulatory externalisation strategy. Together with Uganda, 
Kenya is one of two East African governments to have enacted data protection 
legislation prior to the COVID-19 outbreak (Mwanzia, Kapiyo, and Ayazika, 
2021, p. 5). Given its signifcant role as a regional digital hub and economic 
powerhouse, Kenya is positioned to become a regional standard setter in digi-
tal privacy. On the other hand, the Kenyan government has continued to de-
anonymise digital channels, whether through rules requiring the registration of 
mobile phone SIM cards, updating national ID cards to include digital chips and 
biometric data, or expanding the surveillance environment against the backdrop 
of the coronavirus pandemic (Mwanzia, Kapiyo, and Ayazika, 2021). Although 
many other countries in Africa engage in similar practices, Kenya’s dominant 
role in the region makes it a particularly salient case for our research. Knowledge 
about alignment processes and outcomes in Kenya can inform our understand-
ing of similar processes in the wider region and provide lessons for a European 
externalisation strategy. 

In order to explore the opportunities and challenges of EU–Kenyan regulatory 
cooperation and alignment in the digital feld, the chapter proceeds as follows. 
First, we present a short conceptual discussion around the issue of regulatory 
externalisation and outline the EU’s strategic approach to norm externalisation 
and various instruments in the feld of data protection. Second, we explore the 
recent regulatory developments in Kenya focussing on the 2019 Data Protection 
Act, the EU’s involvement in this process and the law’s implementation against 
the backdrop of post-1990s Kenyan security politics. Whilst the adoption of the 



   

   

144 Benedikt Erforth and Charles Martin-Shields 

2019 Data Protection Act constitutes a signifcant leap towards citizens’ privacy 
rights – signifying a strong degree of partner country buy-in – challenges persist 
at the operational level. We draw on fve expert long interviews with Kenyan 
lawyers and other stakeholders to better understand the legal and sociopoliti-
cal issues that could shape the future of digital privacy in Kenya (McCracken, 
1988). Finally, we conclude by summarising the main fndings, which point to 
the normative and practical limits the EU’s regulatory externalisation strategy is 
confronted with. 

10.2 The “Brussels Effect”: Externalising Europe’s Regulatory 
Framework 

Diferent strands of literature argue that the EU’s greatest source of power is 
rooted in its ability to shape the rules of the game and create acceptance for 
those rules. The idea of the EU being diferent (sui generis) from other actors 
in the international system, exercising a unique type of power, can be traced 
back to François Duchêne’s (1972) notion of civilian power. Since its inception, 
the concept has fascinated observers of EU politics, notwithstanding its con-
ceptual fuzziness (Orbie, 2006). Notably, Ian Manners, in his infuential article 
‘Normative Power Europe’ (2002), helped update and popularise the original 
idea of understanding the EU’s power in diferent terms. In privileging norms 
and the power to “set world standards in normative terms” (Rosecrance, 1998, p. 
22), Manners provides the theoretical framework that allows us to interpret the 
EU’s discourse and actions on digital technologies as a means to exercise power 
abroad. He refers to three components constituting the civilian nature of the EU 
and allowing it to externalise its norms and regulations: its economic power, the 
primacy of diplomatic cooperation, and the willingness to resort to legally bind-
ing supranational institutions (Manners, 2002, p. 236-237). 

Externalisation “occurs when the institutions and actors of the EU attempt to 
get other actors to adhere to a level of regulation similar to that in efect in the 
European single market or to behave in a way that generally satisfes or conforms 
to the EU’s market-related policies and regulatory measures” (Damro, 2012, p. 
690). Externalisation, which amounts to the wielding of soft power, occurs in 
two stages: (i) the (un)intended externalisation of policies, norms, and standards 
and (ii) the actual adoption of those by non-EU actors (success) (Damro, 2015, 
p. 1344, Harpaz and Shamis, 2010). By defnition, the EU’s ability to infuence 
future outcomes is largely limited to the frst of the two stages. 

Over the years, the EU has emerged as the globe’s most prominent standard 
setter on issues of consumer protection, competition, and trade. In the digital 
economy in particular, the EU’s power to regulate global markets is signifcant. 
Examples of the EU’s eforts to externalise norms in the digital realm include 
“the adoption of the Groupe Spécial Mobile (GSM) standard for mobile teleph-
ony [which] is cited as ‘one of the best examples of the export of European regu-
latory approaches, European standards and European technology’ (EU, 2007, 
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p. 6),” and the enactment of the General Data Protection Regulation (GDPR). 
Examining the reach of the EU’s GDPR and the Commission’s voluntary Code 
of Conduct Countering Illegal Hate Speech Online, Bradford (2020, p. 1; 131) 
describes the extraordinary impact of what she terms Brussels Efect – the “EU’s 
unilateral ability to regulate the global marketplace”. Bradford shows that the 
EU’s regulatory pursuits were initially driven by internal motivations but today 
“are also shaped by external motivations” with the EU having recognised “the 
importance of promoting international standards for the protection of personal 
data”. Mostly the EU’s regulatory power is rooted in its ability to call on compa-
nies to “incorporate privacy considerations into the product development”, be it 
out of economic or technological considerations (Bradford, 2020, p. 144). With 
multinational companies not only applying European privacy regulation but also 
advocating for GDPR-type laws in non-EU markets, governments across the 
world emulate EU regulations and demonstrate the de jure and de facto impact 
of the Brussels Efect (Bradford, 2020, p. 167-168). 

The EU’s policymaking in the digital feld emanates from the triptych of 
normative, market, and regulatory power. This holistic approach to policymak-
ing combines the EU’s moral (and interest-driven) compass, with its institutional 
ability to translate policies into prevailing practice, and the necessary lever (the 
common market) to push for their acceptance.2 

The European Commission’s 2020 data strategy outlines the EU’s “proactive 
international approach” and reveals the underlying rationale that motivates EU 
action in this feld. Referring to the international dimension of data governance, 
the strategy reads as follows: 

Building upon the strength of the Single Market’s regulatory environ-
ment, the EU has a strong interest in leading and supporting international 
cooperation with regard to data, shaping global standards and creating 
an environment in which economic and technological development can 
thrive, in full compliance with EU law. At the same time, European com-
panies operating in some third countries are increasingly faced with unjus-
tifed barriers and digital restrictions. The EU will continue to address 
these unjustifed obstacles to data fows in bilateral discussions and inter-
national fora – including the World Trade Organisation – while promot-
ing and protecting European data processing rules and standards … The 
Commission is convinced that international cooperation must be based on 
an approach that promotes the EU’s fundamental values, including protec-
tion of privacy. 

(EU, 2020e) 

The strategy relies on the connection of third parties to the European data space 
and the active promotion of European standards and values abroad. The EU seeks 
to facilitate the free fow of data whilst maintaining the protection of personal 
data as a fundamental right, and considers that the “best way to achieve these 
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objectives is to work towards convergence of the data protection frameworks 
of third countries with that of the EU” (EU, 2020f, p. 2). Accordingly, the EU 
actively supported the legislative process of the Kenyan data protection bill in 
2019 and later should cite Kenya as a positive example of a country where the 
adoption of rules modelled on the GDPR succeeded (Interview 1; EU, 2020e, 
p. 24). 

The instruments and approaches the EU uses to achieve these objectives fall 
into the category of “intended externalization of policies, norms and standards” 
(Damro, 2015, p. 1344). Amongst other things, EU action in partner countries 
seeks to “increase awareness of the importance of personal data protection as a 
pre-requisite to data exchanges with the EU”, to “enhance the knowledge of 
the EU data protection legal framework in partner countries”, and to “develop 
common approaches to personal data protection” (EU, 2020f, p. 2). The list 
efectively shows the diferent dimensions of norm externalisation that involve 
aspects of knowledge sharing and the active difusion and institutionalisation of 
EU norms and standards in partner countries. 

So far, most of the literature examining EU externalisation strategies in the 
digital realm has largely dealt with the issue in relation to the digital superpow-
ers of this world, neglecting other regions and partners (Bendiek and Römer, 
2019; Bradford, 2020; for an exception see Schneider, 2020). What’s more, norm 
externalisation can only be fully understood if both the frst and the second stages 
of externalisation, that is the externalisation process itself and its adoption, are 
considered. The impact of the Brussels Efect on comparatively smaller markets, 
such as Kenya, remains largely unaddressed. To better understand both oppor-
tunities and challenges that occur during processes of regulatory externalisation, 
the next section examines the 2019 Data Protection Act, the EU’s involvement 
in this process, and the law’s implementation against the historical backdrop 
of post-1990s Kenyan security politics. We focus on the early implementation 
phase, as well as the sociopolitical aspects of state security and individual rights. 
All of these factors infuence, and will infuence over time, the implementation 
of digital privacy and data protection regulation in practical terms. 

10.3 Regulatory Externalisation and Alignment in Kenya 

Prior to 2019, data protection in Kenya was subsumed under the heading of 
the right to privacy in the 2010 Constitution (Government of the Republic of 
Kenya, 2010). Article 31 of the Constitution acknowledges every person’s right 
to privacy and recognises data protection in two instances. First, every person 
has the right not to have “information relating to their family or private afairs 
unnecessarily required or revealed” (article 31(c)). Second, every person should 
be protected from having “the privacy of their communications infringed” (arti-
cle 31(d)). These provisions, however, are not absolute but can be limited by 
law (Makulilo and Boshe, 2016, p. 325). In addition, various sector regulations 
contained privacy provisions (e.g. banking, national security, or health-related 
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regulation), yet no “stand-alone comprehensive law governing data protection” 
existed (PWC, 2018). 

Despite this absence of a central legal framework, Kenya’s privacy reform 
did not start with a clean slate. Instead, the reform can be traced back to cyber 
law reforms in the East African Community in the early 2000s. These occurred 
against the backdrop of Kenya’s considerable economic growth and the country’s 
major developments in information and communication technology (Makulilo 
and Boshe, 2016, pp. 318-320). As a signatory to the Universal Declaration of 
Human Rights and a state party to the International Covenant on Civil and 
Political Rights, Kenya “is under the obligation to put in place privacy legisla-
tion” (Makulilo and Boshe, 2016, p. 325). Taken together, these factors led to a 
draft data privacy bill in 2013 that, through revision, turned into the 2019 Data 
Protection Act. 

The 2019 Data Protection Act (Kenya Gazette Supplement, 2019) is derived 
directly from the original 2013 privacy draft bill. It acts as an omnibus data pro-
tection law that takes inspiration from the EU’s GDPR and serves as stand-alone 
comprehensive law governing data protection and privacy. The law regulates the 
handling of data by the government and both national and international corpora-
tions. Since the adoption of the law in November 2019, the EU and its member 
states, notably Germany, have continued to support Kenyan eforts in the realm of 
data protection by providing fnancial and technical expertise to the newly estab-
lished Ofce of the Data Protection Commissioner. The Commissioner starting 
from scratch, having to set up both staf and ofces, ofers a unique opportunity 
for the EU to co-constitute Kenyan privacy narratives and contribute to the 
promotion of European norms. This exercise, however, brings along challenges, 
ranging from technical difculties on the computing and infrastructure side of 
data protection, to active resistance on the part of government or other stake-
holders. In the concrete case of the Kenyan Data Protection Commissioner, an 
overly strong EU involvement would put into question the very legitimacy of 
the ofce, which is rooted in absolute independence (more on this point, below). 

10.3.1 The Implementation Challenge 

Both the Data Protection Act (DPA) 2019 and the regulatory body that handles 
its enforcement are quite new. Therefore, it is not yet possible to defnitely assess 
its success. Based on current and historical conditions, we can try to understand 
how this legislation is likely to evolve over time. We examine this in two ways. 
First, from the legal procedural perspective. Second, from the historical political 
perspective. 

We conducted fve interviews involving Kenyan lawyers, civil society, and 
business representatives to understand the legal and technical issues related to 
implementing the DPA. The interviewees explained a set of core technical chal-
lenges for getting the legislation to work efectively in practice. One of the key 
starting points is public buy-in. Until recently, the centrality of digital privacy 
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had not been of great interest to the general public. The interviewees referred 
to several events that eventually propelled a major change in public sentiment 
on the topic. One of those events was the Cambridge Analytica scandal, which 
involved political parties hiring the data frm Cambridge Analytica to send tar-
geted social media posts to voters, further raising the profle of data privacy 
for the Kenyan public (Interview 2). More importantly, in preparation for the 
2017 elections, political parties mined cash transfer account data to register vot-
ers without their knowledge (Interview 4). Another case in which the public 
became aware of data mismanagement was Radisson corporation losing control 
of customer data in 2020 (Interview 4). These events pushed data privacy into 
the mainstream of the Kenyan debate, and the government and private sector 
started to pay greater attention to data security. For companies maintaining eco-
nomic ties with European partners, the newfound interest in secure data han-
dling was also a reaction to the legal requirements stemming from the GDPR 
(Interview 3). 

Still, the public continues to accord little attention to the right to privacy. 
This is particularly critical in the Kenyan context, where politicians have a strong 
tendency to act on public sentiment (Interview 4). A recent poll commissioned 
by Amnesty International (2021) found that only 54% of Kenyans know about 
their right to privacy, whereas 70% of Kenyans remain unaware of the existence 
of the Data Protection Act. Only 18% of Kenyans are aware of the Ofce of the 
Data Protection Commissioner. Unlike the GDPR, there was no period of pub-
lic participation in the lead-up to the 2019 Act. In comparison, 69% of the EU 
population above the age of 16 have heard about the GDPR and 71% of people 
have heard about their respective national data protection authority (EU, 2020g). 
Aside from civil society organisations that focus on privacy, public sentiment 
tends to fade quickly after each scandal (Interview 2). 

The 2019 Act does not foresee a transition period that would allow the legisla-
tor, private actors, and civil society to adapt to the new regulatory framework. 
A limiting factor to its successful implementation is that the current budget allo-
cated to the data protection ofce is KES 15 million, approximately €150,000. 
This is far too little given the scope of what the Data Protection Commissioner 
(DPC) is tasked with and barely covers staf salaries (Interview 4). Some observ-
ers assume that the lack of funding is purposeful – there is a data protection 
ofce, yet it lacks the personnel that could efectively do the job (ibid.). Others 
do not see a deliberate agenda behind the underfunded ofce and the operational 
challenges that come along with it. Instead, they explain these with reference to 
a hasty fnalisation of the legislative draft. 

Thirty-fve per cent of Kenyans view interference from government as the 
greatest threat to the Ofce of the DPC (Amnesty International, 2021). The 
DPC is ofcially under the auspices of the ICT ministry. A cabinet minister 
oversees the data privacy ofce (Interview 2). This presents obvious conficts 
of interests since regulatory ofces are meant to be independent. The situa-
tion is further complicated by the fact that the commissioner, who should be 
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politically independent, is married to a leader of one of the national political 
parties (Interview 4). Given the politics in play, there are serious questions about 
the way the state can use private data for security and policing. As our interview-
ees pointed out, the 2019 Data Protection Act contains a small, but important, 
exception: in the case of a national security threat, the Act does not protect 
private data. 

10.3.2 Privacy and the Political History of Violence 

Part VII.51.2(c) of the Data Protection Act (Kenya Gazette Supplement, 2019) 
lays out an important exception to data security and privacy: “if it is necessary 
for national security or public interest” (p. 933). Kenya’s history of political vio-
lence itself does not preclude a future where digital privacy regulation is efec-
tively implemented. Yet, a precise defnition of “security” is lacking (Interview 
2). With the introduction of further amendments to the Ofcial Secrets Act 
in December 2020, the government grants far-reaching powers to the Cabinet 
Secretary of Interior and Coordination of National Security and further under-
mines data protection as inscribed in the Kenyan Constitution (Andere, 2021). 
Against the backdrop of Kenya’s history of political violence, this ambiguity 
should raise concerns about privacy in practice. Histories of political violence 
shape how citizens view the state, often long after the violence itself. This can be 
observed in countries as varied as Ecuador (Capelle, Jadhav, and Mocrief, 2020), 
Spain (Iturriaga, 2019), and Germany (Dimmroth and Schünemann, 2017). 
Thus, the history of political violence is likely to shape how the wider public 
views the legitimacy of state regulation of privacy. 

The relationship between citizens and the Kenyan police has been marked by 
violations of civil rights (Ombati, 2019), and credible reports of extra-judicial 
killings carried out by the police after the 2007 election and under the banner 
of counter-terrorism operations (Boazman, 2014). Moreover, security partners 
like the United States and the United Kingdom shape the preferences of the 
Kenyan security policy. The implementation of counter-terrorism policies that 
align with the interests of Western security partners has led to infringements 
on civil and human rights (Mogire and Agade, 2011), and driven a wedge spe-
cifcally between the state and Kenya’s Somali and Muslim populations (Lind, 
Mutahi, and Oosterom, 2017). Within this context, various telecommunications 
and ICT regulations, such as registering mobile phone SIM cards, were put in 
place. While registering SIM cards is not an unorthodox policy, it raises ques-
tions of surveillance and privacy in contexts where state security is a central 
aspect of politics (Donovan and Martin, 2014). In the Kenyan context, the role of 
the security services in surveillance, extra-judicial killings (e.g. Boazman, 2014), 
and abuses of police power cannot be ignored when assessing the efects of how 
a GDPR-style privacy regulation would work in practice. 

Digital technology has created new openings for citizens to share their 
experiences of violence, thus working towards greater transparency and peace 
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(Maina, 2015). Meanwhile, the Kenyan government responded to the volume 
of hate speech propagated on mobile phone networks and social media by 
reducing privacy. This brings us back to the aforementioned SIM card registra-
tion rules that came into efect in 2013. According to Bowman and Bowman 
(2016), these rules were specifcally intended to reduce hate speech and sup-
port a peaceful election. In fact, they led to a full spectrum of Kenyan citizens 
self-censoring what they said on digital channels. This kind of surveillance in 
combination with the ongoing counter-terrorism stance of the government 
has led to a uniquely intensive targeting of Muslim communities, preventing 
their political mobilisation, and limiting their agency in daily life (Badurdeen, 
2018). Along with direct surveillance, the Kenyan government has extended 
their counter-terror and policing eforts into the mobile money transfer space, 
demanding a wider range of identity documentation to use these services 
(Wanjohi, 2017). 

This history of abuse by the security services and a lack of privacy in the digi-
tal space was a key reason that the recent eforts by the Kenyan government to 
institute a digital, biometric ID for all Kenyans ran into pushback from civil soci-
ety organisations and privacy advocates (Eken, 2019). The National Integrated 
Identifcation Management Systems and the personal Huduma Namba (service 
number) would have centralised sensitive data of all Kenyans, including GPS 
coordinates, DNA, and other biometrics, were it not for the intervention of the 
courts. The lack of clarity around how the data would be used, stored, secured, 
coupled with wider privacy issues, led to a court case that struck down manda-
tory registration and limited the usage and transfer of data. 

The Kenyan case presents a political history and present where privacy and 
data protection may be encoded in regulation and law. While this would make 
commercial cooperation easier, privacy and data protection may not be extended 
in a practical way to all Kenyans. If the goal of regulatory externalisation includes 
both commercial and rights foci, understanding the political context in which 
regulations are implemented is critical. 

10.4 Conclusion 

The digital industry, ICTs, and the governance of the digital space rank high in 
the list of priorities of Kenyan policymakers and development cooperation part-
ners. At the same time, these issues fgure prominently among the EU’s strategic 
priorities and present a suitable topic to test the limits of the EU’s regulatory 
externalisation strategy. Therefore, we focused on data protection and the right 
to privacy as one specifc dimension of EU–Kenya cooperation. 

By supporting the setting up and implementation of a robust data protec-
tion framework the EU follows a policy-frst approach, according to which 
international cooperation serves the purpose of the European strategic agenda. 
This agenda is composed of tangible commercial and geopolitical interests as 
well as strong normative leanings. Additionally, international cooperation and 
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commercial relationships are expected to foster improvements in governance and 
strengthen human rights in partner countries. 

Does the Data Protection Act, modelled on the GDPR, achieve that? It is 
too early to tell since Kenya is still setting up the administrative apparatus to 
enforce it. Still, we can observe considerable strides that have been made towards 
securing citizens’ rights to privacy. At the same time, implementation challenges 
prevail, which are in parts linked to a lack of resources, an early stage of capac-
ity development, and a legislative framing that foresees substantial exceptions 
allowing for state-led surveillance. There is no consensus among experts as to 
whether these exceptions can be ascribed to a deliberate agenda by the Kenyan 
government or are rather an expression of procedural neglect. In this context, 
the EU confronts the difcult task to support a process without undermining 
the independence and sovereignty of the very institutions it seeks to promote. In 
other words, the externalisation of European norms requires the EU to strike a 
careful balance between interference and indiference. 

The second, more important, challenge – or consideration – relates to the 
importance of the historical and political context when it comes to norms 
externalisation. The GDPR-inspired data protection framework should not be 
mistaken for a European product simply copied and applied to a diferent con-
text. Such interpretation would inevitably lead to the wrong conclusions being 
drawn about its efectiveness and impact on citizens. On the contrary, the Data 
Protection Act – despite the strong resemblance with its European predecessor 
on paper – must be understood as a Kenyan exercise, emerging from a Kenyan 
context and whose characteristic traits are infuenced by the role of security poli-
tics, the reactive way politicians act in response to public sentiment, and the issue 
of how the regulator’s independence unfolds and is (or is not) reinforced during 
the implementation phase. 

Expanding data protection and privacy to all Kenyan citizens thus goes 
beyond the EU’s eforts to promote the GDPR via legislative alignment abroad. 
The EU has to engage with the organs of the state, particularly the police and 
security agencies and the Ofce of the DPC, to support transparency and reform. 
Without a focus on the politics of privacy versus security and economic growth, 
the EU risks ending up with data protection and privacy regulations that create 
robust commercial partnerships while the digital rights of citizens ebb and fow 
with the politics and perceptions of state security. 

Notes 

1 Out of the proposed EUR 132.8 billion that are dedicated to the “Single Market, 
Innovation, and Digital”, EUR 8.6 billion (or 6.4%) are reserved for the digital realm 
through the Digital Europe Programme and the Connecting Europe Facility. In 
addition, it is to be assumed that a considerable share of Horizon Europe (EUR 
75.9 billion) and InvestEU (EUR 2.8 billion) will be allocated to foster digitalisa-
tion broadly speaking (EU 2020b). The European Council concluded on 2 October 
2020 that “at least 20% of the funds under the Recovery and Resilience Facility will 
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be made available for the digital transition”. Being provisioned with EUR 672.5 bil-
lion, this share equals EUR 134.5 billion in loans and grants for fostering Europe’s 
digital transition (EU 2020c, p. 4). More recently, the EU Commission has intro-
duced a yet-to-be-implemented Global Gateway connectivity strategy, which also 
aims to support EU digital projects abroad. 

2 The distinction between the diferent concepts (civilian/normative power, market 
power, and regulatory power) is less clear-cut than demonstrated here. In fact, each 
of the concepts shares considerable overlap with the other two, making them rather 
open-ended and complementary than mutually exclusive. 
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11 
DIGITALISATION IN SCIENCE 
AND TECHNOLOGY POLICY 

Engagement, Alignment, and Misalignment 
Between the European Union and South African 
Data Protection and Privacy Frameworks1 

Michael Gastrow and Rachel Adams 

11.1 Introduction 

Science policy and technology policy have historically been characterised by 
international collaboration. In the era of digitalisation, policies that regulate the 
use of data, and the innovation systems that underpin the generation and uptake 
of new digital technologies, have become critical instruments of national and 
international politics. In this chapter, we explore the ways in which a developing 
country, South Africa (SA), has engaged with a major bloc of developed coun-
tries, the European Union (EU), in its pursuit of strengthened local capabilities, 
and alignment with international changes in the regulation of data and digital 
technologies. In this context, we investigate and juxtapose the emergence of 
data privacy and data protection regulation in both jurisdictions. In contrast to 
the co-ordinated and collaborative framework for SA–EU science and technol-
ogy partnerships, disjunctures in the development and direction of data privacy 
and protection regulation in the two jurisdictions present potential problems for 
South Africa’s digital economy, as well as avenues for further research. 

Our analysis distinguishes between the roles of science policy and technol-
ogy policy, since these are each distinct (although interrelated) policy spheres. 
Within innovation systems, there are fundamental links between science policy 
and digitalisation – including funding for basic and applied research in digi-
talisation, building infrastructures and capabilities for such research, and setting 
framework conditions for science (for example, intellectual property regimes and 
regulatory systems). The scope also includes the social science of digitalisation. 
However, digitalisation policy has largely focussed on technology – particularly 
on governing the technologies of digitalisation. A broad understanding of digi-
talisation policy, including all of the above dimensions, is therefore appropriate, 
since digitalisation intersects with many other governance and policy domains. 
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South Africa’s cooperation with the EU is arguably its most important 
international science and technology partnership (Pandor, 2012). Since the 
1996 South Africa–EU Science and Technology Cooperation Agreement, a dec-
ades-long multifaceted strategic alliance has been created. This chapter reviews 
the scope of SA–EU science and technology partnerships in the digital space. 
Within this broad canvas, we focus specifcally on data protection and privacy, 
and the manner in which the South African and European legislative and pol-
icy frameworks have co-evolved. We take this focus because the regulation of 
data fows is one of the critical framework conditions for digitalisation, as well 
as an important instrument in the domain of international science and technol-
ogy diplomacy. Following a brief examination of the emergence of regulation in 
both jurisdictions, we analyse the implications of alignment and misalignment 
between the two sets of regulations – including the emergence of restrictions on 
international data fows that are critical for innovation and scientifc development. 
In conclusion, we refect on the potential to achieve greater alignment, close gaps 
between regulatory frameworks, and direct eforts towards mutual objectives. 

11.2 Science and Technology Cooperation Mechanisms 

International cooperation plays an important role in science policy. It helps to 
create the framework conditions for scientifc collaboration, mobilises funding 
and capabilities for globalised research, and sets the research agenda. This inter-
national engagement in the realm of science policy is also referred to as “science 
diplomacy”. According to the Royal Society and the American Association for 
the Advancement of Science, there are three dimensions to science diplomacy. 
Firstly, “science in diplomacy” refers to the ways in which scientifc advice 
informs and supports foreign policy objectives. Secondly, “diplomacy for sci-
ence” seeks to facilitate international scientifc cooperation and the development 
of international relations to support the scientifc enterprise. Thirdly, “science 
for diplomacy” focusses on scientifc cooperation as a means of improving inter-
national relations (Royal Society, 2010). As the South African–EU relationship 
has been active in all three of these areas, this section sets out to provide a brief 
overview of the evolvement and function of the diferent SA–EU cooperation 
agreements currently in place, in order to provide a broader context for the evo-
lution of SA and EU digital policy. 

Science diplomacy between South Africa and the EU has a rich history. 
Following South Africa’s emergence from international isolation in 1994, the 
newly elected democratic government recognised the importance of science and 
technology to South Africa’s development and strategic objectives, and set about 
establishing the institutional mechanisms, policies, and partnerships to drive the 
national knowledge economy (Masters, 2016). A Science and Technology White 
Paper published in 1996 emphasised the role of science and technology as instru-
ments for economic growth, social development, and poverty alleviation. The 
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Department of Science and Technology was created in 2002, and reconfgured as 
the Department of Science and Innovation (DSI) in 2018. Guided by the White 
Paper, one of the major priorities of the DSI has been to develop and implement a 
strategy for international scientifc and technological cooperation (Pandor, 2012; 
Simelane, 2015, Department of Science and Innovation, 2021). 

Due to South Africa’s relatively small national system of innovation, interna-
tional cooperation is essential for leveraging local capabilities. At the same time 
science content becomes increasingly important for critical foreign policy issues. 
The DSI’s International Cooperation and Resources programme is responsi-
ble for facilitating bilateral and multilateral scientifc cooperation, including a 
focused strategic partnership with the EU. The establishment of a South African 
Department of Science and Innovation representation in Brussels has taken for-
ward digital policy engagement with EU institutions (that is, the Joint Research 
Centre and diferent branches of the European Commission) and encouraged 
new bilateral agreements between the South African government and individual 
EU member states. The DSI’s diplomatic eforts are supported by its coopera-
tion with other South African departments, including the Department of Trade 
and Industry, the Department of Environmental Afairs, and the Department 
of International Relations and Cooperation. Internally, many of South Africa’s 
national public research institutes host dedicated teams focussed on international 
cooperation. These multiple channels and modalities of science diplomacy steer 
the implementation of a number of substantive science and technology coopera-
tion mechanisms. 

South Africa and the EU have a well-established diplomatic relationship that 
has facilitated the development of new knowledge and partnerships with a focus 
on digitalisation. At South Africa–EU Summits, the presidents of South Africa, 
the European Council, and the European Commission have consistently lauded 
the role played by science and technology in South Africa–EU relations. At the 
2018 summit, the parties issued a joint statement in which they declared to inten-
sify collaboration in key areas such as open science, big data platforms, digital 
and Information and Communications Technology, as well as sectors linked to 
Industry 4.0. At a sectoral level, cooperation has included South Africa’s lead-
ership in the Science, Information Society and Space Partnership of the Joint 
Africa–EU Strategy (African Union, 2021a), which encompasses a range of 
political and policy dialogues, including a Digital Economy Task Force (African 
Union, 2021b). South Africa’s role as co-chair with the European Commission 
of the Group on Earth Observations (Department of Science and Innovation, 
2018) is also signifcant, as it underpins cooperation towards the development of 
an integrated Earth observation system. 

One of the most signifcant cooperation mechanisms is the Science Technology 
and Innovation (STI) co-operation programme, created within the framework of 
the European–South Africa Science and Technology Advancement Programme 
(ESASTAP). The SA–EU STI system enables researchers to set up their interdis-
ciplinary research networks across Europe and South Africa. Another ESASTAP 
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initiative, the Eureka STI networking programme, provides a platform for 
research and development (R&D) cooperation in the private sector. Eureka’s 
Eurostars programme is dedicated to research-performing small and medium 
enterprises (SMEs), many of which are active in the digital space. Direct col-
laboration has frequently been supported by the EU’s apex research programmes, 
including its Framework programmes and the Horizon 2020 programme. South 
Africa has become one of the most signifcant developing country partners in 
these research programmes, fostering deeper linkages and growing capacity in 
the South African innovation system. At the meso-level, the SA–EU Dialogue 
facility encourages policy dialogues on digitalisation (Gastrow, 2019). The South 
African Presidential Commission on the Fourth Industrial Revolution, which 
was active from 2019 to 2020, consulted widely with European stakeholders 
in shaping its recommendations for South African digital policy (Presidential 
Commission on The Fourth Industrial Revolution, 2019). 

Another platform for engagement is the New Africa-Europe Digital Economy 
Partnership. Supported by the Digital Economy Task Force, which comprises 
public and private sector representatives from the EU and the African Union 
(AU), the Africa-Europe Digital Economy Partnership brings together diferent 
actors from both continents to discuss the digital transformation in Africa. The 
EU Commission’s approach to digitalisation in Africa is based on the notion of 
“Digital4Development”. The concept frames digitalisation as a global priority 
and emphasises the value of mainstreaming digital aspects to the entire range of 
development policies and actions: 

“Digital4Development” is a framework for mainstreaming digital tech-
nologies into development policy, contributing to the achievement of the 
Sustainable Development Goals and ensuring efective delivery based on 
existing policies, funding instruments and partnerships involving the pub-
lic and private sectors. Digital4Development should be guided by a vision 
that maximises the uptake of digitalisation as a strong driver for economic 
growth in partner countries and reduces the digital divide by providing 
access for all, with particular emphasis on women, youth and vulnerable 
groups, and on their education. 

(European Commission, 2017, p. 15) 

The main goals of the framework are to accelerate universal access to afordable 
broadband, develop digital skills and capabilities, improve the business envi-
ronment, and facilitate access to fnance and support services to boost digitally 
enabled entrepreneurship, and accelerating the adoption of e-Services and the 
development of the digital economy for achieving the Sustainable Development 
Goals. 

A cognate engagement is that of the Policy and Regulation Initiative for 
Digital Africa (PRIDA). This is a joint initiative of the AU and the EU, together 
with the International Telecommunication Union (ITU), funded by the EU’s Pan 
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African Programme. The initiative aims to support regulatory harmonisation in 
order to develop broadband supply in Africa – with the ultimate aim of univer-
sally accessible and afordable broadband across the continent. It also aims to 
develop the digital capabilities that underpin broadband demand, as well as build 
policy capabilities among AU member states in the domains of internet and data 
governance. The AU plays an important role in working to harmonise ICT and 
data policies and regulatory frameworks – a critical objective as data policies co-
evolve globally. 

In its broad sweep, then, there are multiple efective channels for diplomacy 
and mechanisms for engagement in the domain of digitalisation policy. The 
scope of digitalisation is so wide that the outcomes of these interactions difer 
signifcantly in diferent domains. We therefore take a specifc focus on the ques-
tion of data protection and data privacy – an issue at the heart of digitalisation 
policy in both the EU and South Africa. 

11.3 Data Protection and Privacy 

As digitalisation continues to unfold across the world, the regulation of data has 
emerged as a central policy issue with wide-ranging efects across many domains. 
Within this scope, the question of data privacy and data protection is critical. 
Digitalisation makes increasing demands for personal information, whether 
through ecommerce, social media, online health platforms, online fnancial 
platforms, or recruitment platforms. At the same time, particularly in countries 
with a strong tradition of human rights, there is growing demand for privacy. 
This dynamic causes a long-term and growing friction between individuals 
who require more privacy, and organisations that require more personal data. 
Accordingly, regulations like South Africa’s Protection of Personal Information 
Act (POPIA) and the EU’s General Data Protection Regulation (GDPR) are 
essential for working through this friction 

Data protection and privacy regulations constitute a global response to this 
emerging regulatory need. A recent review by the United Nations Conference on 
Trade and Development (UNCTAD, 2021) found that 128 out of 194 countries 
have already put in place legislation to secure the protection of data and privacy, 
and that across the world such legislation is being developed and amended to 
keep up with technological change. 

In this, a distinction must be made between data privacy and data protec-
tion – the former refers to policies, the latter to mechanisms. The principles of 
data privacy delineate who may have access to data. The tools of data protec-
tion provide the mechanisms required to appropriately restrict access to data. 
Compliance regulations provide guidelines so that the privacy requests of users 
are responsibly implemented in both public and private sectors. 

The range of policy domains that are impacted by data protection and pri-
vacy regulation is vast. It includes the processing of personal health information 
and any other personally identifable information such as social security or ID 
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numbers, addresses, names, birthdates, contact information, IP address, cookie 
data, genetic data, biometric data, racial or ethnic data, surveillance data, or 
data related to sexual orientation. Technological mechanisms for conforming to 
data protection requirements include data loss prevention, protection, frewalls, 
encryption, and endpoint protection. 

The evolution of data privacy and protection regulation in the EU and South 
Africa reveals both areas of alignment and misalignment. In our analysis, we 
briefy examine the history of regulation in both jurisdictions, and the implica-
tions of the ways in which the two sets of regulation have and have not reached 
alignment. 

The process of drafting the POPIA began in 2003, and was principally based 
on the EU Data Protection Directive 95/46/EC, a predecessor of the European 
GDPR (although the POPIA includes some stricter provisions). In this sense, 
there were early eforts to align South Africa’s data regulation with international 
conventions and best practices. However, the extended timeframes for the prom-
ulgation, adoption, and implementation of the POPIA led to subsequent mis-
alignments. The act was signed into law in 2013 and partially enforced in 2014, 
allowing for the establishment of the Information Regulator in 2016. However, 
it was not until 2020 that the POPIA came into efect. An extra 12-month grace 
period was granted to allow institutions to become compliant with the Act. 
Hence, after the law was fnalised and signed by the then president of South 
Africa, it took another eight years until it fnally entered into force. At the time 
of writing, South African frms are fnalising their adjustments to conform to the 
POPIA – while those that have already established data protection guidelines to 
conform to the GDPR will have a head start. 

In the interim, the EU moved onto the more comprehensive GDPR. In 2016, 
the GDPR replaced the bloc’s Data Protection Directive, which was brought 
into efect in1995, and was therefore outdated in its regulation of data in the 
context of contemporary digitalisation. The GDPR provides an overarching 
framework for regulating data within the EU’s jurisdiction and stands as the 
most comprehensive piece of data protection legislation in the world. It requires 
that frms protect the personal data and privacy of EU citizens for transactions 
that occur within EU member states and regulates the sharing of personal data of 
EU citizens outside the EU. 

The GDPR applies to all data processing activity undertaken by a controller 
in the EU, as well as any processing of personal data of EU citizens even if the 
processing does not take place in the EU. This expands the impact of the GDPR 
to other jurisdictions, in which any entity that processes EU citizen data in the 
course of providing goods and services must comply with the GDPR. 

There are many similarities between the POPIA and the GDPR. Both set 
high-level principles (such as transparency and accountability) for how per-
sonal information should be processed. Under the principle of accountability, 
both regulations require that the parties processing personal information dem-
onstrate compliance with a range of conditions. However, the GDPR ofers a 
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much stronger framework for regulating data fows of personal information. This 
comparable strength of the GDPR to the POPIA may place undue restrictions 
on South Africa’s participation in international data fows that are critical for 
innovation and scientifc development. 

GDPR and POPIA are fairly similar overall, albeit with some diferences 
in terminology, organisation of the respective articles, and greater specifcity 
on the part of GDPR. Signifcantly, the POPIA protects both individuals and 
legal entities, while the GDPR does not protect legal entities; therefore, frms 
and other legal entities face diferent requirements in the EU and South African 
jurisdictions: some EU frms and organisations are exempt from having to keep 
records or have a data protection ofcer, while this is not the case in South 
Africa. The POPIA requires all organisations to have a data protection ofcer, 
while the GDPR only requires some organisations to do so. There are difer-
ences between the functions of the Information Regulator (under the POPIA) 
and the Supervisory Authority (under the GDPR). Under the POPIA, respon-
sible parties are required to obtain authorisation from the Regulator to process 
personal information. On the other hand, the GDPR Supervisory Authority 
monitors compliance, but does not require authorisation. The requirement for 
authorisation creates additional protection in South Africa, but also an additional 
regulatory hurdle. 

Both the GDPR and the POPIA are guided by a cognate set of rights with 
respect to personal information, although the terminology used to describe these 
rights difers somewhat. Both provide for the right to be notifed that personal 
data is being used, the right to access one’s personal data, the right to request the 
correction or deletion of personal information, the right to not have personal 
information processed for the purpose of direct marketing by means of unsolic-
ited electronic communications, the right to complain to the regulator, and the 
right to efective judicial remedy. 

The POPIA’s aim is to regulate the processing of personal information in 
South Africa, whether by public or private bodies. In this way, it stands against 
violations to the right to privacy of persons living in South Africa and against 
the exploitative use of personal information in the growing information society. 
Decisively, in the Act’s opening Preamble the drafters of the POPIA empha-
sised that the law bore in mind that “consonant with the constitutional values 
of democracy and openness, the need for economic and social progress, within 
the framework of the information society, requires the removal of unnecessary 
impediments to the free fow of information, including personal information” 
(POPIA Preamble). The POPIA seeks, therefore, to regulate – but not impede – 
the fow of data that has become the central (and centralising) infrastructure of 
the contemporary world, to ensure that human rights, most pertinently the right 
to privacy, are not violated in the process. 

The POPIA creates an obligation to report data breaches, closing a regulatory 
loophole that had previously allowed data breaches to go unreported due to a 
lack of formal obligations to do so. The POPIA requires that organisations report 
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suspicions of unauthorised access to personal data to the Information Regulator, 
and in some cases, to the data subjects. The POPIA also regulates the ofshoring 
of data, and the cross-border provisions of the POPIA must be met when sending 
data out of the country. 

The GDPR restricts the sharing of personal data outside of Europe. In 
fact, the GDPR provides that European personal data can only be shared with 
countries outside of Europe that have a data protection regime that provides a 
similar level of protection to the GDPR. Together with an opinion from the 
European Data Protection Board, the European Commission has the power to 
make decisions on the level of adequacy of data protection regimes. To date, 
it has thus far deemed the following countries as ofering an adequate level of 
data protection: Andorra, Argentina, Canada (commercial organisations), Faroe 
Islands, Guernsey, Israel, Isle of Man, Japan, Jersey, New Zealand, Switzerland, 
and Uruguay (European Commission, 2021). These decisions take some time to 
reach, and notably, the European Commission has not yet declared any African 
country as being safe for European personal data to be shared with. Given that 
the POPIA was promulgated in 2013, long before the fnal version of the GDPR 
was issued, it is likely that South Africa will not be granted adequacy by the 
European Commission. In a broader sense, the same is true for any other African 
country that does not have a data protection law or a data protection law deemed 
to ofer as high a level of data protection as the GDPR. 

This has important implications for open science and the participation of 
countries like South Africa in international science and innovation enterprises. 
While data sharing with a European country is possible if there are other ade-
quate written legal agreements in place on a case-by-case basis,2 the GDPR may 
well act as a barrier to international data sharing, even for scientifc purposes. 

One area where this is particularly important for the progress of science in 
general, and for Africa in particular, concerns genetic research. Following the 
success of the human genome project in assembling full human genomes, and the 
importance of this work for genomic research and researchers globally, standards 
were developed to try and ensure that such research is made open access (Gafney 
et al., 2020). However, with the advent of the GDPR, sharing such data may be 
more difcult (Powell, 2021). This is partly because genetic data cannot be com-
pletely de-identifed, one of the key conditions required by data protection laws 
for data sharing. Although this is the case, it requires signifcant technical know-
how, expertise, and resources to identify an individual from their genetic data. 
For African science to beneft from genetic research, more African genetic data 
is required to ensure its representativeness (Adams et al., 2021). In this sense, it is 
critical that data protection law does not hinder scientifc progress, and exemp-
tions for research from the more burdensome conditions for lawful processing 
that data protection laws set out must be sought. Research has already shown 
that the POPIA has disrupted health research (Thaldar and Townsend, 2021), 
although the more recently published POPIA code of conduct for research aims 
to ease restrictions within the provisions of the law (Adams et al., 2021). 
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The areas of alignment and misalignment in data protection and privacy 
law across the GDPR and the POPIA have signifcant implications for South 
Africa. While the initial development of the POPIA made progress in aligning 
South African regulation with international standards, the nearly two decades 
of elapsed time have subsequently created a disjuncture between European and 
South African regulatory frameworks. Considerable economic activity depends 
on whether South Africa is deemed to have an acceptable framework for data 
sharing with the EU. If this is not achieved, it will create major constraints on 
the potential for partnerships, trade, investment, science, and innovation across 
the two jurisdictions. It would entrench limitations to economic activity that 
entails the use of personal data originating in the EU jurisdiction. This would 
have widespread cross-sectoral impact, since many sectors require the processing 
of personal information. Given that business process outsourcing, and call cen-
tres are a major growth sector in South Africa, the impacts on economic growth 
and human development will be wide-ranging. Other areas of potential negative 
impact include the medical, retail, marketing, education, logistics, media, and 
tourism sectors. 

11.4 Conclusion 

South Africa has a well-developed relationship with the EU with regard to 
science and technology, characterised by established diplomatic channels for 
engagement, and a wide range of institutional mechanisms to foster scientifc 
and technological partnerships. This science diplomacy framework has been pur-
posively built by the post-Apartheid government as part of its eforts to open 
and expand the South African national system of innovation. In the era of digi-
talisation, these partnerships and mechanisms have been leveraged to support 
R&D, innovation, investment, capability-building, and the development of net-
works. Moreover, South Africa participates in valuable EU–African platforms for 
engagement in the area of digitalisation policy and development. 

However, in the domain of data regulation, specifcally the regulation of 
data privacy and data protection, there are signifcant areas of misalignment. 
Institutional misalignment emerged from the process of developing legislation in 
the EU and South Africa. When South Africa enacted the POPIA, the GDPR 
had not yet been developed. During the 18 years that passed between the initial 
drafting of the POPIA in 2003, and its coming into efect in 2021, the goalposts 
moved at the EU level. As a consequence, South Africa may be facing wide-
spread detrimental efects to its digital economy. A clear lesson from this course 
of events is that the regulation of the digital environment needs to be rapid and 
responsive, or risks falling behind. 

Political factors also come into play. The GDPR makes demands of countries 
outside the EU to conform to its standards or face a degree of exclusion from its 
digital economy. The power dynamic inherent in this requirement is, to some 
degree, colonial in its expectation. In South African debates about emerging 
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data policy, geopolitical powers, including China and Russia, may exploit this 
evident dynamic to turn the direction of policy towards their own interests. 
Exclusion from European markets may strengthen ties between South African 
and other jurisdictions. Data sharing, and the economic activities underpinned 
by data sharing, may have greater potential to develop and grow between juris-
dictions that do not face the exclusionary criteria of the GDPR. Combined with 
a geopolitical agenda in which global powers are contesting to gain traction on 
the African continent, the result may prove to the detriment of both SA–EU 
relations and SA–EU economic ties. If powers such as Russia and China also face 
exclusion from European data markets, they may fnd common cause with South 
Africa, which may harm/weaken the country’s human rights agenda and posi-
tions on global data protection agreements. 

Therefore, it is critical that data regulation is developed in a manner that is 
congruent with other aspects of science, technology policy, and diplomacy. If 
South African data regulation creates barriers to science and innovation, then it is 
working against other eforts to expand South Africa’s cooperation with the EU. 
There exists a strong argument for South Africa to bring the POPIA more closely 
in line with the GDPR – the political overtones of such a move notwithstanding. 
The EU is one of South Africa’s major trading partners, and it would be a net 
loss to South Africa to distance itself from the EU’s digital economy. Parliament 
could potentially amend the POPIA accordingly. Another option could be for 
the information regulator to interpreting the POPIA in a manner that is aligned 
with the GDPR. However, no political or policy signals have been made that 
either of these outcomes is likely. 

Overall, these dynamics, sometimes those of integration and sometimes those 
of divergence, highlight the need for an integrated approach to digitalisation 
policy and diplomacy in South Africa. The enormous scope of digitalisation 
policy makes this difcult, since it has markedly diferent characteristics, tech-
nologies, politics, and challenges in diferent sectors and applications. However, 
as the world becomes increasingly digital, it also becomes increasingly important 
for all actors in the policy space to become aware of the overall policy landscape. 

There is a juxtaposition between the generally strong digital science and tech-
nology engagement between the EU and South Africa, and the degree of mis-
alignment with respect to data protection. Broadly, there is productive science 
and technology engagement in terms of capacity-building, network develop-
ment, business development, innovation, and science – but misalignments in 
core data policies could undermine some of this. These outcomes show how 
science and technology policy are formed in an international context. Politically, 
an expectation that South Africa aligns with Europe has political overtones of 
a centre-periphery relationship. At the same time, such alignment would be a 
practical way to boost digital connections between the EU and South Africa. 
All this points towards a need for greater co-ordination in South African–EU 
relations to encompass not only a wide range of disparate platforms and partner-
ships, but to integrate the development of the core data policies that cut across 
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the digital world and have the potential to have major impacts on innovation 
systems and digital economies. 

Looking beyond the SA–EU relationship, the question of international coop-
eration in the area of data regulation has relevance within broader geopolitical 
conversations. The EU is pursuing continent-to-continent engagements, with 
the aim of building broader data-sharing possibilities. The analysis of SA–EU 
alignment raises questions for further research: How realistic are these ambi-
tions is if adequate data sharing arrangements with a close partner such as South 
Africa present such a challenge? And what changes in the approaches of the EU, 
and its partner countries, might facilitate more efective data sharing? The South 
African case illustrates that closer and more timeous engagement and alignment 
throughout the policy cycle would be a frst step. 

Notes 

1 Thanks to the DSI/NRF/Newton Fund Trilateral Chair in Transformative Innovation, 
the 4IR, and Sustainable Development for its support – this work has been partially sup-
ported by the National Research Foundation of South Africa (Grant Number: 118873). 

2 As was determined in the recent Schrems II judgement which found that the United 
States does not ofer adequate levels of data protection for European personal data: 
Data Protection Commissioner v Facebook Ireland Ltd and Maximillian Schrems. 
Available at: https://www.epic.org/privacy/intl/dpc-v-facebook/ireland/ (last 
accessed 21 May 2021). 
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PUTTING PEOPLE AT THE 
CENTRE OF DIGITAL POLICY 

Mechanisms for Citizen Engagement in Nigeria 

Joe Abah, Krista Baptista, Connor 
MacKenzie, and Anand Varghese 

12.1 Introduction 

Digital technologies ofer countries economic, social, and political opportuni-
ties. But without robust national policies and regulations, technology’s trade-ofs 
can worsen the very issues they seek to improve. 

As of September 2021, a majority of African countries have written or passed 
some degree of national policy, regulation, or law that addresses an issue in the 
technology sector (Abimbola, 2021). This chapter focuses on the process by 
which national-level digital policies, regulations, and bills are developed, with 
a specifc focus on how policymakers engage diverse stakeholders in this pro-
cess, particularly citizens. When stakeholders ranging from consumers (both 
current and future), businesses, industry associations, civil society organisations 
(CSOs), to other community representatives, have mechanisms to provide their 
opinions regarding a proposed legislative procedure, the fnal outcome will bet-
ter represent all public interests and is more likely to achieve its intended goals 
(Hutahaean, 2016). Furthermore, when stakeholders participate in the policy-
making process the practice becomes more transparent, which leads to higher 
levels of trust regarding divisive topics (OECD, 2017). Finally, when stakeholders 
are equal partners in the policymaking process, this provides an opportunity for 
collaboration and co-creation between various interest groups. 

Despite the general benefts of stakeholder engagement in the policymaking 
process, there is rarely a level playing feld between the various stakeholders. 
Citizens face knowledge, organisational, and time constraints that limit their 
ability to engage in policymaking themselves. They often rely on newly formed 
CSOs that specialise in digital technologies to serve as their agent in the digi-
tal policymaking processes. Likewise, consumer groups represent subscribers’ 
specifc interests and industry associations represent corporate interests in the 
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technology sector. These two stakeholder groups dispose of superior resources, 
political access, and knowledge, leading to power asymmetries amongst 
stakeholder groups. 

Like many other African countries, Nigeria aspires to diversify its econ-
omy by further developing its nascent technology sector. As Africa’s largest 
democratic country and host to the continent’s largest mobile phone market, 
Nigerians are eager to enjoy technology’s benefts and mitigate against any 
potential negative consequences from digital transformation (The World Bank, 
2019). As a result, Nigerian policymakers in the National Assembly and related 
federal agencies are developing technology policies, regulations, and bills to 
mitigate trade-ofs without stifing national development. Nevertheless, this 
chapter argues that citizen-centric engagement in recent national-level digital 
policymaking is still insufcient in Nigeria. Despite the existence of guidelines 
for public consultation, citizen-centric engagement is minimal and tends to 
occur after national policies and regulations have already been introduced. This 
chapter also uses Nigeria as a case study to examine the extent that external 
institutions, such as the European Union (EU), can support these eforts. The 
EU’s commitment to multi-stakeholder participation in the development of a 
digital society has positioned the institution well for supporting other countries 
during their own digital transformation. With the African Union-European 
Union (AU-EU) Digital for Development (D4D) Hub’s recent formation, there 
is a fresh opportunity for these two institutions to work together in prior-
itising inclusive and people-centric digital transformation throughout African 
countries. 

Section 12.2 provides an overview of Nigeria’s policymaking processes in the 
technology sector. It describes how national policymakers engage with diferent 
stakeholders and explores power asymmetries between them. Section 12.3 and 
Section 12.4 analyses stakeholder engagement in four technology policy and reg-
ulatory areas: expanding internet access, data protection in the digital economy, 
free speech on social media, and digital identifcation. Section 12.5 concludes 
by outlining possibilities for more advanced citizen-centric policymaking that 
donors and institutions, among them the AU-EU D4D Hub, can support. 

12.2 Nigeria’s Policymaking and Stakeholder Engagement 
Processes 

12.2.1 The Policymaking Process 

Policymaking is the process through which state and non-state actors – that 
is, non-governmental and private stakeholders – infuence the inception and 
development of policies, regulations, and bills addressing a specifc problem. 
In Nigeria, state actors include the presidency, federal ministries and agencies, 
the judiciary, and the legislature (Popoola, 2016). Through executive orders, 
the president can develop and issue policies that federal ministries or agencies 
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implement. The judiciary involves itself in the policymaking process via judicial 
reviews of existing policies, regulations, and laws. However, since the legislature 
and federal agencies are state actors who most frequently interact and consult 
with civil society stakeholders, this chapter focuses on the policymaking process 
carried out by these two institutions. 

In Nigeria, publicly elected policymakers in the National Assembly, com-
posed of the Senate and House of Representatives, possess the legal authority 
to design policies, regulations, and bills, whilst public ofcials at federal agen-
cies are responsible for implementing adopted legislations (Popoola, 2016). 
Concerning the technology sector, public ofcials include those at the Federal 
Ministry of Communications and Digital Economy (FMoCDE), which contains 
the National Information Technology Development Agency (NITDA) and the 
Nigerian Communications Commission (NCC). 

There are multiple mechanisms for legislators and federal agencies to consult 
with stakeholders during the policy formulation phase. The consultation process 
can involve a National Assembly committee developing a draft policy, regulation, 
or bill internally and inviting specifc stakeholders to join working groups and pro-
vide comments (Philip, 2013). Stakeholders who do not receive such an invitation 
may submit written memoranda on the draft. Additionally, federal agencies such 
as NITDA have published processes for “ensuring stakeholder inclusiveness in the 
rule making process” (NITDA, 2017). This process outlines detailed steps on how 
to request public comments, provide stakeholders with notice, and includes a web 
portal for them to submit comments on draft-regulation for review. 

A bill before the legislature must go through three readings. The frst read-
ing essentially tables the bill. The second reading is the frst opportunity for 
a debate by members, after which the bill is approved to be considered by 
the relevant committee of the legislature. Consideration by the relevant com-
mittee will often involve a public hearing where stakeholders can attend and 
comment on the draft. A bill is passed only after it has been read a third time, 
following a debate. Government agencies will also often hold public hear-
ings on topical policy issues. The NCC has hosted 17 such hearings between 
2009 and 2020 (Public Inquiries). Since 2015, however, the attendance by 
stakeholder groups at these hearings has been low, with only one instance 
featuring a technology-focused CSO (Public Inquiries 1-5). Low attendance 
by stakeholder groups indicates that these groups themselves can improve par-
ticipation in policymaking and might be a refection of the general sense of 
powerlessness amongst citizens – a sentiment that has grown in the last decades 
(Aibieyi, 2014). 

Finally, policymakers typically engage stakeholder groups after a frst draft of 
a policy, regulation, or bill has been proposed. However, by not engaging stake-
holders during the inception phase, the consultation process may not address spe-
cifc problems stakeholders hope to resolve and further discourages participation. 
In addition, these mechanisms for engagement are not outlined in a national-
level policymaking guide. Rather, each federal ministry or agency is responsible 
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for its own engagement processes. Without national standardisation, stakeholder 
engagement for technology policymaking varies between respective ministries 
and agencies. 

12.2.2 Stakeholders Involved in Policymaking 

When stakeholder groups do engage with policymakers, they fall into three cat-
egories: industry associations, consumer groups, and technology-focused CSOs. 
The frst two groups represent specifc business interests as well as digital con-
sumers. Technology-focused CSOs attempt to represent a broader public view. 
However, power asymmetries between stakeholders often preclude technology-
focused CSOs’ perspectives from having a substantial impact on the policymak-
ing process. 

The frst stakeholder group, industry associations, encompasses actors like the 
Association of Telecommunications Companies of Nigeria (ATCON) and the 
Association of Licensed Telecoms Operators of Nigeria (ALTON). This stake-
holder group represents Nigeria’s large telecommunications companies. ATCON 
and ALTON work to advance the sector’s growth and development. Whilst these 
industry associations do not typically engage directly with the Nigerian public, 
they work to infuence policies that can indirectly afect citizens through areas 
such as expanded internet access or a more competitive digital economy. Since 
industry groups are major contributors to Nigeria’s development and are criti-
cal to laying the foundation for national-level digital transformation, national 
policymakers often seek these stakeholders’ input on relevant draft policies and 
regulations that will afect the telecommunications sector. Furthermore, indus-
try associations beneft from signifcant fnancial support and organisational 
strength, which improves their ability to dedicate resources to infuence the 
policymaking process. 

The second stakeholder group that policymakers engage with are consumer 
groups such as the Association of Telephone, Cable, TV, and Internet Subscribers 
of Nigeria (ATCIS) and the National Association of Telecommunications 
Subscribers of Nigeria (NATCOM). These two consumer groups collaborate 
with National Assembly policymakers and other agencies such as the NCC to 
promote the interests of Nigeria's telecom subscribers. Consumer groups focus 
on ensuring that current digital consumers beneft from low prices and reliable 
access to telecommunications. They are less focused on representing the broader 
public interest and the needs of the unconnected, or potential future consum-
ers. For example, ATCIS has called on the NCC to oppose mobile data price 
increases and ensure that current telecommunication subscribers have reliable 
internet services (ICT Monitor Worldwide, 2020). ATCIS’s focus is on existing 
subscribers’ concerns, not the issues unconnected individuals face. Furthermore, 
like industry associations, consumer groups are well resourced, which improves 
their ability to work alongside national policymakers during stakeholder engage-
ment and secure a seat at the policymaking table. 
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The third stakeholder group responsible for representing the public interest in 
policymaking consultations are technology-focused CSOs such as the Paradigm 
Initiative and the Centre for Information and Technology and Development 
(CITAD). Nigeria’s technology-focused CSOs promote and represent a diverse 
portfolio of the public’s concerns regarding technology and advocate for digital 
rights. Unlike industry associations and consumer groups, technology-focused 
CSOs directly liaise with the broader public, including those who currently use 
technology and those who do not. Technology-focused CSOs engage with many 
Nigerians to better understand “on-the-ground” perspectives on national tech-
nology policy and regulations and provide the public with technical information 
about issues in technology. For example, in June 2021, the Paradigm Initiative 
and CITAD organised a stakeholder engagement session with the public to edu-
cate people about digital rights issues concerning the Nigerian government’s 
digital identifcation programme (Njiaba, 2021). 

Although technology-focused CSOs are important to stakeholder engage-
ment in policymaking and represent the public’s position on technology issues, 
they are new organisations and remain disadvantaged compared to the other 
two more established stakeholders. Technology-focused CSOs face fnancial 
constraints that the other two stakeholders do not. Their relationship with the 
government can often be antagonistic. They are expected to hold the govern-
ment accountable, which is often uncomfortable for policymakers. Following 
the recent Twitter ban in Nigeria, for example, Paradigm Initiative along with 
55 CSO co-signers published an open letter demanding the immediate rein-
statement of the platform and accused the Federal government of digital human 
rights abuses (Communications, 2021). Public confrontations often lead to a 
situation in which the government and technology-focused CSOs struggle 
to fnd common ground, potentially hampering National Assembly working 
groups’ ability to include those stakeholders as participants in the policymak-
ing process. Lastly, although technology-focused CSOs are the public’s direct 
line to the policymaking process, public awareness of such groups is limited. 
This is due to the general public’s unfamiliarity with technology policy and 
regulation as well as a low level of public outreach by the CSOs themselves. 
As more Nigerians use digital technologies and services, their understand-
ing of these issues may increase, a potential lever for more frequent public 
engagement. 

All three stakeholder groups play an important role in assisting national poli-
cymakers in developing legislation for the technology sector. But they difer 
in the interests each group represents and the capabilities they have to carry 
out public engagement. Similarly, the degree to which ordinary Nigerians show 
interest in technology policy-related issues varies signifcantly. This discrepancy 
in the public interest can afect the levels of public engagement in the policy-
making process. To demonstrate these dynamics and Nigeria’s current levels of 
citizen and CSO engagement in digital policymaking, the next section exam-
ines four priority areas that have drawn attention from policymakers in recent 
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years: expanding internet access and afordability, data protection in the digital 
economy, free speech on social media, and digital identifcation. 

12.3 Assessing Citizen and CSO Engagement in 
National-Level Digital Policymaking 

12.3.1 Expanding Internet Access and Affordability 

Nigeria’s national policymakers wish to provide reliable internet access and 
more afordable mobile internet through national policies. In 2020, 2G covered 
89%, 3G covered 74%, and 4G covered 37% of the country, with signifcant 
usage disparities between the north and the south (Nigeria Federal Ministry 
of Communications and Digital Economy, 2020). Mobile data prices still need 
to fall 97% to reach the 2% of monthly net income standard the Alliance for 
Afordable Internet recommends (Adeleke, 2020). To prevent high prices and a 
lack of connectivity from worsening Nigeria’s digital divide and to increase mar-
ginalisation, national policymakers launched the Nigerian National Broadband 
Plan (NNBP) 2020–2025 in March 2020. The NNBP provides a national policy 
for improving internet access and afordability through improved infrastructure 
and cost-sharing initiatives with the telecommunications sector. 

In October 2020 and March 2021, the FMoCDE and Broadband 
Implementation Steering Committee (BISC) engaged in consultations with 
29 publicly listed external stakeholders (ITedgenews, 2020) to collect input 
(Imah, 2021; Nigeria FMoCDE, 2020). However, of those 29, only 2 were tech-
nology-focused CSOs despite broadband access and afordability afecting the 
public and contributing to the digital divide (Nigeria FMoCDE, 2020). Rather, 
national policymakers engaged directly with industry association stakeholders 
such as ATCON to solicit ideas about how the telecommunications industry 
could help achieve the NNBP’s objectives and expand broadband (Onwuaso, 
2020). By not engaging with stakeholders equally, it becomes more likely that 
the NNBP fails to refect a diversity of stakeholders’ perspectives, particularly 
those with less infuence. For example, although the NNBP makes mention 
of lowering mobile internet prices to 2% of net monthly income and advance 
last-mile connections to rural and underserved areas, there are no clear steps 
for how to achieve such outcomes. Had the consultative process involved more 
citizen-centric stakeholders, especially those who represent individuals living in 
last-mile areas, there might have been a more defned strategy on how to achieve 
these objectives. 

Whilst the stakeholder consultation process did engage with stakeholder 
groups at varying levels, most consultations were conducted ex post. Once 
national policymakers had written the NNBP, the FMoCDE and BISC engaged 
with stakeholders. As a result, the consultation process did not intend to change 
the main policy points but rather to brief stakeholders, brainstorm ideas about 
meeting objectives, and build support for the NNBP. The limited engagement 
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with technology-focused CSOs and ex post consultations meant that the poli-
cymaking process left important gaps in terms of consumer inputs into the 
NNBP. Instead, policymakers wrote the policy and then consulted with indus-
try associations to generate ideas for implementation and achieve shared goals. 
Although industry associations are committed to increasing broadband access 
and bring people online, the methods to obtain such a goal diverge between 
the public and business. Businesses focus on expanding mobile broadband net-
works to bring more people online. Certain members of the public, however, 
prefer publicly available Wi-Fi hotspots, as they are more afordable. Without 
policymakers hearing citizens’ concerns from the start, the NNBP does not go 
far enough in fully engaging a broad range of Nigerian citizens to resolve the 
digital divide. 

12.3.2 Data Protection in the Digital Economy 

Since Nigeria’s 1999 Constitution, data protection has been a constitutionally 
protected right that guarantees citizens will not have their data or personal infor-
mation collected by a third party without explicit consent (Stears Data, 2021). 
However, over the last several years, technology companies have found ways to 
use their digital platforms or services to track and collect digital data of individu-
als without acquiring such consent. To address this problem and continue to 
defend data protection, the National Assembly passed a digital data protection 
regulation known as the Nigeria Data Protection Regulation (NDPR) in 2019 
(OneTrust DataGuidance, 2020). 

The policy development and stakeholder engagement process for NDPR 
highlights a long-standing policymaking trend in developing countries, adopting 
Western countries’ regulations as their own. In developing the NDPR, national 
policymakers adopted many of the features of the EU’s General Data Protection 
Regulation (GDPR), one of the most comprehensive data protection laws that 
provide EU citizens with control over their digital data and how businesses can 
access it. The GDPR and NDPR use the same defnition for a data controller and 
processor; they identically categorise personal data, and apply the same regula-
tions to their citizens at home or abroad (OneTrust Data Guidance, 2020). 

Whilst the NDPR may have mirrored the GDPR in substance, Nigeria did not 
mirror the process that the European Commission (EC) followed to develop the 
GDPR. The EC undertook extensive stakeholder engagement processes when 
drafting the GDPR (EC. Expert Groups, 2021). The EC held consultations in 
a multi-stakeholder working group consisting of civil society, businesses, and 
industry associations to incorporate public comments about the GDPR (EC. 
Expert Groups, 2021). This working group still regularly meets to assist the 
EC in overcoming regulatory challenges and provides members with frst-hand 
knowledge about the GDPR’s implementation. (EC. Expert Group, 2021). The 
continuous stakeholder engagement process means the regulation maintains 
stakeholder inputs and can adapt more readily to changes. 
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Although the NDPR did not involve stakeholder engagement in the policy-
making process, ofcial supplementary policymakers at NITDA did host infor-
mation sessions for stakeholders about becoming NDPR compliant (OneTrust 
DataGuidance, 2020). This process demonstrates opportunities for stakeholders 
to engage with national policymakers, but only once the data regulation was 
already in place. As such, this engagement process is an opportunity for stake-
holders to learn more about a technical regulation and how to comply with it 
rather than infuence processes for regulation development. 

Since Nigerian stakeholders did not have many opportunities to comment or 
engage during the policy development process, NDPR received criticism from 
several stakeholders after its introduction (This Day, 2019). ALTON publicly 
expressed concerns about NITDA acting as the lead agency for implementing 
the data protection regulation rather than the primary telecommunications 
regulatory body, the NCC (ITedgenews, 2019). ALTON feared that too many 
agencies involved themselves in data regulation, resulting in over-regulation, 
which stifes innovation in the digital economy. Because the NDPR did not 
include a consultative process, ALTON raised its concerns through public mem-
oranda (ITedgenews, 2019). Additionally, technology-focused CSOs such as the 
Paradigm Initiative criticised the NDPR’s development process and its shortfalls 
(This Day, 2019). Paradigm critiqued the NDPR for not going far enough in 
data protection and publicly urged national policymakers and the president to 
pass the more comprehensive Data Protection Bill that has been stuck in the 
National Assembly since 2019 (Okeowo, 2021). 

12.3.3 Free Speech on Social Media 

Social media platforms are an efective tool for citizens to engage in pub-
lic discourse and information sharing. Social media provides civic advocates 
a decentralised platform to freely express critical political views, even when 
governments attempt to restrict critical speech in other non-digital mediums. 
Although Nigeria guarantees freedom of speech, national policymakers have a 
history of limiting critical speech in print journalism under the guise of national 
security (Ewang, 2019b). To maintain this control, national policymakers have 
attempted to exert similar power on social media platforms. 

The Protection from Internet Falsehood and Manipulation Bill 2019, also 
known as the 2019 Social Media Bill, prohibits statements on social media that 
are “likely to be prejudicial to national security” and “those which may dimin-
ish public confdence” in Nigeria’s government (Ewang, 2019a). The 2019 Social 
Media Bill was national policymakers’ second attempt to restrict online speech 
after introducing a similar, albeit unsuccessful, bill in 2015 (Ayeni, 2020). 
National policymakers wrote the 2019 Social Media Bill as a response to public 
protests and online anti-government organising, such as the #EndSARS hashtag, 
frst used in 2017 by social organisers and then extensively during the movements 
second wave in 2020 (Ayeni, 2020). 
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The policymaking process and level of stakeholder engagement for the 
2019 Social Media Bill were unique. Nigerian social media users were vocal about 
their dissatisfaction with the Social Media Bill and felt it did not correctly refect 
citizens’ views and perspectives. Therefore, technology-focused CSOs advocated 
for the public perspective in the policymaking process to stop the bill’s develop-
ment and passage in the National Assembly. The Paradigm Initiative played a 
prominent role by engaging the public and national policymakers through email 
campaigns, opinion publications, speeches, and hashtags (Administrative, 2019). 
Additionally, Paradigm ran a sophisticated social media strategy to educate the 
public about the bill’s restrictions on their online freedoms. Ahead of public 
hearings by the Senate Committee on Judiciary, Human Rights, and Legal 
Matters, Paradigm identifed and published specifc clauses in the bill that would 
threaten fundamental rights (Administrative, 2019). CSOs’ participation in the 
policymaking process and public opposition to the Social Media Bill led to the 
National Assembly indefnitely tabling the legislation (Onukwue, 2020). 

Technology-focused CSOs’ eforts in opposition to the 2019 Social Media 
Bill show that direct citizen engagement in policymaking is possible when the 
policy problem being addressed has signifcant implications on public life. Since 
the Social Media Bill would afect a digital platform and service with high eve-
ryday usage, the public dissatisfaction was amplifed. Additionally, this instance 
showed that campaigning and advocacy were efective tools for raising aware-
ness of a technology-related policy issue. CSOs were able to capitalise on their 
advocacy eforts and channelled the public’s displeasure through the stakeholder 
engagement processes by attending multiple public hearings and writing ofcial 
memorandums. As a result, the process was inclusive of many citizen voices 
and refected diverse perspectives back to policymakers, leading to a technology 
policy that protected free speech on social media. 

12.3.4 Digital Identifcation 

The 2007 National Identity Management Commission (NIMC) Act requires 
all eligible Nigerians to register onto a digital database to receive a digital iden-
tity or National Identity Number. Digital identifcation programmes provide 
governments with accurate citizen-level data and grew in popularity across sub-
Saharan Africa in recent years, with Kenya and Zimbabwe implementing similar 
programmes (Toesland, 2021). However, digital identifcation programmes can 
result in individuals being more easily monitored and sufering privacy violations 
through data breaches. Furthermore, registering the entire Nigerian population 
onto a digital identifcation platform requires a high degree of trust between the 
public and the government. Stakeholder engagement could help build that trust 
and ensure vulnerable groups can infuence the project’s design to refect their 
concerns accurately. 

For example, a common practice by the World Bank is to use its infuence and 
require borrowers to engage in extensive stakeholder consultations, particularly 
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with civil society, when undertaking a new programme. Since the World Bank 
is involved in Nigeria’s digital identifcation programme through the Nigeria 
Digital Identifcation for Development (ID4D) project, there are clear World 
Bank–issued guidelines that require formal consultations with diverse stakehold-
ers to ensure the program is inclusive and maintains stakeholder buy-in (Nigeria 
Digital Identifcation for Development Project, 2020). As such, in Nigeria, the 
legal and regulatory reform working groups were established to liaise between 
relevant government ministries, National Assembly committees, and stakehold-
ers in the digital identifcation ecosystem, such as civil society (Nigeria Digital 
Identifcation for Development Project, 2020) (Njiaba, 2021). The working 
group’s responsibility was to ensure their inclusion in the decision-making pro-
cess and to ensure close consultations take place on sensitive matters includ-
ing privacy and data protection (Nigeria Digital Identifcation for Development 
Project, 2020). Furthermore, this approach is self-reinforcing, as it provides the 
government with access to the public to dispel any rumours or misinformation 
surrounding digital identifcation. For example, during a stakeholder meeting 
held in June 2021, the government was able to interact with the public in a col-
laborative setting to clarify issues and solicit feedback on challenges (Njiaba, 
2021). Technology-focused CSOs are also involved in this working group, with 
Paradigm Initiative and CITAD leading a coalition of smaller civil society actors 
that participate in the public dialogue regarding digital identifcation. The coa-
lition pools resources’ which improve the organisational capacity for smaller 
CSOs. One successful engagement the coalition led in the policy development 
process was the request that the NIMC adheres to the Abuja Federal High 
Court’s 2019 ruling about the National Assembly passing regulatory safeguards 
before moving forward with the digital ID programme (Anderson, 2020). The 
coalition led by Paradigm and CITAD engaged with various grassroots organisa-
tions, social media activists, and other branches of civil society to draw attention 
to these issues and held a virtual webinar on how to do so (Anderson, 2020). By 
building a like-minded coalition, technology-focused CSOs raised the public’s 
awareness about the risks associated with digital identifcation and channelled 
those concerns back to the working group. 

The policymaking process for Nigeria’s digital identifcation system high-
lights how there are ways for the public, civil society, and the government to 
work together and collaborate on technology policy. When outside pressure – 
for example from donors – supports the establishment of an inclusive multi-
stakeholder working group, it can result in greater civil society participation that 
allows for a better representation of the public perspective. 

12.4 Considerations for Advancement in 
Stakeholder-driven Policymaking 

This chapter has argued that the benefts from stakeholder engagement, par-
ticularly with the public, are essential to design policies and regulations for the 
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technology sector that efectively address technology’s problems. As demonstrated 
in the development process for policies on internet expansion and data protec-
tion, civil society are often unable to adequately infuence the process and pro-
vide the public viewpoint, leading to suboptimal outcomes. While there are 
some mechanisms for civil society engagement, which were utilised in reforms 
related to the 2019 Social Media Bill and digital identifcation system, there 
is room for more concerted eforts to increase citizen and stakeholder engage-
ment, including micro, small, and medium enterprises who are not typically 
represented by industry associations. Section 12.5 proposes ways for regional, 
international, and multilateral institutions, to assist African countries in citizen-
centric policymaking. 

12.4.1 Support for Civil Society Organisations 

In Nigeria, policymakers do engage with stakeholders during the policy develop-
ment process. Yet, the uneven playing feld amongst these groups tends to crowd 
the less powerful stakeholders out of the process. Whilst technology-focused 
CSOs already participate and achieve some results in policymaking, more con-
sistent donor support could help them to enhance those eforts and overcome 
power asymmetries. The EU’s long history of supporting civil society and stake-
holder-led policymaking positions, as shown in the GDPR’s policy development 
process, positions the institution well to support African CSOs through technical 
assistance on this topic. In addition, EU projects can support technology-focused 
CSOs through grants or capacity-building workshops to increase their organi-
sational skills and ability to interact with national policymakers. By supporting 
technology-focused CSOs’ eforts in evidence collection and original research 
on technology policy, these organisations can present policymakers with evi-
dence-based comments during the consultation process, improving credibility 
with national policymakers. If sufciently funded, technology-focused CSOs 
and general civil society can host more information sessions with the public 
to increase awareness about technology, digital rights, and the policymaking 
process itself. CSOs can also distribute short publications, online or through 
non-digital mediums, to highlight technology issues and explain involvement in 
policymaking – thus, potentially improving the public’s desire to participate in 
hearings and overcome political apathy. 

The EU–AU Digital for Development (D4D) Hub is an existing EU-supported 
initiative that is well placed to support technology-focused CSOs, general civil 
society, and private sector actors to engage in the technology policymaking pro-
cess. The EU–AU D4D Hub’s guiding principles include promoting sustainable 
digital transformations through multi-stakeholder involvement and placing citi-
zens at the centre of the digital transformation (D4D Launch, 2021). It therefore 
consults with civil society but also with other relevant actors such as industry 
representatives, interested EU member states, international organisations, and 
institutional representatives from partner countries. Hosting regional workshops 
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for technology-focused CSOs and cross-cutting CSOs can improve African 
countries’ outcomes in citizen-centric technology policy development. Regional 
workshops also provide an opportunity for leaders at various CSOs to share how 
they address engaging with policymakers regarding technology policy. Such 
regional workshops are already planned as part of the Hub’s activities; for example 
in March 2022, the EU–AU D4D Hub held the frst “Africa-Europe D4D Hub 
Multi-Stakeholder Forum” and brought together the private sector, governments, 
academia, and civil society to build an inclusive digital society (D4D Hub, 2022). 

12.4.2 Support for National Policymakers 

National policymakers are vocal about their desire to include citizens and 
other stakeholder groups in policymaking. However, persuading citizens to 
participate in policymaking is a challenge, and therefore advancing national 
policymakers’ knowledge on how to engage citizens in policymaking can be 
benefcial. The EU–AU D4D Hub can leverage the EU’s comparative advan-
tage in technology policy, especially data protection, and train national poli-
cymakers on citizen engagement. Trainings can demonstrate how the EU 
undertakes a multi-stakeholder approach, and it may share lessons about how 
such a process can be replicated in the African context. By learning from the 
EU’s development process for technology policy, African national policymakers 
can better understand how to design ex ante stakeholder engagement, as well 
as the ongoing benefts associated with continuous stakeholder engagement via 
expert groups. 

Trainings for national policymakers on best practices for stakeholder engage-
ment can also lead to better outcomes in policy areas besides technology. By 
improving stakeholder-led governance, policymakers can develop better rela-
tionships with the public, which could help decrease apathy amongst the public. 

12.4.3 National Stakeholder Engagement 
Processes and Guidelines 

Many of Nigeria’s federal agencies already have published guidelines on the rule-
making process and on how to engage with stakeholders. Whilst agencies do 
follow these guidelines and host public consultation, attendance by stakeholders, 
particularly citizen-centric stakeholders, is low. Often, Nigeria’s federal agencies 
have diferent engagement methods and ways to publicise information regarding 
draft rules or hearings, leading to information overload and public confusion. 
For example, there is no clear mechanism for submitting public comments on 
the NCC website, whilst the NITDA website has a prominent portal for public 
comment submission. 

In contrast, other African countries such as Uganda have developed universal 
stakeholder engagement manuals that all agencies follow (Uganda: Regulatory 
Reform, 2013). The Uganda policy clearly outlines when, how, and why 
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policymakers must engage in stakeholder-led policymaking, which results in all 
agencies following standard practice. This standardised process can potentially 
increase stakeholder participation and reduce confusion across diferent Nigerian 
agencies that engage in technology policymaking. 

12.4.4 Outside Actors’ Leveraging Infuence 

The infuence that international and multilateral actors have in requiring donor-
funded projects to include multi-stakeholder initiatives is not uncommon, as 
demonstrated by the World Bank’s decision to include a diverse working group 
in designing Nigeria’s digital identifcation project. International and multilat-
eral actors can infuence a country’s approach to multi-stakeholder engagement, 
especially by requiring that donor-funded projects include these kinds of pro-
cesses. The incentive for fnancial support will encourage national policymakers 
to take seriously multi-stakeholder-led policymaking. However, such behaviour 
does risk producing a situation where stakeholder engagement simply becomes 
a box to check. 

12.5 Conclusion 

Technology’s rapid rise on the African continent presents multiple problems and 
risks that national policymakers must address to achieve successful and inclusive 
digital transformations. The creation process for policies, regulations, and bills 
to protect against these risks lead to successful outcomes when all stakeholders 
– especially citizens and their representatives – are consulted in the policymak-
ing process. By including the public’s input through civil society actors, poli-
cymakers can gain a better sense of long-term issues related to technology, not 
only those issues that are important to more established stakeholders and their 
business interests. However, as the case study on Nigeria shows, stakeholder-led 
policymaking requires intentional reforms and support to reduce power asym-
metries between stakeholder groups, create national-level stakeholder guidelines, 
encourage the public to participate in policymaking, and expand policymak-
ers’ resources to learn both from each other and from global best practices. 
International institutions, including the EU–AU Digital for Development Hub, 
can support these reforms through trainings that promote citizen engagement 
in policymaking and capacity development for civil society. These steps will 
provide a critical foundation for policies that increase citizens’ trust in digital 
platforms and meet the policy demands that fast-changing digital technologies 
will continue to create in the future. 
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13 
DIGITAL SKILLS IN AFRICA 

Prospects for AU–EU Collaboration 

Sajitha Bashir and Chux Daniels 

13.1 Introduction 

The current global political climate seems the most appropriate to foster coop-
eration between the European Union (EU) and the African Union (AU) with 
regard to digital skills. The EU’s Comprehensive Strategy with Africa adopted 
in 20201 prioritises digital skills in three of the fve thematic areas: the partner-
ship for digital transformation, in which digital skills are emphasised as one of 
the four core priorities; the partnership for sustainable growth and jobs, and the 
partnership for migration and mobility. In particular, the partnership for digital 
transformation proposes several policy recommendations and actions that seek to 
mainstream digital skills, promote digital and transversal skills2 in education cur-
ricula, and facilitate digital skills development across all sectors (AU–EU Digital 
Economy Task Force, 2020). Similarly, the AU–EU task force recommendations, 
which broadly correspond with those in the Digital Transformation Strategy of 
the AU, privilege “digital skills and human capacity” as one of the fve founda-
tional pillars (African Union, 2020). 

Besides the AU and EU, other global actors like the OECD and the World 
Bank have proposed new approaches to digital skills with implications for Africa’s 
economic development and transformation (IMF, 2018; Bashir and Miyamoto, 
2020; AUC/OECD, 2021; OECD, 2021; IFC, 2021; Bashir et al., 2021).3 While 
the OECD focuses more on digital skills for employment and jobs, the World 
Bank’s perspective adopts a broader approach that includes education and lit-
eracy. The World Bank’s Digital Economy for Africa initiative includes digital 
skills as one of the fve foundational pillars, which are broadly similar to, but not 
identical with, those of the AU strategy. Addressing the digital divide is also cen-
tral to realising Africa’s Agenda 2063 and realising the Sustainable Development 
Goals (SDGs) both in Africa and globally (Mare, 2021). Other organisations, 
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such as the United Nations Broadband Commission, also identify digital skills 
as one of the enablers to overcome the digital divide in developing countries, 
including countries in Africa. According to a large-scale consumer survey con-
ducted by the Global System for Mobile Communication Association (GSMA), 
the lack of digital literacy and skills is one of the greatest obstacles to increasing 
mobile internet usage in Africa (GSMA, 2019). 

The conclusions, policies, and strategies from the above institutions suggest an 
apparent consensus that the lack of digital skills poses serious obstacles to the dig-
italisation of African economies and societies. This constraint impedes not only 
the use of digital technologies and tools in the production and consumption of 
goods and services, but also the creation of new types of jobs in the digital econ-
omy. The apparent consensus would also lead to the conclusion that digital skills 
could be an arena for cooperation not only between the EU and Africa (Daniels 
et al, 2020), but also with other actors such as the World Bank. However, despite 
statements of declarative intent, policies, frameworks, and strategies, we argue in 
the remainder of this chapter that the appropriate conditions do not yet exist for 
meaningful cooperation in the area of digital skills. 

13.2 Barriers to Cooperation in Digital Skills 

Digital skills are fundamental to the digital transformation of societies. They 
are crucial to the appropriation of digital technologies; even when physical and 
material access to these technologies increases, lack of digital skills determines 
the extent and type of usage of digital media (van Dijk and van Deursen, 2014). 
Nevertheless, lack of conceptual clarity about the precise meaning of “digital 
skills” undermines the validity and feasibility of the various recommendations 
and actions suggested to remedy the current situation in Africa. 

13.2.1 Conceptualisation of Digital Skills: Current Discourse 

Conceptual ambiguities around digital skills permeate recent high-profle policy 
reports of the EU and AU, two of which we highlight as examples. The frst is 
the report of the Digital Economy Task Force (DETF), set up by the EU and AU, 
which proposes three “layers” of digital skills, each spanning a spectrum from 
basic to advanced: “digital skills for all”; “21st century skills in education” and 
“skills for ICT professionals, digital entrepreneurs and public institutions”. The 
second is the AU’s Digital Transformation Strategy (DTS) (AU, 2020). The strat-
egy highlights two sets of skills, taken from the Pathways to Prosperity Commission 
report (Pathways for Prosperity Commission, 2019). The frst set, “digital skills”, 
comprises advanced digital skills and engineering knowledge, as well as “digital 
literacy” for general workforce. The second set, “digital complementary skills”, 
appears to be a list of many skills, including socio-emotional skills, communica-
tion, language, creativity and adaptability; somewhat akin to the “21st century 
skills” referenced by the AU–EU DETF. 
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This lack of conceptual clarity, as explained in the preceding paragraph, is 
not unique to the examples and reports discussed above. A recent report by the 
International Telecommunication Unit (ITU) on Digital Skills includes “algo-
rithmic literacy”, three levels of digital skills (relating to the use and creation of 
digital tools), and “human-based computation skills”, involving the combination 
of machine computing with human thought (ITU, 2020). 

The diferent approaches and frameworks illustrated above refect the prob-
lems relating to defning a new set of skills that, just a few years ago, were 
not recognised as core competences of the workforce or an essential part of lit-
eracy for the population. Understandably, concepts regarding digital skills have 
evolved with the increasing penetration of digital technologies and digital infor-
mation in the economy and society, the variety of digital devices and the devel-
opment of the internet. Martin and Gudziecki (2006) traced the evolution of 
the conceptions of computer or ICT literacy, information literacy, media lit-
eracy, and communication literacy, among other literacies in the “pre-digital” 
era, which have infuenced the emergence of concepts relating to digital literacy 
and skills. Over the years, the conception of digital skills has evolved from “ICT 
skills”, which focused on technical competences related to the use of comput-
ers and software application, to include multiple literacies as well as refective 
competences. The use of ICT for creative purposes has also been increasingly 
stressed. In this regard, Ito et al. (2008) contend that children’s participation in 
society does not only require the ability to access “serious” online information 
and culture, but also the ability to creatively participate in recreational and social 
activities online. Refecting this trend, a recent review compares 13 digital lit-
eracy frameworks, drawn mainly from Europe across fve areas: operational and 
technical; information and cognition; digital communication; digital content 
creation; and strategic (Iordache et al., 2017). 

Meanwhile, technical competences themselves have been widened to encom-
pass a variety of devices, software, applications, and, more generally, the use of 
digitally available information. The emergence of new general-purpose data-
driven technologies and Artifcial Intelligence (AI) that are fnding applica-
tions in multiple sectors has raised the demand for both user (general consumer/ 
workers) and developer skills in these areas. Finally, threats to safety and pri-
vacy caused by the interconnectedness of infrastructure, devices, and data fows 
require a basic level of citizen and workforce competences that need to be incor-
porated into a defnition of digital skills. 

A further distinction arises between the digital literacy competences for 
the general population (as citizens in a digital society) or workforce and the 
specialist competences for ICT professionals and technicians. The latter are 
normally developed through formal education and training programmes at 
the post-secondary level (in technical-vocational institutions or engineering 
programmes). 

Conceptual clarity about the types and defnitions of digital skills would 
help to identify practical areas of collaboration between the EU and Africa in 
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developing these skills. Recent work by the EU and the World Bank provides 
a roadmap for African countries to adopt a meaningful framework on which to 
develop digital skills programmes. The EU’s Digital Competence Framework 
for Citizens (DigComp)4 is a milestone in the development of a general digi-
tal literacy competences framework targeted to citizens, building on the ear-
lier DigEULit project and careful review of several frameworks. It focuses on 
fve domains, twenty-one competences, and four levels of profciency (rang-
ing from foundational to highly specialised). Several versions of DigComp have 
been updated, with the latest revision, DigComp 2.2, starting in January 2021 
and possibly ending in early 2022. As of 2020, the DigComp framework was 
being used in 16 EU countries, guiding the development of curricula in edu-
cation and training, student assessment and by employers to assess the compe-
tences of students. Additionally, the framework provides “the conceptual basis 
for the calculation of the digital skills part of the European Digital Economy and 
Society Index”,5 which tracks the evolution of EU member states in digital com-
petitiveness (European Commission, 2020a, b). The DigComp framework was 
subsequently adapted by UNESCO as the Digital Literacy Global Framework 
(DLGF), incorporating two additional domains that were considered relevant for 
developing countries (UNESCO, 2018). 

The World Bank, through its work on the Digital Economy, has further 
developed this framework to distinguish explicitly between digital skills for 
digitally literate citizens (to access services and participate in a digital society) 
and digital skills for the workforce. The latter are broken up further into digital 
skills for the ICT and ICT-enabled sectors, and the general workforce in all sec-
tors (Bashir et al., 2021; World Bank, 2021). For digital literacy and digital skills 
for the general workforce, the World Bank adopts the UNESCO/DigComp 2.1 
framework, while for the workforce in the ICT sectors, it recommends adopting 
specialised frameworks for engineers and technicians, such as the EU e-compe-
tence framework as a benchmark. In most countries, however, there are specifc 
national frameworks for engineering- and technician-level programmes; the EU 
e-competence framework, with the required adaptations to local contexts, can 
be used to benchmark these programmes.6 

Another line of evolution has been the development of digital skills frame-
works for specifc occupations within the general workforce (that is, excluding 
the information technology sector). With respect to the EU DigComp frame-
work, two groups of occupations have attracted the most attention due to their 
importance for the digital economy and for digital society: civil servants and 
teachers. For example, Spain has launched a training programme targeting pub-
lic employees. The programme’s content and assessment are aligned with the 
DigComp competences and profciency levels. Relatedly, the EU has developed 
DigCompEdu, a digital skills framework specifcally designed for the teaching 
profession, which informs the professional training and continuous upgrading of 
teachers (Redecker, 2017). These frameworks have in turn been adapted by other 
countries in the EU. 
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13.2.2 The Digital Skills Ecosystem 

The rapid evolution of concepts and defnitions highlights two other aspects 
which diferentiate digital skills from other types of skills or competences. The 
frst is that digital skills cannot be acquired without access to digital technolo-
gies, considered in a broad sense. Relatedly, it is vital that relevant concepts and 
frameworks are regularly updated as technologies evolve. The second is that 
digital skills are closely intertwined with other key skills, without which mean-
ingful digital skills cannot be acquired. These aspects have important policy and 
programmatic implications in the African context. 

The acquisition of digital competences requires access to devices, applications, 
digital content, and a certain level of connectivity. In advanced economies, this 
broader ecosystem has developed rapidly, making the instruments for acquiring 
digital competences accessible to the majority of the population, even if there are 
still signifcant inequalities between population groups in levels of access. This is 
especially true in educational institutions, thereby ensuring that the younger gen-
eration and new entrants into the labour market have the foundational digital skills 
required of all citizens. However, this is not the case in Africa, especially sub-Saha-
ran Africa, where the most common device may be a simple mobile phone with 
low speed and unreliable connectivity, and limited access to the internet. Acquiring 
anything but the most rudimentary digital skills in such a context is challenging. 

Many primary and secondary schools have no computers and limited or no con-
nectivity. Teachers often lack basic digital skills and tools while local digital content 
is not readily available in most countries (Owusu-Ansah et al., 2018; Quaicoe and 
Pata, 2020). The programmatic implication is that the development of the digital 
skills ecosystem and digital skills programmes in the African context requires urgent 
attention. As an example, whether Massive Open Online Courses (MOOCs) can 
be used to impart digital skills to 300 million Africans by 2025 – an objective of the 
AU Digital Transformation Strategy – depends not only on the availability of the 
course content, but also on access to devices and afordable internet. 

A practical challenge arising from the close link between digital technolo-
gies and digital skills is that digital skills frameworks will need to be regularly 
updated in order to retain their practical relevance for education and training 
providers. The slow response time of education and training systems in Africa 
to changes in industry practices, with respect to digital skills, has been a long-
standing problem, which is likely to be aggravated by the digital transforma-
tions underway. Addressing this challenge requires capacity building in relevant 
ministries and regulatory agencies, but also more nimble processes for approving 
education and training programmes. 

13.2.3 Digital Skills Competences 

Digital skills are related to other core skills. And the fact that related core skills 
are not adequately imparted in the education and training systems in Africa also 
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poses a challenge. The World Development Report (World Bank, 2019) distin-
guishes between three types of skills – cognitive skills, socio-emotional skills 
and technical skills – which are interrelated and reinforce each other (especially 
cognitive and socio-emotional skills). Digital skills are related to these types of 
skills, and indeed depend on certain cognitive skills such as foundational literacy 
and numeracy, as well as socio-emotional skills. In the African context, where 
children and young people sometimes lack foundational literacy and numeracy 
even after completing primary education, and a large section of youth are out-
side the formal education system, digital skills cannot be imparted on their own 
(IFC, 2019, 2020, 2021). In European countries, on the other hand, a young 
person or working adults who have not acquired “digital skills” in school can be 
taught these skills through short-term programmes.7 

It follows that foundational digital skills programmes for young people in 
Africa, delivered outside school, would need to include foundational literacy, 
numeracy and socio-emotional skills. In such context, digital skills programmes 
delivered within schools will be successful only to the extent that foundational 
skills are also strengthened. The programmatic implications are that imparting 
digital skills within schools requires careful integration with upgrading of cur-
ricula and teaching within schools and training institutions. Meanwhile, deliver-
ing digital skills to young people outside the school system requires innovating 
the content of the programme and the delivery models involving the private 
sector. 

13.3 The State of Digital Literacy Programmes in Africa 

Digital skills programmes can be delivered through formal education and train-
ing systems, as an integral part of the curriculum, and through informal means 
outside the education system, through short-duration courses. This section pre-
sents data on the current status of both types of programmes, which should form 
the basis of future EU–Africa collaboration. The review focuses on sub-Saharan 
Africa (SSA). 

As discussed in the previous section, the delivery of digital skills programmes 
requires an ecosystem. The lack of basic infrastructure, connectivity, devices, 
and trained staf limits the delivery of meaningful programmes (Bashir et al., 
2021; Daniels et al., 2021; Dosso et al., 2021). However, paucity of precise data 
on these parameters for most African countries, especially in primary educa-
tion, continues to pose a major challenge both in deepening understanding 
of the issues and in designing and implementing appropriate policy and pro-
gramme interventions. As a result, school education systems provide limited 
training in digital skills, even at the secondary level (Quaicoe and Pata, 2020). 
Most primary and secondary school leavers will have no formal training even 
in foundational digital skills. Extensive levels of investment are thus required 
to enable even basic levels of internet connectivity and digital devices in school 
education. 
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Even South Africa, which has a relatively well-developed school infrastructure 
and high level of internet penetration, has struggled with providing broadband 
to schools. South Africa’s ofcial policy for providing broadband access in the 
country, known as South Africa Connect, published in 2013,8 set a target of hav-
ing all schools connected at 10 Mbps and 80% at 100 Mbps by 2020. In 2018, 
less than 20% of schools had connectivity for teaching and learning (University 
of Chicago Law School, 2020). Even those which had some level of connectiv-
ity often lacked the required high-speed and reliable connection and an ade-
quate number of devices; the latter was often due to the lack of secure building 
infrastructure. The roll-out of the policy was hampered by difculties in pro-
curement, delays in decisions regarding the technology, and lack of technical 
expertise at the school level. Further, the adoption of ICT in education does 
not depend on infrastructure alone. Other factors such as governance models, 
the capabilities and skills of teachers and learners, the e-culture in place in the 
relevant institutions, and the levels of implementation matter (Ramoroka, 2021). 

There is limited publicly available information on digital skills programmes in 
Africa outside the education system. The World Bank’s Digital Economy coun-
try diagnostic reports completed between 2019 and 2021, each of which has 
a chapter on digital skills, have been the most comprehensive survey to date 
of the supply of digital skills programmes (World Bank, 2020). These reports 
provide information on digital skills programmes being inside and outside the 
formal education system by private providers and NGOs (World Bank, 2020).9 

Although somewhat uneven in their coverage, mainly due to the lack of the 
availability of systematic data, these studies highlight important fndings. The 
reports confrm that digital skills programmes within school education are lim-
ited, for the same reasons cited above. 

Outside the formal education system, there are several digital skills pro-
grammes delivered by private providers, but they operate on a small scale and are 
limited in their coverage. The World Bank reports (World Bank, 2019; 2020) 
provide information on digital skills programmes from 21 countries, and are 
currently the most exhaustive survey of privately provided digital skills pro-
grammes. Analysis of the programmes undertaken for this study shows that just 
37 programmes could be identifed in the assessed countries; no programmes were 
identifed in three countries. Most of these programmes are linked to entrepre-
neurship programmes or other projects. The programmes ofered by the private 
sector are often not clearly related to any digital skills competency framework, 
making it hard to assess what level of digital skills is provided. Additionally, there 
is no information about the quality, efectiveness, or costs of these programmes. 
There is no systematic assessment of digital skills. The most common form of 
assessment is the International Computer Driving License (ICDL). While this is 
available in a few countries, it has several limitations since the assessment is at a 
computer centre and tests skills related to use of desktops/laptops. 

A recent GSMA report, which researched digital skills needs, indicated that 
Ghana has a large number of informal training programmes, often linked to 
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entrepreneurship initiatives. However, in line with the World Bank assessments 
discussed above, the report found that the programmes are concentrated in a few 
large urban centres, have relatively small coverage (of several hundred people), 
focus on intermediate to advanced level digital skills, and use a classroom and 
computer-based delivery mode (GSMA, 2021). 

There are several national and regional initiatives led by large technology 
companies, such as Google’s Digital Skills for Africa programme.10 Despite its 
name, the programme focuses on a narrow range of foundational-level digital 
marketing competences and is delivered online. The lack of publicly available 
information on the coverage, efectiveness, and impact of such programmes 
and others implemented by smaller, local organisations renders it difcult to 
develop evidence-based public policy to scale up approaches that have been 
successful. 

In SSA, there are no specifc large-scale initiatives to build the digital com-
petences of important occupation groups identifed earlier, such as teachers and 
civil servants. Training of teachers is impeded by the same factors as that of 
students: the lack of a functioning digital ecosystem in education. The training 
of civil servants is an important precondition for building digital leadership capa-
bilities in organisations (or institutional) levels, which are essential to bring about 
the broader digital transformation agenda of the government (Daniels, 2015; AU, 
2020; Daniels et al, 2021). The lack of systematic digital skills training of civil 
servants and staf in the ministries, agencies, and relevant bodies concerned with 
education and skills training is of special concern, as it impedes the design, man-
agement, and implementation of policies, regulations, programmes, and projects 
related to digital skills training of the population and workforce. 

The gaps in the digital skills capabilities of civil servants and government 
staf in ministries and agencies are refected in the absence of national digital 
transformation policies in many SSA countries, and specifcally policies related 
to digital skills. Many SSA countries still have to either formulate their digi-
tal strategies or articulate a framework for digital literacy and skills into their 
policies. In general, education sector policies follow the traditional approach 
of providing “ICT in education” – that is, the use of technology in education, 
rather than a focus on key digital skills that young people should acquire for 
current and future jobs (Blignaut et al., 2010). A few countries have empha-
sised the role of digital skills in their digital transformation strategies, among 
them Ethiopia, Kenya, and Nigeria.11 Even so, these strategies do not clar-
ify the types of digital skills to be developed. For instance, Kenya’s “Digital 
Economy Blueprint” states that the focus area of the digital skills pillar is “to 
develop the digital skills training framework from primary to university” but 
lists the objective “to increase the number of graduates having been trained in 
Advanced Digital skills” (GoK, 2019, p. 62). These include areas such as AI, 
machine learning, robotics, the Internet of Things, and so on. The skills to be 
developed for school children, out-of-school youth, the workforce, and citizens 
as a whole are not mentioned. 
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13.4 The Demand for Digital Skills in Sub-Saharan Africa: 
A Potential Enabler to Drive EU–Africa Collaboration 

A strong market demand could infuence private training providers and African 
governments (in their capacity as policymakers as well as providers of public 
education and training) to adjust and upgrade their digital skills programmes. 
Indirectly, this also generates an interest for greater cooperation with external 
actors. As digitisation spreads across sectors, the demand for digital skills is likely 
to increase due to two factors: (1) an increase in the total number of jobs requir-
ing diverse levels of digital skills and (2) a shift to jobs requiring digital skills, 
combined with a reduction in jobs not requiring these skills. A recent study of 
the arrival of fast internet in 12 SSA countries, between 2006 and 2014, fnds 
that employment increased, primarily in higher-skilled occupations (although 
there was also an increase in the employment of less-educated workers) (Hjort 
and Poulsen, 2019). This increase in employment is due to a growing number of 
frms in sectors using ICT, as well as due to greater use of the internet to improve 
productivity in existing frms. Although the study does not explicitly examine 
digital skills, it suggests that the increase in higher skill occupations may increase 
the demand for digital skills essential in the use of digital applications. 

The introduction of the mobile payment system M-PESA in Kenya indicates 
how job losses and job creation may afect diferent sectors (Choi et al., 2020). 
Direct job losses in the banking sector were estimated to be about 6,000 between 
2014 and 2017. However, the total number of jobs increased in the same period 
through an additional 70,000 mobile payment agents, and indirect job creation 
in other sectors through access to credit and cost reductions enabled by digital 
fnancial services. The study suggests that the adoption of digital technologies 
“has the potential to have a better impact on lower-skilled and lower educated 
workers in SSA than it does in higher-income regions” (Choi et al., 2020, pp 
2-4). This is because the relatively small size of the manufacturing sector reduces 
the risk of large-scale job losses through automation of tasks in manufacturing. 
Another factor is that adoption of certain digital technologies (such as use of the 
internet and social media for communications and marketing, digital fnancial 
services, and digital platforms for e-commerce and hiring) requires relatively low 
levels of education and skills but could still lead to productivity improvements 
and expansion of small enterprises. 

A likely scenario is, therefore, that digital technologies may impact sectors 
such as retail through e-commerce and the “gig economy” through digital 
labour platforms, rather than manufacturing through robotics and 3D print-
ing. A corollary of this is that the level of digital skills required in most new 
jobs is likely to be at the basic/foundational level. Information on e-commerce 
platforms and the jobs they generate is not readily available. The role of digital 
labour platforms in Africa is still relatively small. Out of the global investment 
in digital labour platforms between 1998 and 2020, Africa, Latin America, and 
the Arab states together received only 4% (ILO, 2021). Further, digital labour 
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platform workers in Africa tend to be employed on location-based platforms (for 
example, taxi and delivery services) rather than web-based platforms (through 
which workers perform specifc jobs such as graphic design, website design, and 
programming tasks). The former tends to employ lower-skilled workers who 
require basic digital skills. 

An example of a location-based platform is Uber, which has an estimated 
150,000 active drivers in Africa as a whole. Local ridesharing platforms have 
also emerged, but job numbers are not known. A case study of Uber workers in 
Tanzania found that the digital skills required by drivers included the ability to 
use the smartphone features, especially using maps for navigation, online safety, 
e-payment, and online communications, while other skills such as problem-
solving and critical thinking were also important (ITU, 2020). Uber itself ofers 
just six hours of training, usually in one day, focused on the essential job-specifc 
skills. The majority of drivers acquire skills on the job or through peer learning, 
but many lack the ability to read maps or communicate online. 

Web-based online work is yet to take of in a signifcant way in Africa, except 
in a few countries such as Kenya and Nigeria. Digital infrastructure (that is to say, 
reliable, fast, and cheap broadband access – supported by physical infrastructure, 
especially reliable electricity in the case of Nigeria) is the main limiting factor. 
As countries invest in these infrastructures, the digital skills requirements of 
platform workers are likely to rise. 

While most of the demand for digital skills is likely to be at the foundational 
level, higher-level digital skills are required to build and maintain the digital 
infrastructure, as well as the nascent modern manufacturing sector. There is evi-
dence that the manufacturing sector is growing in parts of SSA and several coun-
tries, such as Ethiopia, Kenya, Ghana, Nigeria, Rwanda, and Senegal (UNIDO, 
2021).12 And that countries in this group are making eforts to attract FDI in 
manufacturing, setting up industrial parks, and so on. 

A more systematic study on the demand for digital skills in the region was 
undertaken by the IFC in 2021. Using the methodology outlined in an ear-
lier study for Ghana (IFC, 2020), but with revisions that incorporate the digital 
skills frameworks suggested in the World Bank work on digital skills mentioned 
above, the study covered Cote d’Ivoire, Kenya, Mozambique, Kenya, Nigeria, 
and Rwanda (IFC, 2021). Thus, it could estimate the demand for digital literacy 
skills at diferent profciency levels as well as the demand for specialised skills for 
the ICT-enabled sectors. About 57 million jobs are expected to require digital 
skills in these fve countries by 2030: about half the jobs in Kenya, between 
35% and 45% jobs in Cote d’Ivoire, Nigeria, and Rwanda, and about 20% in 
Mozambique. About 2 million of these jobs will be in the ICT and e-commerce 
sectors. The demand for skills is therefore primarily for general digital literacy 
skills, and especially at the foundational level (70%) and at the intermediate level 
(23%) (IFC, 2021). 

Hence, the demand for digital skills is not mainly from narrowly defned ICT 
professions. Instead, it stems from more generic occupations and for basic-level 
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digital literacy skills. This is not to underplay the importance of the skills for the 
ICT professions: although this represents a relatively small proportion of the dig-
ital skills demand, in absolute numbers. Nevertheless, we note that the require-
ment for advanced digital skills is substantial (two million jobs). Therefore, an 
upgrade in the capacity of higher education and technical training institutions is 
essential to deliver job-relevant training. 

13.5 Conclusion: In Search for a Meaningful 
AU–EU Cooperation on Digital Skills 

This chapter set out to show why the appropriate conditions for a meaningful 
AU–EU cooperation in digital skills do not yet exist. Three impeding factors 
were identifed: frst, there is a lack of conceptual clarity regarding the precise 
meaning of digital skills, as refected in the digital transformation strategies of 
the AU and various African countries; second, provision of digital skills train-
ing depends on creation of an appropriate ecosystem, including connectivity, 
devices and content, which are lacking; and, third, there are signifcant gaps in 
the coverage and quality of education and training programmes resulting in lack 
of foundational literacy, numeracy, and other cognitive skills that are essential 
for imparting digital skills. The current supply of digital skills programmes in 
the formal education system and through private providers in informal settings is 
relatively small, especially in sub-Saharan Africa, and covers only a small range 
of digital skills. Scaling up digital skills programmes both within the education 
system and outside will require addressing these constraints. 

There is no doubt that the demand for digital skills will increase. The likely 
evolution of African economies will require generic basic digital literacy skills 
for workers in the informal sector and small enterprises, supplemented with lit-
eracy and numeracy skills where required, as well as some higher-level digital 
skills for the ICT professions. The focus of public policy should be to implement 
mass digital skills training at various levels – basic/foundational and advanced – 
in the interest of encouraging broad-based productivity improvements through 
adoption of digital technologies to drive the overall digital transformation of the 
economy. 

A meaningful basis for AU–EU cooperation in digital skills can draw upon 
the EU’s strengths and experience in developing digital skills frameworks that 
identify the competences and profciency levels required for the workforce and 
citizens. These need to be adapted to African contexts and occupations; work 
done by the World Bank and others in this direction can also provide the basis for 
this cooperation. Another pillar of AU–EU cooperation could focus on develop-
ing the ecosystem for digital skills development, including infrastructure; access 
to connectivity, devices, and digital content; as well as an enabling policy envi-
ronment. Even foundational-level digital skills training, in the African context, 
has to be linked to other basic educational competences, such as literacy and 
numeracy. 
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Notes 

1 See, also for example, Africa-EU Partnership for current priority topics, available 
at https://ec.europa.eu/international-partnerships/topics/africa-eu-partnership_en. 
Referenced 21 October 2021. 

2 https://www.oecd.org/coronavirus/en/data-insights/digital-skills-are-needed 
-across-a-wide-variety-of-jobs 

3 See also, for example, WEF (2020), Africa needs digital skills across the economy 
- not just the tech sector, https://www.weforum.org/agenda/2020/10/africa-needs 
-digital-skills-across-the-economy-not-just-tech-sector/ 

4 https://ec.europa.eu/jrc/en/digcomp/digital-competence-framework 
5 “The Digital Economy and Society Index (DESI) is a composite index that summa-

rises relevant indicators on Europe’s digital performance and tracks the evolution of 
EU Member States in digital competitiveness”. “The DESI Index addresses fve main 
areas, Connectivity, Human capital, Use of internet, Integration of digital technol-
ogy, and Digital public service” - https://eufordigital.eu/library/digital-economy 
-and-society-index-desi-2020/ 

6 The lead author has been involved in developing the DE4A. See Digital Economy 
for Africa (DE4A) - https://www.worldbank.org/en/programmes/all-africa-digital 
-transformation. 

7 See for example: Digital Europe Programme: https://digital-skills-jobs.europa.eu/en 
/about/digital-europe-programmeme 

8 Department of Communications, Republic of South, South Africa Connect: Creating 
Opportunities, ensuring inclusion. South Africa’s Broadband Policy, 20 November 
2013, https://www.dtps.gov.za/dcdt/images/documents/Broadband/gazette_ver-
sion_1__bb_policy__4_dec_2.pdf 

9 See also for example World Bank DE4A reports available at https://www.worldbank 
.org/en/programmes/all-africa-digital-transformation/country-diagnostics; down-
loaded in April 2021. 

10 https://learndigital.withgoogle.com/digitalskills 
11 See for example: Digital Ethiopia 2025: A Digital Strategy for Ethiopia Inclusive 

Prosperity, https://tapethiopia.com/wp-content/uploads/Ethiopia-Digital-Strategy 
-2020.pdf; Digital Economy Blueprint: Powering Kenya’s Transformation, https:// 
www.ict.go.ke/wp-content/uploads/2019/05/Kenya-Digital-Economy-2019.pdf; 
National Digital Economy Policy and Strategy (2020-2030), Nigeria, https://www 
.ncc.gov.ng/docman-main/industry-statistics/policies-reports/883-national-digital 
-economy-policy-and-strategy/fle 

12 In the second quarter of 2021, “an expansion of manufacturing output was recorded 
in many African countries, such as South Africa (39.3%), Rwanda (30.2%), Senegal 
(22.6%) and Nigeria (4.6%)”. Source: See also: https://www.un.org/en/observances/ 
africa-industrialization-day 
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DIGITALISATION AND 
TRANSFORMATIVE LEARNING 
FOR SUSTAINABLE FUTURES 
IN RURAL AFRICA 

Leaving No One Behind 

Niyanta Shetye, Heila Lotz-Sisitka, Eike Albrecht, 
Sarah Durr, Dirk Marx, Dumisani Chirambo, 
Luke Metelerkamp, and Verena van Zyl-Bulitta 

14.1 Introduction 

The COVID-19 pandemic has highlighted the interdependent nature of a glo-
balised world. It has also shown the signifcance of digitalisation for global con-
nectivity trade, and cooperation. Unequal access to digital tools, technologies, and 
connectivity – the so-called digital divide – afects both Europe and Africa at difer-
ent levels. This divide exists not only between continents, but also between urban 
and rural areas. The latter are particularly at risk of being left behind during the 
next stage of technological development (Cowie et al., 2020). This digital divide 
hinders growth and trade and reduces learning opportunities for those with little to 
no access to internet and digital tools. Hence, this chapter shows that digital learn-
ing can support informal education, provided practical issues faced by communities 
are accounted for, discussed, and platforms are customised for continued uptake. 

Increased access to digital technologies will have a positive efect on gross 
domestic product (GDP) growth on both continents, especially in Africa. It is 
estimated that for Africa, a 10% increase in mobile internet penetration will result 
in a 2% increase in GDP per year and improved youth employment (Google and 
IFC, 2020; Abdulkadir and Asongu, 2022). Scores of publications by United 
Nations (UN) entities, academic journals, and other sources engage with the 
question as to how to improve access and quality of connectivity, infrastructure, 
data governance, and technology transfer (ITU, 2020a; ITU 2021; Ndubuisi 
et al., 2021; Al-Ruithe et al., 2019). However, the literature rarely looks at the 
social context in which these initiatives and projects are implemented and which 
also governs the uptake and continued use of such solutions. Hence, understand-
ing the social context of rural agricultural communities is crucial as it either 
catalyses or hinders transformative learning and the uptake of digital solutions. 
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Agriculture will play a role in facilitating green transitions and sustainable futures 
in both the AU and EU. Approximately 54% of all workers in sub-Saharan Africa 
(SSA) are employed in agriculture while in some countries the number is as high 
as 70% (Gwagwa et al., 2021). Also, in the EU the role agriculture plays in green 
transitioning and sustainable futures cannot be ignored. About 4.3% of the EU’s 
population works in the agricultural sector, ranging from below 5% in Germany 
and France to 17.5% in Bulgaria and approximately 23% in Romania (Eurostats, 
2018). This is due to mechanisation and increasingly also digitalisation or “smart 
farming” (Wolfert et al., 2017), leading to fewer people being employed in the sec-
tor.This difers considerably from agro-based economies especially in sub-Saharan 
Africa (Bruzzone, 2021).Agriculture is also a major contributor to climate change, 
biodiversity loss, and land degradation in both Africa and Europe. For example, 
greenhouse gas (GHG)-emissions coming from the agricultural sector in Europe 
account for 12.74% of total EU GHG-emissions (EEA, 2021), while in Africa, the 
agricultural sector accounts for 18% of total GHG-emissions (AfDB, 2020). 

In both Africa and Europe, land is a factor in addressing environmental and devel-
opment challenges by combating desertifcation, adapting to climate change, land deg-
radation, and mitigation of the efects of droughts.Addressing these issues will not just 
require policy interventions but also resilience building through transformative learn-
ing approaches in small-scale agricultural communities, which depend on land for their 
source of income.This requires a combination of innovation, ambition and pragma-
tism among youth, the private sector, and international organisations who are deploy-
ing new tools and technologies such as agri-innovation applications to assist small-scale 
farmers.These tools can efectively facilitate learning for small-scale farm holders on 
sustainable agricultural practices and methods of reducing food waste in communities 
while building resilience to climate change.With this view in mind, the authors focus 
on new and emerging trends along AU–EU cooperation, namely two areas: (1) green 
transition (2) digital transformation from a vantage point of inclusiveness. 

Our argument is that AU–EU cooperation in digitalisation should include dia-
logues on low-cost and efective digital solutions which can be deployed in rural 
agricultural communities.These dialogues should be tailored to beneft both con-
tinents by facilitating mutual learning of experiences and practices. Mutual learn-
ing is needed as rural communities in both SSA and the EU are in dire need of 
low-cost and efective solutions. Furthermore, we highlight that these solutions, 
which have the potential to address global challenges, such as climate change, land 
degradation, and biodiversity loss, should be adapted to the social context of rural 
communities for their continued uptake. 

14.2 The Nexus of Education, Sustainability, and 
Digital Innovation for Small-Scale Agriculture 

An emerging body of research focuses on the nexus of education, sustainability 
studies, and digital innovation (Albrecht et al., 2014; Leal Filho et al., 2021; 
Cerone and Persico, 2014; Selwyn, 2012; Nickerson and Zodhiates, 1989). 
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Having said this, there is still a signifcant knowledge gap on the deployment, 
uptake, and continued use of digital applications and platforms aimed at small-
scale agricultural communities. These communities face practical day-to-day 
challenges related to old mobile equipment, high data costs, or little memory 
storage capacities. Hence, this chapter navigates such practical challenges faced 
by small-scale agricultural communities, which are usually the target audience 
of such platforms, yet often cannot access them. 

One of the most comprehensive reports on digital transformation, Towards 
our Common Digital Future, by the German Council on Global Change (WGBU, 
2019), takes a holistic approach to digitalisation, learning, and education, which it 
also applies to the agricultural sector. The authors of the WGBU report advocate 
the use of digital platforms while also giving a range of applications for citizen-
science and lifelong learning initiatives. The WGBU 2019 report (pp. 225) also 
underscores that, “the promotion of digital skills is a necessary but insufcient 
prerequisite for transformation education”. It argues for a shift from education for 
digitalisation and sustainability to “future proofng” education (WGBU, 2019). 
Accordingly, it emphasises the need to systematically incorporate digital learning 
tools into educational and lifelong learning programmes within a wider paradigm 
of “placing digitalisation in the service of global sustainability” with investment 
in common good-oriented technology and infrastructure being crucial (WGBU, 
2019). However, the report takes a holistic view and does not incorporate low-
cost and efective digital solutions for rural agricultural communities. 

Academic literature (Pick and Nishida, 2015) and the recent UNESCO pol-
icy on education for sustainable development – 2030 corroborate the WGBU 
report and stress the need to give attention to the implications of digitalisation 
for the education sector. The UNESCO report emphasises cooperation and part-
nerships between the education sector, sustainability science communities and 
ICT communities, and equal sharing of the benefts of technological progress 
(UNESCO, 2020; 2021b). However, as outlined below, rural communities in 
both Africa and Europe are currently grappling with digital learning and teach-
ing while addressing digital divides (Fuchs and Horak, 2008; Oyedemi, 2012). 
Hence, the deployment of low-cost and efective digital solutions is a key area 
where AU–EU cooperation could beneft rural communities through policy and 
practice knowledge exchanges. 

In relation to our chapter and unlike the WGBU, the literature review con-
ducted by Rolandi et al. (2021) on existing impacts of digitalisation on agriculture 
in rural areas in Italy does not provide a holistic picture of the potential impacts 
in rural areas. For Germany, a study exists on the unintended side efects of digi-
talisation in agriculture (Scholz et al., 2021), but it does not consider the special 
situation of smallholder farmers. At the same time, a study conducted in France 
states that little has been done so far to address the relation between digitalisation 
and agriculture, while also concluding the need to include diversity in Agricultural 
Innovation Systems (AIS) and the need for further research (Schnebelin et al., 
2021). In contrast to the above, studies conducted in Benin, Mali, Nigeria, and 
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Kenya within local stakeholder groups by Daum et al. (2021) state that megatrends, 
such as mechanisation of agriculture, digital agriculture, and youth engagement in 
agriculture, are favoured. However, there are serious concerns in terms of digital 
divides, failure of state-led digital agriculture programmes, and regarding the qual-
ity of digital services as well as the exclusion of smallholder farmers in rural Africa. 
Having said that, Daum et al. (2021) call for policy dialogues on digitalisation and 
inclusive agricultural transformation in Africa. 

Building upon these insights, this chapter seeks to establish pathways forward 
for AU–EU cooperation for low-cost mobile digital solutions meant for learn-
ing and education for rural agricultural communities to address digital divides. 
However, it should be noted that African rural small-scale agricultural commu-
nities are more impacted by the digital divide than their European counterparts, 
owing to even less digital access and mobile internet penetration, high data costs, 
and poverty. 

14.2.1 How Low-Cost Digitalisation Can Beneft Africa 

Vulnerable communities still struggle to access basic goods (water and food) 
and services (education and learning opportunities) while simultaneously facing 
new challenges such as climate change (UNDP, 2019; 2020). Addressing these 
basic needs is central to achieving the SDGs (UN, 2015). Participation in key 
economic sectors, information sharing, and formal as well as informal educa-
tion are factors that infuence the well-being of current and future generations 
(UNESCO 2020; 2021b). The COVID-19 pandemic has shown how important 
digital technologies are in education. While COVID-19 was a driver for innova-
tion, it also resulted in the exclusion of communities on the margins of digitalisa-
tion. For example, post-COVID-19 statistics show that 85% of children did not 
have learning opportunities due to lockdowns (UNESCO Institute for Statistics, 
2020; Angrist et al., 2021). At the same time, research conducted in Ethiopia, 
Kenya, Liberia, Tanzania, and Uganda confrmed a signifcant loss of learning 
due to COVID-19. The insights shared by Angrist et al. (2021) demonstrate 
a half-year of learning loss in school children. Hence, this proves the need to 
introduce low-cost and efective solutions which facilitate learning at all levels. 

The infuence of disruptive technologies, especially mobile phone technol-
ogy, is producing entry points for wider populations including rural communi-
ties in SSA to participate in education, learning opportunities, employment, and 
information sharing (GSMA, 2019; 2020; Breuer and Groshek, 2017). Since the 
pandemic created disruptions in formal education systems all over the world, 
it also proved to be a driver for informal learning and online participation and 
exchanges (Li and Lalani, 2020; ITU, 2020b; Albrecht and Zschiegner, 2020). 
Recent technological advances have shown a growing demand for new digital 
skills to participate in learning, employment, and digital markets, with this need 
emerging also amongst rural agricultural communities in Africa (OECD, 2019; 
Myovella et al., 2020). 
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14.2.2 Education and Learning for Implementing the SDGs 

To achieve the SDGs, there is a need to focus on learning that complements 
formal education. Low-cost digital learning tools have the potential to deliver 
on SDG 4 and its indicators, especially Target 4.7 which emphasises ESD as a 
lifelong process. 

This space for learning under new conditions ofers interesting possibilities 
for establishing cooperation between the AU and EU in the areas of the green 
transition and digitalisation (UNESCO, 2016; 2021b; AUC/OECD, 2021). 
This is particularly pertinent now as the COVID-19 pandemic has increased 
capacities of learners and tutors for using e-learning platforms, internationally 
and in Africa (AUC/OECD, 2021; UNESCO, 2021a). These platforms are rap-
idly transforming how we acquire skills and knowledge (Abugre et al., 2021). 
However, exclusions and inequalities remain a reality, especially for learners in 
low-income countries and rural areas, since even the best digital solutions do not 
work if there is no access to internet (Afouneh et al., 2020; Abugere et al., 2021; 
UNESCO, 2021a). 

14.2.3 Digital Divides and the Need to Focus on Low-Cost 
and Effective Technologies 

Regardless of the recent increase in digital and internet use referred to above, 
there is still a prominent digital divide both within and between AU and EU 
countries, including urban and rural areas (Fuchs and Horak, 2008; Brown 
and Czerniewicz, 2010; ITU, 2020c). Rural areas in both continents gener-
ally have much slower internet at their disposal. Data from the International 
Telecommunication Union (ITU) in 2020 shows that only 22% of rural popula-
tion in Africa has access to 4G internet services in contrast to 77% of the urban 
population. In Europe, 86% of the rural population have 4G internet services in 
contrast to 100% of the urban population. The digital gender divide is also appar-
ent, as women in least developed countries are 33% less likely to have internet 
access than men (ITU, 2020c). This means that access to internet and digital 
learning opportunities remains vastly uneven in both continents, posing a chal-
lenge for small-scale farmers, learners, and agricultural businesses. 

Even where the digital divide seems less severe, such as in South Africa (one 
of the countries in Africa with the highest level of smartphone penetration), in-
feld observations reveal that one must avoid equating access to a smartphone 
with meaningful participation in digital education and learning systems (Durr, 
2020; Lotz-Sisitka et al., 2021). Some of the major barriers facing smartphone 
users include: 

Old mobile phones being incompatible with recent operating system updates; 
Low-cost mobile phones with limited storage space and processing power; 
Data costs associated with operating system upgrades, downloading and running 

new apps; 
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Data bundles that provide afordable access exclusively to key social media apps, 
such as WhatsApp and Facebook; 

Difculties in learning how to use new apps, particularly for older users; and 
Lack of electricity leading to high costs for recharging batteries. 

14.3 Illustrative Case Studies of Low-Cost Green Transitioning, 
Digital Learning, and Agricultural Practices in Rural Africa 

The literature review points to the need for research into low-cost and efective 
solutions, which can be deployed for learning around the green transition in 
rural areas for small-scale farmers. Our two case studies focus on the use of low-
cost and low-data social messaging services as these have emerged as a powerful 
transformative force, even in the face of unequal data access, distribution, and 
benefciation (GSMA, 2020). In Africa, with 46% mobile device infltration, 
mobile phones are the primary and often only point of entry to gaining access to 
necessary information and digital learning resources. There is also recognition 
that an increase in access to internet as well as digital tools with suitable training 
and education will enable small scale farmers to beneft from digitalisation, and 
that this can contribute to food security, sustainable development, and economic 
well-being (Ordu et al., 2021). 

We see interesting, often youth-led, digital innovations emerging in Africa, 
especially around low-cost mobile technology innovations coupled with elec-
tricity infrastructure, e-commerce, e-health, and online education and learn-
ing solutions (PWC, 2016; Duarte, 2021). With the demographic dividend of a 
young population in Africa, there is already a surge in use of disruptive technolo-
gies such as ICTs, mobile applications, and big data analysis that is unconstrained 
by legacy, and much potential for further innovations. According to the “We 
are Social” 2017 Digital Yearbook, seven of the ten highest growing mobile 
adoption countries in the world were in Africa (We are Social, 2017). In many 
developing nations, where the installation of earlier technology was too expen-
sive, mobile phones were the frst pieces of digital communication technology to 
infltrate rural areas (Aker and Mbiti, 2010). 

Digital technologies have also provided ICT-based solutions for Sustainable 
Development as co-learning and information sharing platforms and mobile 
phone applications are an increasingly popular mechanism for supporting learn-
ing in rural areas. For example, in Malawi, some of the ICT-based agri-inno-
vation apps that have recently emerged include the Regreening Africa App 
(European Commission, 2021), Kilimo Salama (Safaricom and UAP insurance, 
2010), E-mlimi, and Mlimi hotline (World Vision, 2019) which connect agri-
cultural communities and facilitate co-learning among farmers. Other examples 
include Kurima Mari, which is an integrated agricultural learning app launched 
in Zimbabwe and now expanding into Malawi and Uganda (FAO, 2017). These 
examples of applications for mobile phone–supported green transition and digi-
talisation seek to catalyse learning in rural areas at grassroots level. Many have 
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been made possible through partnership with European organisations, showing 
that there is already AU–EU cooperation emerging in this feld. These are inter-
esting examples because they facilitate wider social learning in communities, and 
they have a reach beyond the formal educational institution (Metelerkamp and 
Ferguson, 2021); a process also illustrated by the two case studies below, which 
ofer further insight into these developments. 

14.3.1 Case Study 1: Food for Us (FFU), South Africa 

The FFU project focused on design, development, introduction, and use of a 
new mobile application in a rural agricultural community to address on-farm 
food waste and market transformation to a local green economy. The main goals 
of the project were to reduce food waste, to address the disconnect in local supply 
chains, and to facilitate sustainable production and consumption opportunities 
in local communities by connecting producers and consumers of fresh produce 
within a given geographical radius. The 18-month FFU pilot project was initi-
ated in 2017 by partners supported by the UNEP, with funding from the EU 
and Japan. The project also supported community learning to enable increased 
employment opportunities using a mobile technology solution. Several social 
infrastructures, networking, and social learning support activities were applied 
in the project, including an introductory workshop, an application training, a 
local supply chain “Match-Making” event, a project debriefng event, and an 
active open communication channel (WhatsApp group) between the application 
trial users and the app developers and researchers (Durr, 2020). 

The uptake of the application was not as successful and far reaching as intended 
due to the common problem of “short-term investment” in innovations by inter-
national funding agencies. There was little natural expansion of its adoption 
within the community and the developers stopped working on the initiative 
when the funding ran out. This resulted in the traditional “failed development 
project” situation, a common problem when cooperation interventions fail to 
integrate well into local economies and value chain systems. One can ascribe this 
to the donor environment, but what also became clear was that there were other 
factors shaping the outcome. These included challenges, such as a lack of trust 
in new forms of technology, inadequate digital literacy, poor signal, and high 
data costs, which point to a complex range of issues infuencing the digitalisation 
context. The investment into the social relationships between stakeholders was 
one of the more positive features of the FFU app project, as this led to an inter-
esting co-engagement between the new digital technology and those leading its 
development. This led to the adoption of a more common and culturally familiar 
digital technology to support FFU’s aims – namely WhatsApp (Lotz-Sisitka and 
Durr, 2019). This engagement on both the FFU application and WhatsApp sup-
ported farmers to achieve their goals, that is, increasing revenue through fnding 
new customers. However, it was ultimately the social learning across the two 
digital platforms (FFU and WhatsApp), together with the on-site engagements, 
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that helped to achieve the intended purpose of the specifcally designed FFU 
app. Over time, relationships between buyers and sellers of produce developed 
and fresh produce was marketed to a larger audience. Transactions were increas-
ingly made through the active WhatsApp group as the FFU app was unsuccess-
ful in sustaining its initial “high fying” promise as being the “new technology” 
of preference. While the process of attempting to develop and introduce the 
FFU app led to the development of a new set of valuable social relationships, 
WhatsApp ultimately outperformed the FFU app as the platform capable of sus-
taining and operationalising these relationships. 

Interestingly, this led to a process of merging the existing low-cost, culturally 
accepted, and widely used digital platforms that speak to the local context (local 
supply chain and market demands) with introducing and developing new digital 
technologies. It is also important to couple technological innovation with adequate 
investment (including short-term investment) alongside a robust understanding 
of the social context to assist in facilitating learning around the innovation, and 
develop a sustained use culture around the new technology to encourage efective 
use thereof. In such contexts, it is therefore necessary to adopt a combination of 
digital and other social learning practices for efective outcomes to emerge, instead 
of only relying on one digital mechanism or tool only. Substantive sustainability 
planning for cooperation and investment in such initiatives is necessary (Lotz-
Sisitka and Durr, 2019; Durr, 2020). These refect some of the contextual dynam-
ics necessary when selecting digital tools in learning and development initiatives. 

14.3.2 Case Study 2: Imvotho Bubomi Learning Network 
(IBLN), South Africa 

The IBLN is a community-based agricultural learning network that emerged 
out of the Amanzi [Water] for Food Training of Trainers Course that started 
in 2014, growing exponentially over time in a rural farming context in South 
Africa. A WhatsApp group served as the learning network’s primary means of 
communication since its inception in 2016, providing a space to share ideas and 
organise meetings. The learning network includes farmers, agricultural ofcers, 
agricultural students, NGO workers, and teachers, amongst others. Over a four-
year period (2017–2020 included), the WhatsApp group chat volume calculated 
in words per year increased dramatically from 25,000 in 2017 to an estimated 
125,000 in 2020, providing an expanding virtual space to facilitate knowledge 
sharing and discussion between the diverse participants. The WhatsApp group 
grew to include more than 100 participants, including farmers (50%), NGOs 
and academics (38.4%), government extension ofcers (5.8%), and agri-training 
institution personnel (5.8%). The virtual exchanges did not replace face-to-face 
meetings organised by the learning network, but instead extended them, ofer-
ing evidence of the learning value of these long-term relationships. Often these 
engagements centred around a specifc problem a network member had come 
across, and its resolution (Lotz-Sisitka et al., 2016; 2021). 
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Like the FFU case above, this uptake and sustained use of WhatsApp as a 
multimedia tool for seeking and sharing knowledge illuminates the power of 
using simple applications in digitalising learning in rural farming education pro-
cesses. The cases also show that there are diverse factors afecting the sustain-
ability of such initiatives. These include the way in which investments in the 
technologies are conceptualised, and ways in which social infrastructure operates 
within a digital and social ecology to facilitate sustained engagement with digi-
talisation in marginal rural areas. Issues related to the relevance and experienced 
value by digital users are another factor to consider (Lotz-Sisitka et al., 2021). 

14.3.3 Key Insights from the Cases 

Experiences in supporting digitalisation and sustainability-oriented learning 
processes suggest that the process of digital innovation is far more akin to weav-
ing a fne quilt than viral dissemination (Metelerkamp and Ferguson, 2021). 
The process of learning is deeply connected, respectful of the individual, and 
relational. Relationships exist between learners in the group, each learner and 
the facilitator, and between each learner and the technology platform. In both 
the IBLN and FFU, each user was carefully introduced to the apps by another 
user who referred them to the community project. Achieving scale in low-tech 
rural environments was a result of active human agents working as advocates, 
nodes, and multipliers for digital technologies. Thus, our work with digitalisa-
tion and learning for sustainable development demonstrates that the often “invis-
ible work” of developing stakeholders’ understanding for digital innovation is as 
important as the digital innovation itself (Cruz-Jesus et al., 2014; Durr, 2020; 
Lotz-Sisitka et al., 2021; Metelerkamp and Ferguson, 2021). 

Table 14.1 shows a summary of the two cases, which ofers a framework that 
considers both digitalisation and learning in a context of sustainability. 

14.4 Implications for AU–EU Cooperation 

Learning in the areas of green transition and digitalisation can occur along the 
lines of: 

Developing transformative literacies and capabilities for reaching into communi-
ties that would otherwise have been difcult to engage due to their remote-
ness and smaller scales of their practices (that is, they fall outside of the 
mainstream “Smart Agric” and AIS digitalisation movements). 

Developing anticipatory literacies, especially sharing expertise and knowledge 
on market transformation approaches and the use of ICTs, as well as value 
chain development within localised green economy systems. 

Developing ICT literacies, with emphasis, as we have indicated above, on under-
standing localised ICT cultures, preferred tools, and developing ICT inno-
vations from this vantage point in ways that remain accessible to those who 
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do not have easy access to data or internet platforms, smartphones and other 
technology tools. 

As argued above, all of this requires investment in both the digital software 
and hardware, and the less obvious social context and understanding necessary 
for uptake and use of the digital tools around core practices of sustainability 
innovation. 

Digital transformation is a part of the AU’s and EU’s COVID-19 recovery 
plans and climate neutrality plans (Anderson et al., 2020; Agwanda et al., 2021). 
Digital technologies are perceived as a way to monitor and reduce greenhouse 
gases while safeguarding livelihoods during disasters. In addition, digital solu-
tions need electricity, but the worldwide trend of electricity production is shift-
ing towards renewable sources (IEA, 2021). In the EU, member states and cities 
have started taking a much more proactive role in leveraging digital technologies 
for education (including adults) and reducing their carbon footprint (WGBU, 
2019; Shetye, 2021). Furthermore, the EU’s green deal intends to leverage digi-
talisation in urban mobility, industry, energy markets, energy efciency, sustain-
able supply chains, and food systems, and views digitalisation as a key enabler for 
achieving the objectives of the green deal. However, even in the EU, there is a 
growing need to include rural communities in these plans. 

The EU is an integral partner to Africa’s development ambitions, particularly 
through the provision of fnance, technology, and capacity building in the ICT 
domain. The EU is approaching digital partnerships with developing and emerg-
ing economies through Digital4Development Hubs (D4D) in some countries 
and through mainstreaming in other countries. These digital partnerships will 
include regulatory cooperation, addressing capacity building and skills, invest-
ment in international cooperation and research partnerships. However, it should 
be noted that most of the initiatives under the EU’s external digital policy for 
Africa are surprisingly constructed as a one-way road, in the sense that the ini-
tiatives do not give scope for EU policymakers to learn, gain knowledge, and 
incorporate solutions in the European context. In terms of digitalisation for 
sustainable development, there are a couple of initiatives which stand out for 
incorporating low-cost and efective digital solutions for small-scale farmers that 
can ofer insights into co-benefts and mutual learning around enabling a green 
transition (which beneft all societies) and digitalisation. The initiatives in which 
such mutual learning is possible include the African European Digital Innovation 
Bridge (AEDIB) and the Innovation Dialogue Europe Africa (IDEA). 

14.5 Conclusion 

As indicated in the introduction to this chapter, connectivity through digital 
means has increased substantively in the past few years. The EU’s Africa Strategy 
(EP, 2021) recognises potential for cooperation in the areas of green transitions 
and digitalisation within the SDG framework. The AU–EU cooperation is also 
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efective in terms of learning and agriculture for small-scale farmers in rural areas. 
We have ofered a perspective on such cooperation with a view to placing the 
most marginalised at the centre of such cooperation potential, namely rural small-
scale agricultural communities. While this is not the only possible focus for such 
cooperation, we have foregrounded smallholder farmers and agriculture in these 
settings in Africa. We have indicated that digitalisation – using low-cost mobile 
technologies introduced in social and technological ecosystems, building on ade-
quate sustainability planning and careful engagements in communities of practice 
– is an important dimension of such cooperation potentials. This requires an ESD 
and learning as people need to learn how to use technologies in supportive learn-
ing-centred processes if they are to successfully shape sustainable development 
actions in ways that leave no one behind. We have also sketched a positive pic-
ture of existing and emerging AU–EU cooperation in this area, highlighting the 
trend towards expansion of digital competencies, skills, and technology, partly also 
because the majority of the population in Africa is much younger than in Europe. 
We have pointed to the possibilities of AU–EU cooperation to develop transfor-
mation, sustainability, anticipatory, and digital literacies around key areas of local 
green economies, food system value chains, and knowledge sharing. Mobile learn-
ing is among the fastest growing digital applications in Africa, and leapfrogging 
has already taken place. Mobile learning therefore ofers a centrepoint for future 
innovation difusion and expansion for green transitions and digital cooperation. 
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FEMINIST DIGITAL DEVELOPMENT 

The Missing Jigsaw Piece in the European 
Union’s Strategic Partnership with Africa 

Zuzana Sladkova and Sumbal Bashir 

15.1 Introduction 

The future of development cooperation is digital. This chapter is an attempt 
to understand if it is also inclusive, that is, if it provides equal opportunities for 
women and girls to participate in the digital economy. The Africa–Europe digital 
partnership is ambitious, but it is important to keep a broader perspective of how 
digital transformation intersects with gender inequalities. The digital transfor-
mation brings great opportunities for progress in Africa’s economy and society, 
but it also presents new vulnerabilities for meaningful participation by women 
and girls in the digital economy. Women and girls (not only) in Africa lag behind 
in their access to information and communication technologies, connectivity, 
digital skills, participation in digital careers, and leadership (Mare, 2021). This 
gender digital divide has been exacerbated by the COVID-19 pandemic (ITU, 
2021). A feminist vision that centres the needs of women and girls will be neces-
sary to ensure that digital transformation does not leave them behind. 

The gender digital divide cannot be overlooked as it can worsen the inequal-
ity between not only women and men, but also the Global South and the Global 
North. In sub-Saharan Africa (SSA), women are 13% less likely than men to own 
mobile phones and 37% less likely to use mobile internet, making it the region 
with the second highest mobile gender gap in the world (GSMA, 2020). This is 
corroborated by the fact that Africa is also the region with the lowest internet 
penetration in the world (28.2% as compared to 82.5% in Europe). While the 
gender gap in access to the internet has been shrinking in Europe from 9.4% in 
2013 to 5.3% in 2019, it has increased in Africa from 20.7% in 2013 to 33% in 
2019 (ITU, 2019). 

The gender digital divide in Africa closely correlates with the gender equal-
ity ranking of the continent (African Union, 2020; Mare, 2021). In the Global 
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Gender Gap Report 2020, sub-Saharan Africa (SSA) was ranked the third last 
region in terms of achievements in gender equality, while the Middle East and 
North Africa (MENA) was ranked last, with an estimated 95.1 years and 139.9 
years, respectively, required to close the gender gap when proceeding at current 
pace (WEF, 2020). Taking action would have a signifcant economic impact: if 
600 million more women across developing countries were connected to the 
internet, this could contribute up to USD 18 billion to global GDP (Intel, 2013). 
Against this backdrop, we ask about the change that is needed for the gender 
dimension to be fully addressed by digital transformation agendas across the 
world. More specifcally, we ask what (policy) measures could the European 
Union (EU) take to prioritise and address the gender gaps in its strategic partner-
ship with Africa, especially in its digital cooperation. 

A stronger focus on gender equality becomes an opportunity for the EU to 
demonstrate its genuine interest to ensure a fair and sustainable world where no 
one is left behind. This would help create a future where digital transformation 
reduces gender gaps instead of worsening them, and in turn ensures a fairer soci-
ety. The integration of gender aspects in digital policies also presents an oppor-
tunity to both the EU and the African Union (AU) to accelerate their progress 
towards achieving the SDGs. Against this backdrop this contribution makes a 
case for a strengthened political commitment to bring the needs of women and 
girls into the discussion about opportunities for Africa–Europe digital coopera-
tion. We refer to this approach as Feminist Digital Development (FDD). 

The study is based on a qualitative analysis of selected EU policy documents 
and communications released during the period 2014–2020. Section 15.2 delves 
into the intersection between digital and gender priorities in the EU’s develop-
ment cooperation and specifcally within the fnancing instrument known as 
the Neighbourhood, Development and International Cooperation Instrument– 
Global Europe (NDICI–GE). Section 15.3 explores if and how the AU and 
the EU align on their shared vision for an inclusive digital transformation. 
Section 15.4 proposes guidelines for FDD grounded in the principles of feminist 
foreign policy (FFP) for integrating a feminist lens into the AU–EU partnership 
on digital transformation. 

15.2 Europe’s Global Ambition for a Values-Based Digital Leadership 

In her inaugural address, President of the European Commission Ursula von der 
Leyen outlined the EU’s vision for leadership in the digital transformation, stat-
ing, “we want to lead the way, the European way, to the Digital Age: based on 
our values, our strength, our global ambitions” (European Commission, 2020a). 
The Commission presented digitalisation as one of the top priorities for the next 
fve years (2021–2027), taking the EU’s ambition to become a global leader in 
the digital transformation to a new level (European Commission, 2020a). This 
priority is refected in the new European Digital Strategy (2020-25), which puts 
forward the plan to position Europe on the global stage by exporting its model 
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of digital transformation based on European values (European Commission, 
2020b). Digital transformation is a relatively recent domain for the EU’s foreign 
policy. It is also an urgent priority for the EU in its race for strategic autonomy 
and digital sovereignty1 against the backdrop of geopolitical power struggles and 
competition in the digital arena (Hobbs, 2020; Liaropoulos, 2021). As the EU 
seeks to assert its leadership on the global digital stage, particularly in Africa, it 
remains to be seen how and to what extent “European values” – and specifcally 
gender equality – will shape, inform, and guide this transition. 

The growing emphasis on gender equality in the EU’s External Action pre-
sents an interesting opportunity to analyse this question. Gender equality is one 
of the core values of the EU and is enshrined in its constitution and interna-
tional treaties (European Commission, 2020c). The EU’s commitment to gen-
der equality dates to the 1997 Treaty of Amsterdam, which made it obligatory 
for European institutions to mainstream gender in all policy areas, including 
external action (EU, 1997). However, in the past, many feminist scholars have 
observed the limitation of the EU’s normative power as a global gender actor,2 

pointing towards the failure of the EU to efectively mainstream gender equal-
ity in its external policies (Woodward and van der Vleuten, 2014; Guerrina and 
Wright, 2016; Muehlenhof et al., 2020). Guerrina and Wright (2016, p. 295) 
observe this as a “dissonance between the way the EU sees itself as a normative 
actor and how it goes about incorporating these fundamental values in the develop-
ment and implementation of external policies”. 

An examination of the intersection between gender and digitalisation as 
joint priorities in the EU’s External Action can help understand the EU’s aspira-
tion to have a normative infuence on gender equality in its digital partnerships 
(Table 15.1). 

The Juncker Commission (2014–2019) had taken some steps in the direc-
tion of mainstreaming digital transformation and gender equality in develop-
ment cooperation (European Commission, 2017c). However, the Commission 
introduced digitalisation as a stand-alone priority only through an independ-
ent investment window of the European Fund for Sustainable Development 
(EFSD)3 without further guidelines on how to mainstream gender for public 
and private investors (European Commission, 2017d). The initial proposal for 
the single external fnancing instrument NDICI-GE within the Multiannual 
Financial Framework (MFF) 2021–2027, with a budget of €79.5 billion for the 
years 2021–2027, mentioned digitalisation only once and gender seven times 
(European Commission, 2018). Major change happened with the appointment of 
the von der Leyen Commission and introduction of its new priorities such as the 
“European green deal” and “Europe ft for the digital age” (EU, 2019). This is 
refected in the fnal text of the NDICI-GE regulation, which refers to digitalisa-
tion 18 and gender 47 times (Table 15.2). 

Another milestone in this regard is the EU’s Action Plan on Gender Equality 
and Women's Empowerment in External Action 2021–2025 (GAP III) for the 
period 2021–2025, which makes gender equality a cross-cutting priority of EU 
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TABLE 15.1 Key Milestones of the EU’s Digital Agenda in External Action 

Year Milestones Signifcance 

2016 Council Conclusions on Mainstreaming 
digital solutions and technologies in 
EU development (European Council, 
2016). 

2017 New European Consensus on 
Development “Our World, Our 
Dignity, Our Future” (European 
Commission, 2017a). 

2017 The EU External Investment Plan 
(European Commission, 2017b). 

2017 Staf Working Document on 
Digital4Development: mainstreaming 
digital technologies and services into 
EU Development Policy (European 
Commission, 2017c). 

2020 New European Digital Strategy 2020-25 
(European Commission, 2020b). 

2020 Gender Action Plan III (European 
Commission, 2020c). 

2020 Launch of the D4D Hub (European 
Commission, 2020d). 

2021 Approval of NDICI-GE (Council of the 
EU, 2021). 

Digital technologies recognised as a 
tool to promote gender equality 
and women empowerment. 

Recognition of digitalisation as an 
enabler for “good governance, 
democracy, the rule of law, and 
human rights”. 

Digital4Development introduced 
as an investment window of the 
External Investment Plan. 

Proposal for a “Digital 4 Equality 
Framework” to bridge 
digital gender divide through 
development cooperation. 

The vision to reposition Europe on 
the global digital stage. 

Targets for 85% of all new external 
action to contribute to gender 
equality, digital transformation as 
a thematic priority. 

Multi-stakeholder platform for 
investments in the digital 
transformation of partner 
countries based on human-
centric principles. 

€79.5 billion funding approved 
to support EU’s development 
cooperation for 2021–2027. 

TABLE 15.2 Prioritisation of Gender and Digital in NDICI Negotiations 

Document References to digital References to gender equality 

(Keywords) gender women girls 

NDICI Proposal (European 
Commission, 2018) 

NDICI 2021.(Council of the EU, 
2021) 

1 

18 

7 

47 

6 

62 

0 

21 

external action and has set the target for mainstreaming gender in 85% of all 
new external action. This is the frst time that digital transformation has been 
introduced as a thematic priority area for GAP so that “women, men, girls and 
boys, in all their diversity, can equally participate in shaping the digital world of 
tomorrow” (European Commission, 2020e, see also Table 15.3). 
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TABLE 15.3 Prioritisation of Digital Transformation in Gender Action Plan 

Document Digital as a thematic priority References to Digital 

Gender Action Plan II 2016-20 
(European Commission, 2015) 

Gender Action Plan III 2021-25 
(European Commission, 2020c) 

No 

Yes 

1 

27 

Linking gender and digitalisation is quite new for the EU’s development 
cooperation; having the right policies is only a start, and the real question is how 
efciently the EU will be able to take the agenda forward to achieve the desired 
transformative change in the framework of its partnership with the AU and 
African countries (see Conseil Santé, 2020). Achieving this would require clear 
objectives, targets, and indicators to measure progress. The GAP III is a positive 
starting point as it makes accountability one of its fve key pillars and provides 
a set of strategic objectives and indicators for measuring the gender impact of 
digitalisation (European Commission, 2020e); however, its success hinges on the 
actual adoption by the relevant digital projects and programmes. 

15.3 Negotiating a Common Vision for a Values-
Based Digital Transformation 

EU leaders have committed to working with the AU and African countries 
towards inclusive digital cooperation. First, the EU’s planning documents for 
development cooperation with African partner countries on digitalisation con-
vey a promising outlook for promoting shared values and human-centric digital 
transformation (Table 15.1). Second, the EU–AU Digital Economy Task Force 
(EU–AU DETF), established in 2018, shares the vision of “an inclusive digi-
tal economy and society in which every citizen—notably women and young 
people—has the opportunity to participate in the digital world” (European 
Commission, 2019). Third, the EU’s framework “Towards a Comprehensive 
Strategy with Africa” reiterates the commitment to partner with Africa on 
digital transformation and to integrate “good governance, democracy, human 
rights, the rule of law and gender equality in action and cooperation” (European 
Commission, 2020f ). 

However, gender comes up as a fragmented priority when it comes towards 
translating these commitments into practice ( Jones et al., 2020; Vleuten and van 
Eerdewijk, 2020). At launch of the D4D Hub – a new EU-led multi-stakeholder 
platform – Jutta Urpilainen, Commissioner for International Partnerships, 
emphasised the need to address the gender divide, noting that “The digital econ-
omy will be a key driver of inclusive sustainable development in Africa only if we 
bridge the digital divide, including the gender divide” (European Commission, 
2020d). And yet, gender does not seem to play a major role in the AU–EU 
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Flagship projects, which emphasise “human-centric”, “fair”, and “inclusive” 
digital development (Table 15.4). 

Moreover, a close study of the EU’s development cooperation suggests that 
values are one of the most complicated areas in the EU’s relations with partner 
countries. In the past, the EU has relied on unidirectional approaches and con-
ditional bilateral aid to advance its normative agenda, which has been met with 
criticism and resistance by African counterparts (Bodomo, 2019; Medinilla and 
Teevan, 2020; Marks, 2020). The EU already risks losing its infuence on the 
continent given geopolitical shifts towards South–South cooperation and the 
engagement of China and other partners in the region. By emphasising a values-
based approach to digital transformation, the EU positions itself in contrast to 
China, which does not tie its cooperation to conditionalities or a specifc values 
agenda (Olivier, 2011; Bodomo, 2019; Medinilla and Teevan, 2020). 

These developments suggest that the EU may think more strategically about 
its economic and market interests rather than upholding gender equality when 
moving forward with digital partnerships. However, now more than ever, the 
EU needs to recognise that values and interests do not have to be mutually 
exclusive and a more sophisticated strategy can align the EU and AU on shared 
values for development cooperation (Laporte, 2017; Teevan and Sherif, 2019; 
Medinilla and Teevan, 2020). This would entail strengthening the political and 
strategic engagement with African counterparts to realise the vision of equality 
and shared ownership, which was also central to the Joint Africa-EU Strategy 
(Council of the EU, 2007). As many scholars note, the AU–EU partnership 
remains fragmented and governed by hierarchies and power-imbalances. For 
most of the key issues “the EU has continued to set or initiate the agenda and 
often fails to regularly consult its African partner” (Kell and Vines, 2020, p. 
117). Similarly, the EU’s approach to gender equality has also been criticised for 
a unidirectional approach and for its limited engagement of voices from African 
civil society and women’s organisations (Debusscher and van der Vleuten, 2012; 
Debusscher, 2014; Knoll and Mucchi, 2020; Muehlenhof et al., 2020). The 

TABLE 15.4 Africa: EU D4D Hub Flagship Projects 

Flagship Signifcance 

AU–EU D4D Hub Multi-stakeholder platform for a “human-centric” digital 
transformation “to ensure the full protection of human 
rights in the digital age”. 

EU–AU Data Flagship To promote “a fair and sovereign data economy based 
on shared values and policies that assure strong data 
protection and inclusive economic growth”. 

African-European Digital To “strengthen digital innovation networks in Africa 
Innovation Bridge and promote intercontinental dialogue” between AU 

and EU. Digital and Entrepreneurial Skills Academy 
initiative to support youth and women. 

Source: Adopted from D4D Hub (2020) 



   

 

  

 
 

 

Feminist Digital Development 221 

inequalities and asymmetries of AU–EU relations have often been the “stumbling 
block and a source for African hesitation, even reluctance, to engage in partner-
ship” (Masters and Landsberg, 2021, p. 77). The EU would need to walk the talk 
on “the partnership of equals” (Herszenhorn, 2019) to work together with the 
AU to overcome the past trust defcit and realise the shared vision of inclusive 
digital transformation. 

15.4 From Digital 4 Development (D4D) to 
Feminist Digital Development (FDD) 

Feminist foreign policy (Aggestam and Bergman-Rosamond, 2016) can ofer a 
normative framework for the EU to strive for a gender-inclusive digital trans-
formation in its development cooperation with the AU. As Aggestam and 
Bergman-Rosamond (2016, p. 323) note, “the ‘f-word’ signals a strong political 
commitment to gender equality that is distinct from the one expressed in the 
more consensus-oriented international policy discourse on gender mainstream-
ing”, and seeks to “renegotiate and challenge power hierarchies and gendered 
institutions that hitherto defned global institutions and foreign and security 
policies”. Feminist foreign policy provides an opportunity to address the chal-
lenges in EU–AU relations as identifed in previous section with its attentiveness 
towards “the stories and lived experiences of women and other marginalised 
groups at the receiving end of foreign policy conduct” and the linkages between 
the “political elites and civil grass root movements” and (Aggestam et al., 2019, 
p. 23 and p. 27). 

Several EU Member states, including Sweden, France, Spain, Luxembourg, 
and, most recently, Germany, have already adopted a feminist foreign policy 
(FFP). Based on the theoretical grounding of a FFP, we propose guidelines for 
integrating a feminist lens into the AU–EU partnership on digital transforma-
tion, which we hitherto defne as “Feminist Digital Development” (FDD). 
These guidelines can be developed by the AU and EU into a framework to be 
implemented in the EU–AU D4D partnership. More particularly, we draw from 
the Government of Sweden’s framework for a FPP based on the 3R approach 
(Rights, Representation, and Resources) to propose guidelines as a starting point 
to build this shared framework (Government Ofces of Sweden, 2020). 

A focus on rights encompasses “combating all forms of violence and discrimi-
nation” that restrict the freedom of action for women and girls” (Government 
Ofces of Sweden, 2020). In the context of a FDD, it would mean working in 
collaboration with the African governments and civil society and grassroots organi-
sations to identify and address the structural barriers that prevent women and girls 
from participating equally as “users, economic agents, and drivers of the data-driven 
society in the digital economy” (Bashir and Sladkova, 2020).The GAP III already 
commits to a “gender transformative,4 rights-based, and intersectional5 approach” 
for promoting gender equality. However, this needs to be expanded for digital part-
nerships, which includes examining one’s own foreign policy for power relations 
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that could contribute to marginalisation of women/girls.This also means that all 
digital projects and initiatives need to adopt a gender-sensitive analysis to cater to 
the needs of girls and women, as identifed by the local partners. For instance, the 
AU–EU Digital Innovation Bridge fagship mentions that gender will be a focus 
area. A proper gender-sensitive analysis should be done to ensure that this digital 
bridge caters to the needs of women entrepreneurs.At the same time, the EU and 
African partner countries need to work together to put in place policies and frame-
works to protect the digital rights of women. 

Second, an emphasis on representation means that women and girls are an 
integral part of the policy and decision-making process in the design and imple-
mentation of the digital future. As mentioned earlier, scholars (especially those 
focused on feminism) have long called for the EU to engage more voices from 
women’s organisations and civil society into the policy, programming, and deci-
sion-making process. The EU needs to move beyond lip service to “equal partner-
ship” to taking concrete actions to ensure that African partners, and particularly 
women, are represented equally, both as decision-makers and as a part of civil 
society, including in design, implementation, and reporting on D4D projects. 

Third, sufcient resources need to be dedicated to realise the need for main-
streaming gender and digital transformation in development partnerships. While 
having the 85% gender mainstreaming target for EU’s External Action is lauda-
ble, it needs to be paired with concrete aid allocations to deliver on the promises. 
Furthermore, the EU must ensure that all investments, including those under 
the EFSD+, are gender sensitive, and try to ensure that some investments focus 
specifcally on the needs of women, as identifed by the local partners, particu-
larly women. 

The feminist digital development would provide the EU leadership with a 
shared vision to bridge the disconnect between the two agendas, which would 
need to be complemented with capacity building and/or training for the teams 
in Brussels, member state capitals, and EU delegations in partner countries to 
align them on the shared vision. Moreover, for a genuine digital partnership, 
the principles of development efectiveness (OECD, 2011), particularly coun-
try ownership and shared responsibility, need to be adopted and respected, 
to build trust and shared vision with African partners for an inclusive digital 
partnership. 

15.5 Conclusion: Feminist Digital Future as the Way Forward 

The EU has made a good start with its ambitious agenda for digital transforma-
tion and the gender targets for NDICI-GE. So far, the two priorities have been 
politically closely aligned, but they are still far from being intertwined together 
in the D4D agenda. As this chapter shows, it is yet to be seen if the EU will be 
able to translate its political drive for gender equality into tangible results and 
outcomes within the framework of the AU–EU digital partnership and the pro-
gramming of the NDICI-GE. 
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The new era of EU development cooperation with Africa calls for a stronger 
mandate and commitment to gender equality and women and girls’ empower-
ment to ensure that the digital transformation is fair and inclusive and bridges 
gender inequalities and digital divides instead of exasperating them. For this to 
happen, a feminist vision needs to be integrated into the agenda for digital trans-
formation. The proposed guiding principles for Feminist Digital Development 
put forward this vision to improve the lives of women and girls (and also men and 
boys, people with disabilities, LGBTI and minorities) in the context of digital 
transformation. As the analysis in the prior sections shows, both the EU and AU 
would need to be ready to work together in a “partnership of equals” to take the 
steps towards the vision for feminist digital future. 
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Notes 

1 Though these terms may have varying defnitions, strategic autonomy broadly refers 
to the EU’s ambition for “more resilience, more infuence, and less dependence” 
(European Council, 2021), while digital sovereignty refers to “European leadership 
and strategic autonomy in the digital feld” (EPRS, 2020). 

2 The normative power framework explains the EU’s power in international relations 
as its ability to infuence and reshape norms “in its own image” (Manners, 2002, 
p.252; see also Debusscher and Manners, 2020). 

3 ESFD is one of the EU’s fnancial instruments to support investments, primarily in 
the EU neighbourhood and Africa (European Parliament, 2019). 

4 A gender transformative approach is one which “aims to shift gender-power relations, 
for a positive change of the paradigm(s) that produce discriminations and inequali-
ties” (European Commission, 2020c). 

5 An intersectional approach is one that is “based on an acknowledgement of the mul-
tiple characteristics and identities of an individual, to analyse and respond to the ways 
in which sex and gender intersect with other personal characteristics” (European 
Commission, 2020c). 
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16 
FOSTERING PROSPERITY FOR 
AFRICAN FEMALE ENTREPRENEURS 

Opportunities for AU–EU Cooperation in 
Digital Entrepreneurship Networks 

Francine Beleyi 

16.1 Introduction 

Evidence shows that when women earn a good living, they are more likely 
to transmit the benefts and skills acquired to their families and communities, 
reinvesting up to 90% of their incomes compared to 40% for men. In Africa, 
as elsewhere, more and more women are launching businesses. In fact, Africa 
has the highest number of women entrepreneurs per capita in the world, with 
a female entrepreneurship rate of 25.9% in sub-Saharan Africa. Nonetheless, 
female entrepreneurs in Africa are confronted with substantial challenges related 
to access to fnancial and non-fnancial services. They face an estimated USD 
42 billion fnancing gap. Even when they own a business, the size and growth 
of their businesses remain constrained by lack of fnance, barriers resulting from 
legal and regulatory frameworks and skills constraints (AfDB, n.d.). The poten-
tial benefts of the digital economy – including the impact of using digital tools 
in non-digital businesses – will only be fully realised if women have access to the 
necessary skills and opportunities. 

Digital entrepreneurship networks that make use of simple tools such as 
Zoom, WhatsApp, Facebook, and other digital tools to connect entrepreneurs, 
can allow female entrepreneurs to share experiences and learn from communities 
of entrepreneurs online. They provide training and networking opportunities 
that can be essential to providing them with the skills and opportunities they 
need to grow their businesses. Digital entrepreneurship networks come in all 
shapes – from local and national networks to a growing number of continental 
and diaspora networks spanning multiple countries. Some networks began pri-
marily as in-person networks, gradually developing a growing online presence, 
whilst others exist primarily online. There are digital entrepreneurship networks 
focused exclusively on female entrepreneurs, while others make an efort to have 
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strong female representation or even parity. Furthermore, some digital networks’ 
principal role lies in the very act of creating a network, whilst others have grown 
out of other activities. 

Digital entrepreneurship networks ofer opportunities in terms of training 
and mentoring, marketing of products, and access to funding opportunities, 
thereby providing the essential resources entrepreneurs need in order to develop 
and grow their businesses. They can also help to develop members’ entrepre-
neurial social capital by widening their networks and building their access to 
information and resources (Greve and Salaf, 2003). While digital networks were 
widely used before COVID-19, their uptake has been propelled forward by the 
pandemic and the consequent lockdowns and restrictions across the world. This 
has been equally true in Africa and in Europe, where an increasing number 
of networking and related training opportunities moved online. This move to 
online networks is likely to be a permanent phenomenon for many organisations 
delivering training and networking opportunities as it is efcient and allows for 
a growing number of transnational contacts, both within and across continents. 

The chapter argues that the growth of digital networks can allow African 
female entrepreneurs to access formal and peer support, mentorship, and oppor-
tunities to market and pitch their products better. This can help them in many 
ways, including by enabling access to training opportunities and wider entrepre-
neurial social capital they need to develop their businesses, access new markets, 
and raise funds. Yet, women also face specifc difculties in accessing networks 
and associated opportunities, and thus specifc attention needs to be paid to how 
to ensure equitable access. 

Supporting women’s economic empowerment and women’s digital inclusion 
are key goals of European Union (EU) cooperation with Africa, and thus sup-
porting and growing digital networks – including those that link Africa and 
Europe – should be integrated into the EU’s digital strategy. However, as dis-
cussed in the remainder of this chapter, there are still many challenges to the 
roll-out and equal uptake of digital networks. More needs to be done to ensure 
that such opportunities are widely available and accessible by female entrepre-
neurs in Africa. 

This chapter is based on a mixed methods approach, comprising a literature 
review on female entrepreneurship, digital networks, and role of the diaspora, 
the professional experience of the author and fve interviews that provided addi-
tional insights to support the data from the literature. The interviews, conducted 
between April and May 2021, include the CEO of an African entrepreneurship 
hub, the frst CEO of the largest entrepreneur programme in Africa, diaspora 
organisations, and experts (see Annex 1 for list of interviewees). All interviews 
were conducted remotely by video call with the aim of gathering practitioner 
knowledge on the challenges that female entrepreneurs in Africa face, how the 
diaspora may help advance entrepreneurship on the continent through the use of 
digital networks, and opportunities for African Union (AU)–EU cooperation in 
fostering prosperity for female entrepreneurs in Africa. 
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16.2 Women and Access to Entrepreneurship Networks 

Networks play an important role for entrepreneurs as they provide links to start-
up incubators and accelerators, as well as to investors, connecting entrepreneurs 
with resources, opportunities, information, labour, skills, and other contacts that 
help build entrepreneurial social capital (Greve and Salaf, 2003). This entrepre-
neurial social capital is vital to allowing entrepreneurs to build their businesses, 
particularly in the technology sector where access to the right contacts can be 
vital to access the resources to grow one’s business (Maurer and Ebers, 2006). 

Digital technologies allow users to access a number of networks and train-
ing opportunities online, something that has been speeded up by the advent of 
COVID-19. As a result, a growing number of networking opportunities have 
migrated online. For African female entrepreneurs, these include a variety of 
networks and training programmes such as networks that facilitate connections 
with African diasporas in Europe and beyond. Conversely, these networks allow 
diaspora entrepreneurs to connect and identify opportunities in Africa, ofering 
the potential for win-win outcomes. 

Yet women can face difculties in accessing entrepreneurship networks and 
the associated opportunities. Light and Dana (2013) note that female entrepre-
neurs often lack the social networks to connect them with key “external net-
works that control essential business resources” (p. 606). External networks are 
those external to one’s own company that can include contacts with incubators 
and investors vital to growing a business. However, feminist scholars take issue 
with this type of argument, which they argue tends to focus on defciencies in 
women and how to “fx” those, rather than looking at defciencies in the gender 
sensitivity of existing structures (Ahl, 2006). Such analysis also misses the poten-
tial strengths of women entrepreneurs and how these can be leveraged. 

Ozkazanc-Pan and Clark Muntean (2018) emphasise that trust seems to play 
a big role in female entrepreneurship and that women are more relational than 
transactional in the way they approach networks. Existing male-dominated 
entrepreneurship networks, and the incubators and accelerators that these net-
works give access to, are often based on a more transactional approach that suits 
male entrepreneurs. Such male-dominated networks can be difcult for female 
entrepreneurs to adapt to as women’s approach tends to be built on fewer, yet 
stronger, relationships. The choice of words to advertise and the channels that are 
chosen can be important to ensuring women see opportunities (Ozkazanc-Pan 
and Clark Muntean, 2018). In the online space, for example, women face addi-
tional obstacles, as they are more worried about online abuse by sexist trolls or 
psychological violence. Women tend to feel more comfortable in smaller groups, 
where they feel they can voice their opinion, share the challenges they face, and 
speak openly (Chair et al., 2020). 

Opinion is divided on whether women-only networks or mixed networks are 
more efective. McAdam et al.’s (2018) study of the use of women-only networks 
by development agencies to promote women’s entrepreneurship fnds that the 
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promotion of women-only networks, particularly in international cooperation, 
fails to generate “gender-capital”. This they argue means that women-only net-
works segregate women and impede their credibility as entrepreneurs “due to an 
inability to access sufcient economic, social, cultural and symbolic capital” (p. 
2). Other scholars, however, highlight the potential of women-only networks to 
foster supportive relationships between more senior and junior women, includ-
ing mentoring. Additionally, they can increase the visibility of relevant issues and 
foster advocacy (Villesèche & Josserand, 2017). 

This chapter explores how both women-only and mixed networks can play a 
role in building women’s entrepreneurial social capital, stressing the importance 
of adapting networks to female entrepreneurs’ needs. 

16.3 Opportunities for Female Entrepreneurship 

Context is also vital and will play an important role in creating further oppor-
tunities for African female entrepreneurs. At present, perhaps the most impor-
tant economic development-infuencing context is the African Continental Free 
Trade Area (AfCFTA), which came into efect in January 2021. Negotiations for 
the e-commerce protocol of the AfCFTA were fast-tracked to begin in 2021, 
with the aim to facilitate electronic transactions, boost investments in the digi-
tal infrastructure, and develop e-commerce (Banga et al., 2021). Realising the 
importance of context and the vital roles of women in entrepreneurship and 
Africa’s socioeconomic development, Wamkele Mene, Secretary-General of the 
AfCFTA Secretariat, vowed to put women and young people at the heart of the 
AfCFTA agreement, including by improving access to trade and support to small 
and medium-sized businesses (Ighobor 2020). Yet, further research needs to be 
done to understand to what extent and in what ways the AfCFTA can in fact 
support the economic development of women in general, but, more specifcally, 
female entrepreneurs in Africa. 

The AU Digital Transformation Strategy (DTS), which emphasises the 
importance of creating an enabling environment for digital transformation in 
Africa, also points to the importance of gender in digital transformation. It indi-
cates that special attention must be paid to the specifc needs of women, and lays 
out the importance of gender-inclusive education frameworks and policies, the 
need to boost digital skills for women and girls, the specifc role that digital tools 
can play in improving the life of women in agriculture, and the need to encour-
age women in research and innovation (AU 2020). 

As this edited volume traces, digital cooperation has become an increasingly 
important component of the EU–AU partnership. The EU–AU Digital Economy 
Task Force (DETF) report mentions that the digital gender divide has increased 
in Africa despite decreasing globally and states that “there is a need to lower usage 
barriers related to costs and literacy, as well as to address stereotypes and gender 
inequalities hindering individual access to technology” (EC 2019, p. 30). It also 
specifcally mentions the role of digital entrepreneurship in “promoting gender 
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equality, bridging the digital divide and improving the inclusion of women for 
economic and social growth” (EC 2019, p. 38, also pp. 42–3). 

At the same time, the EU–AU partnership is also building an important 
focus on networks as part of the digital partnership. One of the major fag-
ships of the EU Digital for Development (D4D) Hub is the African European 
Digital Innovation Bridge (AEDIB) Initiative, which aims to connect the 
innovation ecosystems in Europe and in Africa. This initiative includes a 
strong focus on building networks, notably by looking to help build a Pan-
African Network of Digital Innovation Hubs (DIHs) and to provide knowl-
edge, expertise, and technology so as to allow companies to develop and grow 
(AEDIB, n.d.). 

Meanwhile, the EU has committed to ambitious goals with regard to gender 
in its external action (Teevan et al., 2021) and in its recently published Gender 
Action Plan III, which includes digital cooperation as a new area to be high-
lighted in its external action (EC 2020). The EU still has some way to go to 
achieve its digital ambitions. As Sladkova and Bashir (2022) argue in this vol-
ume, it will be vital that digital and gender are both mainstreamed across EU 
programming. 

In the next section, we discuss four of the key challenges that female entre-
preneurs face in Africa. 

16.4 How Digital Networks Can Support 
Female Entrepreneurs 

As already mentioned, female entrepreneurs face a host of challenges related to 
access to fnancial and non-fnancial services. These include access to training, 
mentoring, and support, as well as access to fnance, markets, and information. 
They also include social norms and issues around lack of confdence. This section 
traces some of the ways that digital entrepreneurship networks can meet these 
challenges and help women to develop their entrepreneurial social capital and to 
build thriving businesses. 

16.4.1 Addressing the Lack of Business Training, 
Mentoring, and Support 

There is a persistent gap in education and skills between male and female entre-
preneurs in Africa. Self-employed women have completed fewer years of educa-
tion than self-employed men. In addition, secondary school completion rates are 
30% for female entrepreneurs as opposed to 40% for male entrepreneurs; while 
only 9% of female entrepreneurs have completed higher education, 12% of male 
entrepreneurs have (World Bank 2019). 

Digital networks enable female entrepreneurs to access targeted business 
training and mentoring, as well as to form strong relationships with other 
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entrepreneurs, and contribute to building entrepreneurial social capital. They 
also ofer the possibility to connect African entrepreneurs with diaspora profes-
sionals in Europe and further afeld. 

An example of such an online network that provides training and men-
toring opportunities is the African Women Entrepreneurship Cooperative 
(AWEC), allowing African female entrepreneurs to develop capacity, better 
run their businesses, generate more revenue, and create jobs in their communi-
ties (AWEC n.d.). Research carried out by AWEC found that African women 
desire: (1) equal access to long-term business management learning to fll gaps 
in terms of their business skills; (2) practical lessons that could be applied to their 
businesses immediately; (3) a strong network of their peers; and (4) business 
mentorship from senior professionals. AWEC utilised an innovative blended 
learning model that allowed female entrepreneurs from across Africa and its 
diaspora to join annual cohorts of 200 female entrepreneurs in a 12-month 
leadership and business management capacity building programme, regardless 
of geographic location, sector, or business size. The mentoring is delivered 
online by volunteers from the African diaspora, Europeans, Americans, and 
other nationalities. The mentee benefts from the knowledge and experience of 
a seasoned professional, improving their business acumen. Relatedly, mentees 
set goals during the programme and are held accountable for the realisation of 
the goals by the mentor. 

Within three application cycles, AWEC had admitted female entrepreneurs 
from 52 African countries, creating a pan-African community of female entre-
preneurs. Once they have completed the 12-month programme, the participants 
join a growing alumni network. In year two of the AWEC core programme, 
72% of mentees increased their annual revenue following participation in the 
programme, 63% attracted new customers/clients, 43% hired new employees, 
76% strengthened their business strategy, and 79% increased the quality of their 
network. This demonstrates how online networks can contribute to female 
entrepreneurs’ social capital by providing training opportunities, mentoring, and 
access to wider support from a network or peers. 

16.4.2 Access to Finance, Markets, and Information 

One of the key barriers for African female entrepreneurs is the lack of access to 
fnancial and non-fnancial services. In sub-Saharan Africa alone, the fnancing 
gap for women is estimated at over USD 42 billion, according to the African 
Development Bank. The EU–AU partnership should work with fnancial insti-
tutions to ofer targeted fnancial support to female entrepreneurs and create 
specifc fnancial products to help them. 

During the COVID-19 pandemic, women were also more adversely impacted. 
The pandemic resulted in an average drop in sales of 39% for female entrepreneurs 
versus a drop of 28% for male entrepreneurs in Africa. A combination of factors 
led to a greater impact on women, such as being overwhelmed in front-line jobs, 
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loss of revenues due to poor digital skills, and increased responsibilities to care 
for children or older relatives. Only 13% of the female-led MSMEs reported 
receiving any kind of fnancing support despite eforts made by governments 
(IFC 2021b). 

Digital networks enable increased access to fnance and markets by increas-
ing entrepreneurs’ awareness of opportunities. Digital exchanges can increase 
knowledge of and ability to take advantage of such opportunities by helping 
female entrepreneurs to understand how things work, including market pros-
pects across Africa and outside the continent.They also ofer diaspora entrepre-
neurs the opportunity to learn about local markets and ways of doing business 
in Africa. 

Similarly, digital networks can help African female entrepreneurs to access 
funding opportunities and grants – such as those ofered by the Tony Elumelu 
Foundation (TEF) and the Aford Business Centre (ABC). Equally important, 
many of the initial small grants include training sessions on how to pitch a prod-
uct to investors or create mechanisms for diasporas to fund SMEs in Africa. 
Thus, online networks and connectivity open a whole world of new opportu-
nities regarding fundraising for start-ups and SMEs in Africa, particularly for 
female entrepreneurs. 

With the launch of the AfCFTA, it is evident that there are a growing number 
of online initiatives aimed at connecting women across Africa to markets, and pro-
viding them with training and resources in order to do so. One key initiative is the 
International Trade Centre (ITC) SheTrades Initiative, launched to help women-
owned businesses to access business opportunities that are created by the AfCFTA 
through capacity building, networking, and advocacy.The initiative is working with 
50 women-led associations in Africa to realise this objective.The ITC SheTrades 
platform itself has reached its goal of connecting three million women by the end 
of 2021 (email correspondence, 20 December 2021). Initially, the ITC focused on 
building partnerships with governments, but ultimately it developed partnerships 
with Foundations like TEF that allowed it to connect with many more entrepre-
neurs (Interview, 21 April 2021). The platform works with stakeholders globally 
to create opportunities for female entrepreneurs. Supported by a web and mobile 
app, the platform allows female entrepreneurs to post ofers on the platform to 
sell products and services. Buyers can browse these ofers, order products and ser-
vices, and post tenders to receive bids from sellers (ITC n.d.).Through projects and 
national chapters, ITC SheTrades is present in 25 countries. 

Another relatively new initiative in this area is the 50 Million African Women 
Speak (50MAWS), which launched in 2020. It is an online business-networking 
platform that seeks to connect 50 million female entrepreneurs across Africa. 
It aims at providing African women with information and resources, allowing 
millions of women in Africa to start, grow, and scale-up businesses. The initia-
tive was set up by three regional economic communities (COMESA, EAC, and 
ECOWAS) and funded by the African Development Bank (AfDB) after one of 
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their studies showed that circa 70% of African women are fnancially excluded 
(AfDB 2019). 

16.4.3 Social Norms and Confdence 

Cultural barriers and social norms are factors that may prevent women from 
thriving as entrepreneurs and keep them in poverty. The fndings from the 
Profting for Parity report (World Bank 2019) highlight that when female entre-
preneurs conform to social norms that confne them to household tasks and view 
men as the breadwinners, they are less likely to aspire to grow a large busi-
ness. Digital entrepreneurship networks must integrate an understanding of how 
social norms can constrain women entrepreneurs in certain contexts, whilst also 
taking into account confdence issues. 

Beyond formal training and mentoring opportunities, being part of entrepre-
neurship networks ofers women knowledge, information, support, accountabil-
ity, motivation, and encouragement to step up. They are no longer alone on their 
entrepreneurial journey but surrounded by other women who have had similar 
experiences, thus being able to ofer advice to solve particular challenges. Women 
can tap into this network for support when they need it. Moreover, being part of 
a network increases accountability. By publicly committing to others, mem-
bers are more likely to follow through with their commitments. Consequently, 
female entrepreneurs, who are supported by a network, are encouraged to try 
harder than if they were left on their own. 

Even when women own a business, the size and growth of their businesses 
are often less than that of their male peers. The report Women and E-commerce in 
Africa by the International Finance Corporation (IFC 2021a) shows that histori-
cally women have traded in highly competitive markets such as fashion, or in 
markets with low margins. Thanks to e-commerce, some women are now enter-
ing lucrative felds with high margins such as electronics. If more women have 
the confdence to switch from sectors with low margins to sectors with higher 
margins, this could be a route for women to close earnings gaps and boost the 
performance of their businesses in the long run. 

The same IFC research shows that if female entrepreneurs’ sales reached parity 
with men’s, the value of the African e-commerce market could increase by nearly 
USD 15 billion between 2025 and 2030. It will thus be vital to encourage women 
to enter high-value sectors in e-commerce traditionally occupied by men. 

16.5 Ensuring Equal Access to Digital Networks 
and Associated Opportunities 

As outlined in Section 16.2, women do not respond to opportunities in the 
same way as men (Ozkazanc-Pan and Clark Muntean, 2018), and therefore it is 
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essential that their needs are built into the design and communication of net-
working and training opportunities. 

Digital networks can be a great avenue to attract female entrepreneurs, but 
special attention is needed when advertising for training or business opportuni-
ties. For example, the choice of language in communications can be important. 
The African Foundation for Development (AFFORD) focuses on women and 
young people in their communication for the Aford Business Centre (ABC). 
Their emphasis on social enterprise, social impact, and sustainability was also 
seen as an important factor in attracting more women, who may be more inter-
ested in the social impact of their enterprise. In 2021, the launch of ABC Benin, 
a programme providing mentoring, business advisory, business development, 
and investment sessions, included about 50% female entrepreneurs (Interview, 
Stella Opoku Owusu – AFFORD, 21 April 2021). 

The Tony Elumelu Foundation (TEF) entrepreneurship programme is 
another online training and mentoring programme, which is available to both 
women and men. TEF’s vision is to create an ecosystem for everyone, both 
men and women, and provide equal opportunity to scale and thrive. They have 
empowered over 3,000 female entrepreneurs and TEF alumni have directly 
created an additional 35,000 jobs for women. CEO Ifeyinwa Ugochukwu has 
emphasised TEF’s goal to achieve gender inclusivity and the “unique tradi-
tional and cultural barriers preventing women from fully engaging in entre-
preneurship” (Tony Elumelu Foundation 2021b). Although the programme has 
not yet reached parity, TEF is working with the EU to launch a programme 
aiming to reach 2,500 female entrepreneurs (Tony Elumelu Foundation 2020). 
The partnership commits €20 million in fnancial and technical support for 
women-owned businesses, across all 54 African countries to provide increased 
access to market linkages, supply chains, and venture capital investments. They 
created another partnership with Google in June 2021 to empower 500 rural 
aspiring female entrepreneurs with USD 5,000 seed capital. Such programmes 
can help to bridge the gender opportunity gap and ensure parity for female 
entrepreneurs. 

On the other hand, the Africa Technology Business Network (ATBN) focuses 
exclusively on supporting the acceleration of female entrepreneurs, working with 
digital innovation hubs and supporting ecosystems. Given their focus on female 
entrepreneurs, they adapted to the needs of the women they worked with, using 
a range of digital tools, like Facebook and WhatsApp groups, to connect entre-
preneurs and mentors and creating their own app in Ghana to allow female 
entrepreneurs to download small courses (Interview, Eunice Baguma Ball – 
ATBN, 4 May 2021). 

When digital networks are not exclusively focused on women, reaching par-
ity between male and female participants – and responding to the specifc needs 
of women – may require adopting innovative approaches. This includes notably 
adopting communication strategies and language that responds to the needs of 
female entrepreneurs. However, it may also be necessary to design initiatives 
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exclusively for women so as to ensure that these initiatives respond to the specifc 
needs of women. 

16.6 Conclusion and Recommendations 

This chapter has explored how female entrepreneurs in Africa make efective use 
of digital networks to facilitate access to peer support, mentorship, and business 
training, which can help to boost female entrepreneurs’ confdence and capabili-
ties to run more successful businesses, thereby increasing their entrepreneurial 
social capital. The business development facilitated by these opportunities is a 
crucial engine of economic growth and job creation and can be a key driver to 
African development. This in turn can help create thriving businesses and sup-
port job creation across the continent. 

Facilitating female entrepreneurs to grow and create proftable businesses is 
vital to achieving SDG5 and to AU and EU goals around cooperation and job 
creation in Africa. Yet, it is vital to recognise the number of gender-specifc 
constraints that female entrepreneurs face and the need for interventions to target 
these challenges. As the EU and AU embark on building a digital partnership, 
it will be essential that the needs of female entrepreneurs are integrated into all 
eforts to support entrepreneurship on the African continent. To achieve this 
goal, African female entrepreneurs need support to access capital, training, men-
toring, and networks that open doors to new markets and fnance, and allow 
them to grow their businesses. Digital entrepreneurship networks can allow 
female entrepreneurs to grow their businesses, to increase proftability and to 
move into high-growth and high-margin sectors in line with the recommenda-
tions of the IFC report (2021a). As outlined in the recommendations, the EU and 
AU can play an important role in supporting the development of these tools, and 
in turn in supporting female entrepreneurs. 

In the aftermath of the outbreak of COVID-19, digital tools are a critical 
avenue to develop female entrepreneurs’ capabilities and accelerate the growth 
of their businesses. Indeed, the COVID-19 pandemic has disproportionately 
impacted women. Reversing these trends will be key to ensuring women can 
compete in an increasingly digital economy following the pandemic. 

● The growth of digital networks has the potential to ofer African female 
entrepreneurs a host of diferent advantages, notably by improving their 
access to formal and peer support, mentorship and opportunities to mar-
ket and pitch their products better. In the process, they can access invalu-
able training opportunities and build wider “entrepreneurial social capital”. 
This, in turn, can play an important role in helping them to develop their 
businesses further, access new markets and fnancing opportunities. 

● To be relevant and achieve greater participation, digital networks must ofer 
value to women at all stages of their entrepreneurial journey, be focused on a 
clear purpose, and get the members to be proactive rather than being passive 
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consumers. A key to creating a thriving online community is to cultivate 
relationships, strong bonds, and create an environment where members add 
value by contributing as much as they receive. 

● Both formal and informal networks can play an important role for the entre-
preneur. Formal networks achieve the intended outcome, whilst informal 
networks may spring out of these formal networks to form richer and more 
organic connections. 

● These networks are not just useful for new businesses but also to seasoned 
female entrepreneurs – the young entrepreneurs may bring more innova-
tion, ideas, and digital savviness, while the more mature entrepreneurs bring 
their years of experience and hands on support. 

There are still many challenges, and more needs to be done to ensure that African 
female entrepreneurs are able to access the digital networks and connectivity 
tools that allow them to grow and develop their businesses. Some recommenda-
tions on the way forward include: 

16.6.1 Civil Society and the Diaspora 

● Civil society organisations (CSOs) should play a greater role in bridging 
between African female entrepreneurs in Africa and their colleagues in 
Europe by developing digital networks. These can allow African entrepre-
neurs to learn from peers in international markets, while diaspora entrepre-
neurs could learn more about investing in African markets. This could open 
avenues for diaspora entrepreneurs to understand local political and economic 
policy dynamics, to build joint ventures and other forms of collaboration 

● CSOs and diaspora entrepreneurs should engage with relevant policymak-
ers, decision-makers and other institutions – at national, regional, and con-
tinental levels – to infuence policy. 

● Help create a diaspora engagement map with factsheets and information 
about opportunities for dialogue and cooperation with African diasporas, 
and notably about initiatives that target women or include a strong focus on 
gender equality. This could be done by strengthening the European Union 
Global Diaspora Facility. 

● Support African diaspora in setting up networks and exchange platforms 
with other diasporas to see what worked and how to leverage diferent coun-
tries competitive advantages to best provide their support. 

16.6.2 EU and AU Policymakers 

There is a need for a greater efort to democratise digital technologies, includ-
ing more investment in infrastructure, afordable connectivity, easier access to 
devices and greater digital literacy. This connects with the joint EU–AU joint 
priority to invest in infrastructure and skills in Africa. 
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● Establish a clear training agenda to help boost digital literacy for girls and 
women, including syllabi in local languages. 

● Go beyond digital strategy developments and create a clear plan for gender par-
ity when implementing digital projects to ensure that women’s needs are ana-
lysed and met in project design and throughout implementation and reporting. 

● Conduct training and campaigns to highlight the contribution of women 
to their country’s development, including addressing exclusion towards 
women and change the way women’s role in society is viewed and having 
full autonomy towards their future. 

● Ensure that in implementing the planned Europe-Africa Digital Innovation 
Bridge, contacts are not just created between a privileged few, and that 
female entrepreneurs – less privileged women outside of major cities – are at 
the centre of this initiative. 

● For the EU, adapt relevant programmes to local needs, notably when it 
comes to working with entrepreneurs, including female entrepreneurs. This 
requires a paradigm shift in how Europe deals with development in Africa, 
allowing young Africans – and especially female entrepreneurs – to set the 
pace and direction of travel. 

● Focus on ensuring female entrepreneurs’ access to the fnance they need to 
ensure continuity of their business especially in crisis times. 

With the new ways of working remotely following the outbreak of the COVID-
19 pandemic, now is the right time to ramp up and accelerate the digital agenda 
in Africa and include women in a more inclusive growth agenda. Achieving this 
goal presents an important opportunity for AU–EU digital cooperation. 
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